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Abstract: The proliferation of Internet of Things (IoT) technology has significantly enhanced smart
healthcare systems, enabling the collection and processing of vast healthcare datasets such as elec-
tronic medical records (EMRs) and remote health monitoring (RHM) data. However, this rapid
expansion has also introduced critical challenges related to data security, privacy, and system reli-
ability. To address these challenges, we propose a retrieval integrity verification and multi-system
data interoperability mechanism for a Blockchain Oracle in smart healthcare with IoT Integration
(RIVMD-BO). The mechanism uses the cuckoo filter technology to effectively reduce the computa-
tional complexity and ensures the authenticity and integrity of data transmission and use through
data retrieval integrity verification. The experimental results and security analysis show that the
proposed method can improve system performance while ensuring security.

Keywords: Internet of Things; Blockchain Oracle; smart healthcare; retrieval integrity verification;
cuckoo filter

1. Introduction

The rapid development of Internet of Things (IoT) technology has greatly promoted
smart medical systems, enabling them to efficiently collect and process medical data,
such as electronic medical records (EMRs) and remote health monitoring (RHM) data [1].
These data are crucial in supporting medical decision-making and patient management [2].
However, the widespread use of IoT devices also brings challenges in data security and
privacy protection [3,4].

Smart healthcare systems increasingly rely on the integration of large amounts of
external medical data to support more comprehensive and accurate diagnosis and treatment
decisions [5,6]. At the same time, the rapid spread of IoT devices has expanded the sources
and types of data, further increasing the need for efficient data integration [7]. External data
face an increased risk of tampering, loss, or corruption during transmission, which may
lead to inaccurate information entering the system. This not only affects the reliability of
smart contract execution but also brings potential risks of diagnostic errors and ineffective
treatment plans, thereby endangering patient safety and trust in the healthcare system [8].
Existing Blockchain Oracles, as a bridge between on-chain smart contracts and off-chain
data sources, can cross the data barriers on and off the chain but still have limitations
in ensuring data authenticity and integrity [9]. Therefore, there is an urgent need for an
efficient verification mechanism to ensure the integrity and reliability of external data
throughout the retrieval and integration process [10].
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In addition, the heterogeneity of medical data systems and the diversity of data
generated by IoT devices make it more complex to achieve seamless interoperability of
multi-system data [11]. There are significant differences in the format, structure, and quality
of data from different platforms such as EMR and RHM, which increases the difficulty of
integrating and utilizing medical data and may lead to information fragmentation, affecting
comprehensive patient care and scientific medical decision-making [12]. Therefore, there is
an urgent need for an efficient retrieval integrity verification mechanism to ensure multi-
system data interoperability and promote accurate and reliable data exchange between
multiple systems, thereby establishing a cohesive healthcare ecosystem [13,14].

Finally, as the amount of external data continues to increase, it is difficult for existing
verification methods to meet the needs of real-time medical decision-making in terms
of computational efficiency and speed [15]. Many traditional verification methods have
high computational complexity and slow processing speed, making it difficult to support
the needs of real-time decision-making in intelligent medical systems [16,17]. Therefore,
there is an urgent need for an efficient retrieval integrity verification technology to reduce
computational costs and increase verification speed [18].

To address the above challenges, this paper proposes a smart medical Blockchain
Oracle retrieval integrity verification and multi-system data interoperability mechanism
(RIVMD-BO) suitable for the Internet of Things environment. The mechanism uses retrieval
integrity verification technology to achieve the real-time verification of external medical
data, ensuring the integrity and authenticity of data during cross-system transmission
and use. In addition, the computational complexity of the verification process is reduced
by introducing the cuckoo filter technology, thereby improving verification efficiency.
Experimental results and security analysis show that the mechanism proposed in this
paper can not only improve system performance but also effectively ensures the security of
patient data in smart medical systems.

The main contributions of this paper are as follows:

(1) Aiming at the authenticity and integrity issues of external data in the IoT smart medical
system, the RIVMD-BO mechanism is proposed, which provides effective support for
achieving secure and reliable data interoperability.

(2) The verification process is optimized through the cuckoo filter, which significantly
reduces the computational complexity and is suitable for the efficient cross-system
transmission of medical data.

(3) Through comprehensive security analysis and performance evaluation, the effective-
ness of the mechanism and its potential for application in intelligent medical systems
are verified.

This paper is organized as follows: Section 2 reviews related work and the current
status of medical information security and Blockchain Oracles. Sections 3 and 4 introduce
the design and security analysis of the RIVMD-BO mechanism, respectively. Section 5
introduces the experimental setup and analyzes the results. The effectiveness of the pro-
posed mechanism is verified through experimental data, and its advantages and limitations
in practical applications are discussed. Finally, the main contributions of this paper are
summarized, and directions for future research are proposed.

2. Related Works
2.1. Traditional Healthcare Information System

Traditional healthcare information systems, such as EHR, Hospital Information Sys-
tems (HISs), and Laboratory Information Management Systems (LIMSs), have long relied
on centralized databases for managing data [19]. Chenthara et al. [20] identified the pri-
mary challenges in securing electronic medical records, emphasizing that the integrity
and reliability of medical data during sharing are paramount to prevent tampering. They
also highlighted the importance of safeguarding security and confidentiality to prevent
data breaches and outlined specific requirements for ensuring the security and privacy of
data-sharing platforms. Zhang et al. [21] explored the security needs of electronic medical
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record systems in cloud computing environments and proposed strategies for securing
medical data in cloud storage. Yang et al. [22] introduced a searchable encryption scheme,
where cryptographic techniques are employed to protect the security of cloud-stored
data. Xhafa et al. [23] developed an attribute-based electronic record system leveraging
cloud computing technology, with a focus on protecting patient privacy. Sahi et al. [24]
proposed a strategy for addressing potential storage security and privacy issues in cloud-
based healthcare systems, suggesting the use of security measures, disaster recovery plans,
and privacy protection techniques as effective methods to ensure the security and integrity
of medical data.

Most studies focus on privacy in electronic medical record systems, but the cen-
tralized nature of cloud storage poses risks like tampering, data loss, and unauthorized
access [25,26].

2.2. Blockchain-Based Healthcare Systems

While these traditional healthcare information systems have enhanced data manage-
ment efficiency to some degree, they still encounter challenges like data silos, obstacles
to information sharing, and the risk of data breaches. With the emergence of blockchain
technology, its decentralized nature and integration with cryptographic techniques have
increasingly found applications in medical information systems.

Zou et al. [27] proposed a blockchain medical data sharing and privacy protection
system called SPChain, focusing on solving the problems of inefficient data retrieval and pri-
vacy risk in blockchain e-health systems. By designing special key blocks and microblocks,
the system achieves efficient data sharing while protecting privacy and incentivizes the
participation of healthcare providers through a reputation system. Liu et al. [28] pro-
posed a blockchain-based Multi-Keyword Inner-Product Searchable Encryption scheme
(MK-IPSE) aimed at enhancing the privacy protection and retrieval efficiency of EHR.
Gao et al. [29] proposed a blockchain- and cloud–edge-computing-based electronic medical
record-sharing scheme, which solves the problem of computational burden on resource-
constrained devices while guaranteeing the fairness of data access. Through smart contracts
and consistency algorithms, the scheme improves system efficiency while ensuring the
integrity and security of medical data. Madine et al. [30] designed a personal health record
management system based on the Ethereum blockchain, which empowers patients to
control their own data.

In addition, Blockchain Oracles, as important intermediaries for the interaction be-
tween blockchain systems and external data, play an important role in solving the credibility
problem in medical data sharing. Chen et al. [31] proposed a blockchain-based medical
data-sharing mechanism to achieve the decentralized management of medical data through
attribute-based access control and privacy protection. The scheme adopts the Hyperledger
Fabric platform and uses a chain code to implement attribute access control so that only
users with corresponding permissions can access medical data, enhancing the security
and privacy of the data. In addition, K-anonymity and searchable encryption ensure that
data do not leak privacy during sharing, and performance experiments show that the
scheme has good effects in terms of scalability and security. At the same time, the appli-
cation of Blockchain Oracles has also been explored in the credibility of cloud services.
Zhou et al. [32] proposed a blockchain witness model, which introduces the role of “wit-
ness” and uses game theory and smart contract technology to detect and report service
defaults. The model designs an incentive mechanism to ensure the credibility of witnesses
and avoids witness bias or collusion through random algorithms, further improving the
reliability of the system. Experiments show that the scheme has good application prospects
in terms of performance and credibility.
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3. Proposed RIVMD-BO
3.1. System Model

In the smart healthcare scenario, the Blockchain Oracle model involves four main
entities: the healthcare blockchain network, the Blockchain Oracle, the healthcare external
data source, and the healthcare user.

Medical user: Medical users, such as institutions or patients, create encrypted data
tags for verifying data integrity before uploading medical records to external data sources,
thus ensuring security while reducing storage and query costs.

External healthcare data sources: External healthcare data sources, such as cloud
platforms or third-party services, store data and tags uploaded by healthcare users. Al-
though usually reliable, these sources may still pose risks of data deletion or tampering.

Blockchain Oracle: The Blockchain Oracle acts as an intermediary, generating re-
trieval requests and verifying data integrity proofs to ensure accuracy. Based on verifica-
tion outcomes, it adjusts trust scores for data sources, enhancing the reliability of future
data retrievals.

Medical blockchain network: Medical blockchain networks, comprising healthcare
entities like hospitals and insurers, use oracles to request and validate external data. Once
verified, the data are used for applications such as clinical support and patient management.

To ensure secure data transmission and precise application within the smart healthcare
system, this study develops a system model for data retrieval integrity verification using a
Blockchain Oracle and a multi-system data interoperability mechanism. The system model
is illustrated in Figure 1, and the detailed process for data retrieval and verification in
practical scenarios is outlined below.

Healthcare External 

Data Source

Blockchain Oracle
Medical 

Blockchain Network

②Data Request

Request Oracle 

③Data Retrieval 

and Proof Generation

④Verification 

and Points Reward

⑤Data Return

Share Private Key in Secure Channel

..
.

EMR RHM
Medical User

Doctor

Request 

Patient Data

①Data Uploading and 

Processing

Medical User

Healthcare External 

Data Source

Healthcare External 

Data Source

EMR RHM

Figure 1. System model of RIVMD-BO.

(1) Data Uploading and Processing
Medical users process health check data such as EMR and RHM data into multiple data
blocks and generate corresponding data labels for each data block. After encrypted
processing, the data and labels are uploaded to a medical external data source through
a secure channel. In addition, healthcare users share private keys for authentication
with the smart healthcare Blockchain Oracle through the same secure channel. This
process is designed to ensure the security of sensitive patient information and provide
a solid foundation for subsequent data retrieval and validation.

(2) Data Request
When doctors require access to specific medical data, they begin by submitting a data
request to the medical blockchain network. Upon receiving this request, the network
forwards a call request, including the identification details of the needed medical data,
to the smart medical Blockchain Oracle. The oracle then formulates a retrieval request
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directed at an external medical data source, selecting the most reliable source based
on the latest trust score to reduce the likelihood of data tampering or loss.

(3) Data Retrieval and Proof Generation
After receiving the retrieval request, the medical external data source parses the
data identification information in the request and begins to perform data retrieval
operations to locate and retrieve the corresponding data blocks. Concurrently, it
generates integrity verification certificates for these data blocks to confirm that the
data are not tampered with and remain intact. The retrieved data and their integrity
verification certificates are then sent to the smart healthcare Blockchain Oracle.

(4) Verification and Point Rewards
The smart medical Blockchain Oracle performs data integrity validation immediately
after receiving the retrieval results and validation proofs from the medical external
data sources. The oracle rewards or penalizes the medical external data source based
on the verification results and updates its trust points. This trust-based mechanism
helps to build a reliable medical data ecosystem and guarantee the security and
accuracy of subsequent data retrieval.

(5) Data Return
The verified data are returned to the medical blockchain network by the smart medical
Blockchain Oracle, and ultimately, the real medical data, which have been verified
for retrieval integrity, are accessed by doctors through the blockchain network. These
data provide strong support for clinical decision-making, treatment plan development,
and patient management, ensuring the accuracy and reliability of medical services.

3.2. Security Model

In our work, the external data source is an incompletely trustworthy entity; i.e., it
follows the “honest but curious” principle. During each ciphertext search execution,
the external data source obtains and records as much information as possible about the
encrypted document and index keywords and performs as much computation as possible
to try to guess the plaintext information. It is important to note that the user and the
blockchain predicator are like entities, i.e., believable entities. And in this work, we mainly
consider that an external data source can continuously select keyword trapdoors in the
search history to restore the document index; the process is called Indistinguishability
under Chosen Keyword Attack (IND-CKA). The security model of this scheme against
IND-CKA is given below. The security model is a polynomial time security game involving
the adversary A and challenger C. The complete description is as follows.

(1) Setup: Challenger C inputs a security parameter 1λ and runs the KeyGen
(
1λ
)

algo-
rithm, which sends the generated system parameter params as well as the public key
pk to the adversary A. Challenger C keeps the private key sk.

(2) QueryPhase1: Adversary A adaptively selects a series of keyword sets {Q1, · · · , Qh}
at random and sends them one by one to challenger C. Challenger C executes the
Trapdoor (params, sk, w) algorithm to generate the trapdoor Th corresponding to each
keyword set and sends it back to adversary A.

(3) Challenge: Adversary A selects a keyword set Q∗ and sends it to challenger C. Chal-
lenger C selects a random keyword set R∗. C sets W0 = Q∗ and W1 = R∗ and selects
1 random bit β ∈ {0, 1}; at the same time, to run the BuildIndex

(
Wβ, params, pk

)
algorithm, it generates the corresponding index Sβ of the keyword set Wβ. After that,
challenger C sends the ternary

(
W0, W1, Sβ

)
to adversary A.

(4) QueryPhase2: AdversaryA then additionally adaptively selects a series of keyword sets
Qh+1, · · · , Qλ, which cannot include W0 or W1 returned from the challenge phase. It
sends these keyword sets in turn to challenger C, who runs the Trapdoor(params, sk, w)
algorithm to generate the corresponding trapdoor Tλ for each keyword set and send it
back to A. The number of queries by adversary A is t in probabilistic polynomial time.
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(5) Guess: Adversary A needs to output either β′ = 0 or β′ = 1 as a judgment on the
random value chosen by C. The adversary A is required to output either β′ = 0 or
β′ = 1 as a judgment. If β = β′, then A wins the game, and if not, A loses the game.

For any polynomial time adversary A, its advantage of winning this security game
is denoted as AdvA

(
1λ
)
= |Pr (β = β′)− 1/2|. Conditional on the security parameter 1λ,

the scheme is said to be effective against IND-CKA if the advantage of adversary A is a
negligible function.

Definition 1. Let g be an arbitrary generator in a cyclic group G of order prime P, and le a,b
be random elements in the group Zq of positive integers. Given

(
g, ga, gb

)
, output gab. If it is

computationally infeasible to compute gab using the given tuple
(

g, ga, gb
)

, then the Computational
Diffie–Hellman (CDH) assumption in G holds. Suppose that an attack algorithm is trying to solve
the CDH problem in group G. The advantage of its successful solution is denoted as AdvCDH

A =

Pr
[

A
(

g, ga, gb
)
= gab

]
.

In the case where the parameters in attack algorithm are all chosen randomly, attack
algorithm runs for at most time t with an advantage of at least ε for a successful solution.
The (t, ε)-CDH problem is said to hold in group G if there does not exist any time-t
algorithm that has an advantage of at least ε for solving the CDH problem.

3.3. Construction of RIVMD-BO

In this section, we specify the construction of the RIVMD-BO mechanism, which
consists of the following phases: (1) system setup phase; (2) data preparation phase;
(3) data retrieval phase; and (4) data verification phase. In addition, the main steps of the
Blockchain Oracle data retrieval integrity verification method are shown in Figure 2.

Suppose G1, G2 and GT are three multiplicative cyclic groups of prime q, where g1 is
the generating element of G1, g2 is the generating element of G2, and e : G1 × G2 → GT
is a bilinear map. P : K×M 7→ K is pseudo-randomized permutation, where K andM
have the same length. h : {0, 1}∗ → G is the global hash function. Π = (KeyGen, Enc, Dec)
is an IND-CPA secure symmetric encryption scheme.

(1) System setup phase: The user initializes the system parameters. Input security param-
eters λ, and output system parameters params = {G1, G2, GT , e, g1, g2, h,Pkey}, where
G1, G2 and GT are the three multiplicative cyclic groups of prime q, e is the bilinear
pairwise mapping, and g1,g2 are the generators of the groups G1, G2. h is the global
hash function, and Pkey is a pseudo-randomized permutation controlled by key.
The user chooses a random number x ∈ Z∗P as their private key sk and puts (u, v) as
the public key pk, where u← gx

1 , v← gx
2 , to obtain the public–private key pair (sk, pk).

Subsequently, the public key is made public and the private key is shared with the
blockchain oracle.

(2) Data Preparation Phase: Assume that the data owner wants to upload a relational database
D = (A1, A2, · · · , An) to an external data source; for each data tuple to be uploaded,
construct it as ri = (ai1, ai2, · · · , ain)(i = 1, 2, · · · ), where aij ∈ ZN(j = 1, 2, · · · , n). Note
that each attribute Aj in the database discussed in this paper is the keyword entered
during the search operation.
Cuckoo filter is an efficient data structure used to determine whether data exist in a
set. It uses two hash functions to calculate two possible storage locations for each data
item and can rearrange existing data items when conflicts occur, thereby achieving
efficient storage and search.
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(a) Data preparation stage.

(b) Data retrieval stage.

(c) Data verification stage.

Cuckoo filter

Medical User
Healthcare External 

Data Source

Blockchain Oracle

Doctor
Blockchain 

Healthcare External 

Data Source
Blockchain Oracle

Figure 2. Main steps of the mechanism.

Create the initial filter structure: Each cuckoo filter consists of two hash buckets, each
of which can hold multiple fingerprints. The size and number of hash buckets are set
in advance to ensure the success rate of data insertion and reduce conflicts.
Calculate data item positions and generate fingerprints: For each data item, we
generate two bucket positions through a hash function. First, the hash function is
applied to generate the first position, and then the second position is generated through
an XOR operation so that two positions are obtained for insertion selection. In addition,
in order to save storage space and ensure the uniqueness of verification, a fixed-length
fingerprint is generated for the data item. The fingerprint is a hashed simplified
identifier that can reduce storage requirements while ensuring data accuracy.
Insert data items and resolve conflicts: When inserting data, the fingerprint is first
stored in the first available bucket position. If both bucket positions are occupied,
the cuckoo filter performs a kick-out operation; that is, it randomly replaces the
existing fingerprint, makes room for the new fingerprint, and finds a new position for
the replaced fingerprint. This ensures a high insertion success rate and can handle a
large number of data items even under high load. In order to avoid loops that may
be caused by insertion conflicts, the cuckoo filter is designed with a limited retry
mechanism. Once the limit is exceeded, the filter capacity is expanded to ensure that
the insertion process proceeds smoothly.
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For any value aij in tuple ri, compute k′i = Pk0(i) and encrypt aij as cij = Encki

(
fij ∥ aij

)
.

For any value aij in tuple ri, compute sij = Pk2

(
aij
)
, ksij = Pk1

(
aij
)
, and the cor-

responding labeled attribute value aij as tij = Encksij

(
sij
)
. For each tuple ri =

(ai1, ai2, · · · , ain)(i = 1, 2, · · · ), record its ciphertext tuple as rE
i = {(ti1, ci1, A1),

(ti2, ci2, A2), · · · , (tin, cin, An)} and generate the signature σi ←
(

h(i)g
rE

i
1

)x
.

The user then needs to construct the Merkle hash accumulator ACC = {ACCj}1≤j≤n
with the signature set Φ = {σi}, 1 ≤ i ≤ n as the leaf node. For each attribute
Aj(j = 1, 2, . . . , n), construct the cuckoo filter CFj; first create an empty hash table,
and then construct the corresponding two buckets for each attribute Aj, and then,
according to Equation (1)’s insertion algorithm, to compute the position of all the
nodes, construct the cuckoo filter CF = {CFj}1≤j≤n.

i1 = h(x), i2 = i1 ⊕ h( f p), f p = Fingerprint(x) (1)

where i1 and i2 are the locations of the two buckets, h is the hash function that
computes the location of the bucket, and Fingerprint is the hash function that computes
the fingerprint.
Finally, the ciphertext tuple (rE

i , σi) and the metadata SC consisting of the signature
σij, the cuckoo filter CF, and the Merkle accumulator ACC are sent to the external
data source.

(3) Data retrieval phase: the Blockchain Oracle submits a retrieval request to an external
data source, assuming that the blockchain network wants to search for all tuples
whose value in attribute Aj is aq (denoted as Aj = aq). The user generates a retrieval
request T based on the keyword w that it wishes to retrieve and the key K as input,
where T =

(
q, kq, Aj

)
=
(

Pk2

(
aq
)
, Pk1

(
aq
)
, Aj
)
, and then sends T sent to the external

data source.
After receiving the retrieval request T, the external data source checks the label
tij(i = 1, 2, · · · ) corresponding to the attribute Aj element by element to verify whether
Deckq

(
tij
)
= q(i = 1, 2, · · · ) holds. All tuples of ciphertexts for which tij satisfies the

condition are {rE
i1

, rE
i2

, · · · , rE
il
}. Generate the corresponding aggregated signature

σ ← ∏l
i=1 σ

αi
i , where αi is a random element αi ← R. The external data source gen-

erates a proof π = (σ, µ) where µ = ∑l
i=1 rEαi. Finally, the corresponding result and

proof
(

rE
i1

, rE
i2

, . . . , rE
il

, π
)

are sent to the blockchain oracle.

(4) Data verification phase: the Blockchain Oracle performs integrity verification of the
results received from the external data sources by verifying the completeness and
correctness of the checking results through the cuckoo filter.
Data retrieval integrity verification aims to ensure the accuracy of data during trans-
mission and use. In the verification phase, the cuckoo filter is used to quickly check
whether the data have been tampered with and to achieve efficient authenticity verifi-
cation by verifying whether each data item matches the hash position in the filter.
Lookup operation and fingerprint comparison: When receiving the data item to be
verified, the oracle will calculate the two positions of the item through the hash
function and generate the corresponding fingerprint. Then, it will check whether the
two bucket positions of the filter contain the fingerprint. If a matching fingerprint
is found, it means that the data item has been successfully recorded when it was
uploaded and meets the integrity requirements.
Measures for verification failure: If no fingerprint match is found in either position,
the system determines that the data item may be lost or tampered with. At this time,
the oracle will record the abnormal situation and issue an alarm and consider whether
the data item fails to pass the verification for other reasons, so as to take further
processing measures. This design ensures the consistent verification of data items and
improves the fault tolerance of the oracle to abnormal data.
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Firstly, the correctness of the result is verified by verifying the validity of Equation (2).
Then, after determining the validity of the signatures, the oracle performs a cuckoo
filter lookup operation based on Equation (3) to check whether all the signatures exist
in the cuckoo filter. If all signatures exist in the cuckoo filter, the retrieval integrity
verification passes; otherwise, the retrieved data are compromised.

e(σ, g2) = e

(
l

∏
i=1

h(i)gµ
1 , v

)
(2)

Query(x) = (Filter[i1] = f p) ∨ (Filter[i2] = f p) (3)

As illustrated in Figure 3, once the Blockchain Oracle receives the retrieval results and
verification proofs from the external data source, it begins the process of data integrity
verification. Depending on the outcome of this verification, the Blockchain Oracle
uses Algorithm 1 to either reward or penalize the external data source, adjusting the
associated trust points accordingly. The algorithm dynamically adjusts the trust points
by considering the current service quality, historical performance, and behavioral
stability of the data source and combines them with a delayed punishment mechanism
to ensure the security and accuracy of data transmission in the system.

Healthcare External 

Data Source
Retrieve Data 

Receive 

Retrieve Result
Verify Result

Return to 

Retrieve Result

Reward 

Corresponding 

External Data 

Source

End

Yes

No

Yes

No

Penalty 

Corresponding 

External Data 

Source

Figure 3. Trust points management workflow.

First, if the data source provides correct data, the trust integral ts will be positively
updated according to the preset speed factor α. Conversely, if the data source provides
incorrect or malicious data, ts will be negatively adjusted according to the same α.
Meanwhile, the latency delay will be updated according to the verification results,
and correct data sources will decrease the delay according to the delayed update speed
factor β, while incorrect data sources will increase delay. In order to further adjust the
trust scores, the algorithm introduces the historical quality of service weight γ, the
historical quality of service h, and the behavioral fluctuation factor ϵ. h affects the the
magnitude of the adjustment of the trust score, and ϵ is used to penalize data sources
whose historical performance differs significantly from the current performance, thus
ensuring that the stability of the data source is reflected in the trust score. Finally,
the algorithm sets a boundary condition for the trust integral to ensure that it is always
in the range [0, 100]. If the trust integral falls below a specific threshold θ, the delay
penalty is further increased to prevent unreliable data sources from continuing to
occupy system resources. The trust integral and delay after these adjustments are used
as the final output to guide the subsequent data retrieval and verification process.
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Algorithm 1 Trust score update

1: Input: veri f y(), ts, delay, α, β, γ, h, ϵ, θ
2: Output: ts, delay
3: if verify() = 1 then
4: tsnew = ts + α ·

(
1− ts

100
)

5: delay = delay · (1− β)
6: else
7: tsnew = ts− α ·

(
1− ts

100
)

8: delay = delay +
(

100−ts
100

)
· β

9: end if
10: tsadjusted = tsnew ·

(
1 + γ · h

100

)
·
(

1− ϵ · |h−ts|
100

)
11: ts f inal = max(0, min(100, tsadjusted))
12: if ts f inal ≤ θ then

13: delay = delay +
θ−ts f inal

θ
14: end if
15: Return: ts, delay

In addition, this scheme designs a dynamic trust score protection algorithm to ensure
that the system’s trust score can remain robust and reliable even if the oracle is
attacked or tampered with. In Algorithm 2, first, the data source scoring of each round
is monitored, the trust score increment ∆ts and delay increment ∆delay of the current
round are calculated, and the historical average increment ∆tsavg and ∆delayavg are
calculated based on the rolling window. Then, the set thresholds σts and σdelay are used
to determine whether there is an anomaly. When an anomaly is detected, the current
trust score and delay are dynamically adjusted according to the factor ν to prevent
the abnormal change from having too much impact on the overall system. Finally,
the updated trust score and delay value will be used for the next round of scoring and
protection evaluation to form a dynamic protection cycle.

Algorithm 2 Dynamic trust score protection

1: Input: ts, delay, ∆ts, ∆delay, σts, σdelay, λ, ν
2: Output: tsprotected, delayprotected

3: ∆tsavg ← 1
λ ∑λ

i=1 ∆ts[i] ▷ Average recent change in trust score
4: ∆delayavg ← 1

λ ∑λ
i=1 ∆delay[i] ▷ Average recent change in delay

5: if |∆ts− ∆tsavg| > σts then
6: tsprotected = ts− ν · (∆ts− ∆tsavg)
7: else
8: tsprotected = ts
9: end if

10: if |∆delay− ∆delayavg| > σdelay then
11: delayprotected = delay + ν · (∆delay− ∆delayavg)
12: else
13: delayprotected = delay
14: end if
15: Return: tsprotected, delayprotected

4. Security Analysis

From the definition of security, it is clear that the security of this scheme is based on
the CDH problem. Therefore, in the security analysis, it will be shown that the scheme is
IND-CKA-secure under the CDH assumption of the random oracle model.
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Lemma 1. In the random oracle model, let adversary A query the keyword set W = {wi} and
construct a hash list Hlist. If a keyword wi is not in Hlist, the random oracle will return a unique
new trapdoor and record it in Hlist.

Proof. In the random oracle model, when adversary Amakes a query request, the random
oracle will check whether the keyword wi already exists in Hlist. If not, the oracle will gener-
ate new random values di, ei and record them in Hlist to ensure that each keyword uniquely
corresponds to a trapdoor. If the keyword wi already exists, the corresponding trapdoor is
returned. This method ensures a one-to-one mapping relationship between keywords and
trapdoors, effectively supporting the uniqueness of trapdoors in security analysis.

Lemma 2. In the trapdoor query phase, if all keywords wj queried by adversary D satisfy coinj = 0,
adversary A can generate a random number s and successfully generate a trapdoor R; if there is a
keyword wj that satisfies coinj = 1, adversary A chooses to abstain from this query.

Proof. Adversary A decides whether to generate a valid trapdoor based on the coin
value in the query result. If all query keywords satisfy coin = 0, adversary A gener-
ates a random number s and returns a valid trapdoor R; if there is any keyword with
coin = 1, the adversary chooses to abstain. This mechanism ensures that the adversary
only generates trapdoors under specific conditions, effectively supporting the subsequent
challenge process.

Theorem 1. In the random oracle model, if the group G satisfies the CDH assumption and there
exists an adversary A running in polynomial time that can win the IND-CKA attack in the game
specified in the security model with non-negligible probability ε, then the simulator B can solve the
CDH problem in probabilistic polynomial time with a probability no less than 4kqtε, where qt is
the maximum number of trapdoor queries from adversary A to adversary B, qh is the maximum
number of trapdoor queries from adversary A to a random oracle, k is the maximum number of
keywords in a query request, ε is the advantage of adversary A in solving the CDH problem, and t′

is the execution time of the algorithm.

Proof. Let A be an adversary in probabilistic polynomial time that performs an IND-CKA
attack on this scheme. The hash function h in the system parameter params is modeled
by the random oracle model. Now, another new polynomial time adversary B is set to
utilize adversary A to solve the CDH problem; i.e., adversary A and adversary B jointly
participate in the security game.

The proof process is divided into five parts: (1) the setup phase, (2) the initial query
phase, (3) the challenge phase, (4) the subsequent query phase, and (5) the guess phase.
The detailed steps of each part are as follows.

(1) Setup: Challenger C first gives the relevant parameters {G1, G2, GT , g1, g2} of the
CDH problem to the group G in Definition 1 and sends them to the adversary B, where the
parameters are defined as shown in Equation (4).

ν1 = ga
1, ν2 = gb

2, a, b, z ∈ Z∗p (4)

Adversary B sets g = g1, y = g2 and sets the private key sk = x to satisfy gx
1 = g2.

Additionally, B will secretly select a random number µ ∈ Z∗P that will be used in the
random oracle model and the challenge phase.

At the same time, B will pick a security parameter 1λ and execute the KeyGen
(
1λ
)

algorithm to generate the system parameters params = {G1, G2, GT , e, g1, g2, h,Pkey}, and
it will send the params and the public key pk to A. Adversary A submits up to qh keyword
queries to the random oracle, which responds to these queries by returning to A the
trapdoor corresponding to the keyword. Adversary B stores a hash list Hlist, as shown in
Equation (5).

Hlist : {wi, coini; hi, di, fi, ei; pi} (5)
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If a keyword wi has already been queried, then B returns Equation (6) to A.

hi = H1(wi), fi = H2(wi), pi = H3(wi) (6)

If the keyword wi is not queried, B chooses a random value pi ∈ Z∗P for pi and flips a
random coini ∈ {0, 1}. If this coin is set to 1, its probability is 1/kqt; if the coin is set to 0, its
probability is 1− 1/kqt. When the coin is set to 0, then B chooses two random numbers
di, ei ∈ Z∗P, so that hi = gdi

1 , fi = gei
2 ; if the coin is set to 1, then B chooses a random number

di ∈ Z∗P, and performs the calculation in Equation (7).

ei = di/µ (7)

Finally, it returns the obtained hi, fi, pi to the adversaryA and adds {wi, coini; hi, di, fi, ei; pi}
to the list Hlist.

(2) QueryPhase1: An adversary A adaptively queries a series of trapdoors for a collec-
tion of keywords. Let the set of keywords for a particular query be Q and the returned
trapdoor be T. B obtains the corresponding tuples of the query keywords in the list Hlist.
If there is at least one coinu = 1, B chooses to abstain; if all of the coinu values are 0, B
generates a random number t ∈ Z∗P, and t will be updated in the next successful trapdoor
query. Subsequently, B outputs the trapdoor shown in Equation (8).

T = {Ta, Tb, Tc, q1, · · · , qu} (8)

where, Ta, Tb, Tc are shown in Equation (9).

Ta = gt
1, Tb = g

t(∑m
u=1 du)

1 , Tc = g
t(∑m

u=1 eu)
1 , t ∈ Z∗p (9)

Finally, B feeds the trapdoor T back to A.
(3) Challenge: Adversary A chooses a keyword set Q∗ and sends it to Adversary B.

Adversary B additionally chooses a keyword set R∗. Keyword set R∗ and keyword set Q∗

cannot be present in the previous query of Adversary A. B sets W0 = Q∗ and W1 = R∗

and chooses a random bit β ∈ {0, 1} to obtain the set of keywords Wβ in Equation (10).

Wβ =
{

wβ,1, wβ,2, · · · , wβ,m
}

(10)

After that, B asks about all the keywords in Wβ one by one to the random oracle and
returns the corresponding tuple of Hlist; if there is no coinβ,u = 1, then B abstains. Instead,
B generates the challenge ciphertext Sβ in Equation (11).

Sβ = {A, B, Cβ,1, · · · , Cβ,u} (11)

The elements in Sβ are defined as shown in Equation (12).

A = ν1, B = ν
η
2 , Cβ,u = L⃗Wβ

(
cβ,u
)

(12)

If coinβ,u = 0, cβ,u performs the calculation shown in Equation (13).

cβ,u = v
dβ,u
1 v

eβ,uη

2

= g
adβ,u
1 g

dβ,uη

2

= ha
β,u f ηb

β,u

(13)
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If coinβ,u = 1, cβ,u performs the calculation shown in Equation (14).

cβ,u = vdβ,u

= gabdβ,u

= gadβ,u(gdβ,u β/η)bη

=
(
hβ,u

)a( fβ,u
)bη

(14)

Finally B sends the ternary
(
W0, W1, Sβ

)
to the adversaryA.

(4) QueryPhase2: Adversary A continues with a series of trapdoor queries for a set of
keywords that cannot be W0 and W1. B performs the same response as the pre-challenge
query of QueryPhase1.

(5) Guess: Eventually, output the guess result β′ = 0 or β′ = 1. If β = β′, the adversary
B outputs the judgment result v = gab for the CDH problem. Conversely, output the result
v = z.

The prerequisite for the adversary B to be successful is that they need to carry out the
whole process of this security game completely; i.e., they cannot abstain in the trapdoor
query phase and the challenge phase. Based on the fact that adversary A can make at
most qt trapdoor queries and k is the maximum number of keywords in the query request,
the probability that B does not abstain in the trapdoor query phase and the challenge phase
is shown in Equation (15) and Equation (16), respectively.

Pr (B pass Queryphase 1 and 2) = (1− 1/kqt)
kqt (15)

Pr(B pass Challenge) = [1− (1− 1/kqt)
k] (16)

From the above, kqt ∈ [2,+∞), (1− 1/kqt)
kqt is a monotonically increasing function

in the interval with a minimum value of (1− 1/kqt)
kqt ≥ 1/4, and

[
1− (1− 1/kqt)

k
]
≥

[1− (1− 1/kqt)] = 1/kqt, so the probability of B completing the game is shown in
Equation (17).

Pr (BpassGame) = (1− 1/kqt)
kqt[

1− (1− 1/kqt)
k
]
≥ 1/4kqt

(17)

From the conditions in Theorem 1, the advantage of successful guessing by Adversary
A is ε non-negligible, which leads to the conclusion in Equation (19) that the advantage of
Adversary B in obtaining victory is ε/4kqt.

AdvCDH
B

(
1λ
)
≥ 1/4kqt

∣∣Pr
(

β = β′
)
− 1/2

∣∣ = ε/4kqt (18)

Therefore, the advantage of adversary B to solve the CDH problem is not negligible.
It can be proved that this scheme is (t′, qt, qh, 4kqtε)-safe against the IND-CKA attack under
the random oracle model.

Security analysis of trust score dynamic protection algorithm
In this solution, the dynamic protection mechanism of the data source trust score is

designed to defend against possible manipulation attempts by attackers. We use a series
of mathematical models and adaptive threshold judgment methods to ensure that even if
the oracle is compromised in a certain round, the adjustment of the trust score will not be
significantly affected. To this end, the dynamic trust score protection mechanism uses the
following analysis:
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In round t, the changes in trust score and delay are calculated as

∆tsavg =
1
λ

t

∑
i=t−λ+1

∆ts[i], ∆delayavg =
1
λ

t

∑
i=t−λ+1

∆delay[i] (19)

These averages measure normal trends in trust scores and latency. We compare
dynamically detected deviations in trust scores and latencies against thresholds to ensure
that the system can quickly isolate anomalous impacts when under attack. The specific
operations are as follows.

Trust score anomaly detection: If the change ∆ts of the current round’s trust score
deviates from the historical average change ∆tsavg exceeding the threshold σts, the trust
score will be adjusted to

tsprotected = ts− ν · (∆ts− ∆tsavg) (20)

where ν controls the adjustment amplitude in order to preserve the overall trend of the
trust score while isolating abnormal fluctuations.

Delay anomaly detection: Similarly, if the change in delay Deltadelay deviates from
the average value ∆delayavg by more than σdelay, the delay will be adjusted to

delayprotected = delay + ν · (∆delay− ∆delayavg) (21)

Let Advoracle denote the probability that an attacker successfully affects the trust score
in a round. Assume that the attacker attempts to modify the trust score ts and delay delay in
round t, and the dynamic protection algorithm in the system performs real-time detection
based on the thresholds σts and σdelay and adjustments. The expected value of attack success
probability E(Advoracle) satisfies the following inequality:

E(Advoracle) ≤
1
λ
·
(

1− σts

|∆ts− ∆tsavg|+ ϵ

)
·
(

1−
σdelay

|∆delay− ∆delayavg|+ ϵ

)
(22)

where ϵ is a tiny positive number used to ensure that the denominator is non-zero. It can
be seen that as σts and σdelay increase, the attacker’s success probability tends to decrease;
that is, the robustness of the protection mechanism increases.

To ensure that the dynamic adjustment of the trust score can restore stability after an
attack, we further analyze the expected convergence speed of the adjusted trust score and
delay. Assuming that the adjustment coefficient ν is appropriate, the adjusted trust score
expectation E(tsprotected) satisfies the following convergence conditions:

E(tsprotected) = ts +
(

ν · ∆tsavg

λ

)
·
(

1− σts

|∆ts− ∆tsavg|

)
(23)

By controlling the sizes of ν and λ, the dynamic balance of the trust score can be
ensured while resisting attacks.

This dynamic protection mechanism monitors changes in trust scores and delays in real
time and dynamically adjusts parameters to prevent the impact of malicious manipulation.
The above formula analysis shows that the system can effectively maintain the stability
of the trust score when it is attacked, thereby enhancing the anti-attack ability and trust
reliability of the oracle.

5. Results and Discussion
5.1. Computational Cost Analysis and Comparison

To demonstrate the efficiency advantages of this mechanism, this section presents an ex-
perimental comparison with three existing state-of-the-art schemes, which are the SPChain
system proposed by Zou et al. [27], the multi-keyword search inner-product searchable
encryption scheme by Liu et al. [28], and the blockchain and cloud–edge-computing-based
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electronic medical record sharing scheme proposed by Gao et al. [29]. The implementation
of the scheme uses Python’s pycrptodome and pypbc modules to construct bilinear pair
mappings and multiplication operations on groups and power operations; the hash func-
tion uses the SHA3_256 algorithm in the hashlib module; and fingerprinting operations
in the cuckoo filter are constructed using the mmh3 non-cryptographic hash algorithm
module. The experimental environment is Intel Core i7-9700K processor and 16 GB RAM
Ubuntu 20.04 operating system, using the Ethernet test network to simulate the blockchain
platform for data interaction, the Blockchain Oracle selected Chainlink. the experiments
are chosen to carry out in several respects the storage overhead, the query processing time,
and the validation time for comparison and evaluation.

In the initialization phase of the system, storage overhead is an important indicator
of system efficiency, and the schemes need to calculate the checksum value of each data,
and the initial checksum value calculation is a one-time computational overhead. Therefore,
the more data the outsourced dataset contain, the higher the initial computation overhead,
the longer the signature construction time, and the more storage space is occupied on the
server. The storage overhead that the four verification schemes need to occupy at least
under different databases is shown in Table 1.

Table 1. Comparison of storage overhead.

Number Zou et al. [27] Liu et al. [28] Gao et al. [29] Our Work (KB)

1000 2300 320 240 45
2000 5100 760 420 85
5000 9000 1650 900 200

10,000 19,000 2500 1600 420

As can be seen from Table 1, SPChain still requires a large amount of storage space
when dealing with large-scale EHR data, although it optimizes the blockchain storage
overhead. MK-IPSE improves on storing cryptographic indexes, but the storage require-
ment rises significantly with the increase in the number of keywords. Gao et al.’s scheme
partially relieves the storage pressure through edge computing, but the overall storage
overhead is still higher. In contrast, this scheme uses cuckoo filters for checking information
storage, which drastically reduces the storage requirement. Specifically, when processing
10,000 records, the storage overhead of this scheme is only 420 KB, while that of SPChain is
19 MB, and that of MK-IPSE is a higher 2.5 MB, compared to which this scheme reduces
the storage space requirement by more than 84%. This result shows that this scheme
significantly reduces the cost of storage and network communication in large-scale data
processing scenarios.

The query processing time mainly reflects the response speed of the system to the query
request and the construction speed of the verification proof when executing the verification
scheme. As shown in Figure 4, the SPChain system has a more substantial query processing
time when locating EMR data through specially structured blocks but performs slightly
worse when dealing with highly concurrent queries. MK-IPSE responds faster when
dealing with multi-keyword queries, but the time overhead increases significantly when
the keyword complexity is increased. Gao et al.’s scheme accelerates the query processing
through edge computing though. However, the query processing time is still long due to
bilinear mapping and power operation. This scheme shows significant advantages in query
processing time. When performing 10,000 queries, the average query processing time of
this scheme is only 1.8 s, which is about 48% less than MK-IPSE.
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Figure 4. Comparison of retrieval processing time [27–29].

The query verification time is a key indicator of the efficiency of the verification scheme.
As shown in Figure 5, the schemes of Zou et al. and Gao et al. have longer verification times
due to the complex encryption and re-encryption processes involved. MK-IPSE also has
a more significant verification time as it involves multiple keyword-matching operations
in the ciphertext search and verification process. In contrast, this scheme case simplifies
the verification process by using cuckoo filters, which, with their efficient lookup and
matching capabilities, enable this scheme to avoid complex encryption operations when
performing verification, thus achieving linear time complexity of the verification process.
This means that no matter how the size of the dataset grows, the validation time of this
scheme is only linearly related to the number of data entries and is not significantly affected
by other factors. Specifically, when dealing with the verification task of 50,000 records,
the verification time of the proposed scheme is only 26 ms, which is significantly better
than the comparison scheme. Compared with SPChain, the proposed scheme reduces the
verification time by about 80%; compared with MK-IPSE, it reduces it by about 50%.

With the above evaluations, the experimental results show that the proposed method
exhibits excellent performance in the label construction computation, query processing,
and query verification facets. Compared with the existing methods, especially in the
verification facet, the performance is outstanding, with high practicability and effectiveness,
and can effectively improve the efficiency of data retrieval integrity of the blockchain oracle.

In the comparative analysis with existing solutions, the RIVMD-BO mechanism shows
significant performance advantages, but it also has certain implementation limitations:

• Advantages: Compared with other methods, RIVMD-BO performs well in storage
and processing performance. Through the efficient storage and fast query capabilities
of cuckoo filters, the storage overhead and query verification time are significantly
reduced. Especially when processing large-scale medical data, the linear time com-
plexity of this solution ensures good scalability, enabling it to support smart medical
scenarios with high concurrency and large amounts of data.

• Disadvantages: When the RIVMD-BO mechanism introduces cuckoo filter technology,
it relies on high-quality hash functions and filter parameter settings to ensure a low
false positive rate and optimal performance. This mechanism is more sensitive to
the selection of filter parameters. If the dataset is frequently updated or the size
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increases significantly, the filter may face potential problems with an increased false
positive rate. In addition, due to the design of the filter, this mechanism still has some
room for improvement in terms of real-time processing capabilities compared with
multi-keyword matching schemes.

Figure 5. Comparison of retrieval and verification times [27–29].

5.2. Discussion

In the process of implementing RIVMD-BO, the introduction of the cuckoo filter
significantly improved the retrieval efficiency of the system but also brought about potential
impacts on scalability and real-time processing capabilities. First of all, the cuckoo filter
has high speed and accuracy in data query; especially when the dataset is large, it achieves
better scalability by reducing conflicts and lowering the false positive rate. However,
in the face of the continuous expansion of dataset size, the cuckoo filter may face the
problem of increased hash collisions and rising storage space requirements. This scalability
limitation may impact the system’s ability to handle extremely large amounts of medical
data. Therefore, to cope with this situation, future system designs can consider dynamic
expansion strategies or the architecture of multi-layer filters to mitigate the impact of
conflicts on scalability.

In addition, cuckoo filters perform well in real-time data processing and can quickly
verify the authenticity and integrity of data items. However, in situations where data
need to be updated or deleted frequently, its performance may be degraded, especially in
real-time applications where the frequency of data updates is increased. Therefore, in data
environments that require a high degree of real-time performance, the cuckoo filter may
need to be appropriately optimized, such as by increasing the flexibility of fingerprint
calculations or introducing an incremental update mechanism to improve the adaptability
of real-time processing.
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Overall, the cuckoo filter provides an efficient data integrity verification mechanism
for RIVMD-BO while significantly reducing computational overhead. However, there
may be a risk of performance degradation in applications with extremely large-scale or
high-frequency dynamic updates. Therefore, on the basis of selecting the cuckoo filter, we
recommend that the system make trade-offs based on the characteristics of the demand sce-
nario in practical applications, and taking into account the diversity of medical information
systems, the cuckoo filter can be further optimized to balance scalability and requirements
for real-time data processing capabilities. This approach provides strong support for the
interoperability and data management security of smart medical systems while ensuring
data verification efficiency.

6. Conclusions

This paper proposes a Blockchain Oracle retrieval integrity verification and multi-
system data interoperability mechanism for smart healthcare, particularly in the context
of the growing prevalence of IoT devices. The primary objective is to maintain the in-
tegrity of external data acquired by the smart medical system, thereby enhancing overall
security and reliability in an increasingly data-rich environment. To achieve this, we first
present a mechanism for real-time integrity verification of data by the Blockchain Oracle.
The integration of IoT technology into healthcare systems necessitates efficient verification
processes, and we design a verification approach that incorporates cuckoo filter technology,
which greatly reduces the computational complexity and increases the efficiency of data
verification. Comprehensive security proofs demonstrate that the proposed method is
resilient to various attacks and well suited for environments dealing with highly sensi-
tive medical data, particularly as IoT devices contribute vast amounts of data. Moreover,
a comparative analysis with existing schemes reveals that our approach is efficient in
terms of computational and communication overheads, making it ideal for complex smart
healthcare scenarios involving large volumes of data generated by IoT devices.

In the future, we will further optimize the RIVMD-BO mechanism to support a wider
range of application scenarios, especially to improve its interoperability between different
healthcare systems. In-depth research on the heterogeneity of different medical data
systems and data format standardization will help solve key challenges in interoperability
and provide a more solid technical foundation for the application of the RIVMD-BO
mechanism in a multi-system environment. In addition, we will focus on designing more
secure and efficient data verification and message authentication solutions for mobile smart
devices in smart medical systems and further study the combination of homomorphic
encryption and Blockchain Oracle data authentication mechanisms. By ensuring that the
encrypted state of data remains unchanged during the computational process, a higher
level of data privacy protection can be achieved to meet the increasingly complex privacy
protection needs of smart medical systems. These optimizations will help further improve
the overall security and reliability of smart medical systems.

Author Contributions: Conceptualization, Z.Z. and L.C.; methodology, X.Y.; validation, L.C.; formal
analysis, Z.Z. and Y.Z.; writing—original draft preparation, Z.Z. and X.Y.; writing—review and
editing, Y.Z. and Z.H. (Zhaoyang Han); supervision, Z.H. (Zheng He); project administration, L.C.
and Z.H. (Zheng He). All authors have read and agreed to the published version of the manuscript.

Funding: This work was supported by the Key R&D Program of Guangdong Province (2020B0101090002),
the National Natural Science Foundation of China (62072249, 62032025, 62172258), and the Shenzhen
Science and Technology Program (JCYJ20210324134810028).

Institutional Review Board Statement: Not applicable.

Informed Consent Statement: Not applicable.

Data Availability Statement: No new data were created nor analyzed in this study. Data sharing is
not applicable to this article.



Sensors 2024, 24, 7487 19 of 20

Conflicts of Interest: Zheng He affiliated to the ZHONGNENG Integrated Smart Energy Technology
Co., Ltd. The authors declare no conflicts of interest.

References
1. Wang, J.; Chen, J.; Ren, Y.; Sharma, P.K.; Alfarraj, O.; Tolba, A. Data security storage mechanism based on blockchain industrial

Internet of Things. Comput. Ind. Eng. 2022, 164, 107903. [CrossRef]
2. Sun, L.; Wang, Y.; Ren, Y.; Xia, F. Path signature-based xai-enabled network time series classification. Sci. China Inf. Sci. 2024,

67, 170305. [CrossRef]
3. Tariq, N.; Qamar, A.; Asim, M.; Khan, F.A. Blockchain and smart healthcare security: A survey. Procedia Comput. Sci. 2020,

175, 615–620. [CrossRef]
4. Egala, B.S.; Pradhan, A.K.; Dey, P.; Badarla, V.; Mohanty, S.P. Fortified-Chain 2.0: Intelligent Blockchain for Decentralized Smart

Healthcare System. IEEE Internet Things J. 2023, 10, 12308–12321. [CrossRef]
5. Ren, Y.; Leng, Y.; Cheng, Y.; Wang, J. Secure data storage based on blockchain and coding in edge computing. Math. Biosci. Eng

2019, 16, 1874–1892. [CrossRef] [PubMed]
6. Ren, Y.; Leng, Y.; Qi, J.; Sharma, P.K.; Wang, J.; Almakhadmeh, Z.; Tolba, A. Multiple cloud storage mechanism based on

blockchain in smart homes. Future Gener. Comput. Syst. 2021, 115, 304–313. [CrossRef]
7. Wang, J.; Chen, W.; Ren, Y.; Alfarraj, O.; Wang, L. Blockchain based data storage mechanism in cyber physical system. J. Internet

Technol. 2020, 21, 1681–1689.
8. Vazirani, A.A.; O’Donoghue, O.; Brindley, D.; Meinert, E. Blockchain vehicles for efficient medical record management. NPJ Digit.

Med. 2020, 3, 1. [CrossRef]
9. Fang, G.; Sun, Y.; Almutiq, M.; Zhou, W.; Zhao, Y.; Ren, Y. Distributed Medical Data Storage Mechanism Based on Proof of

Retrievability and Vector Commitment for Metaverse Services. IEEE J. Biomed. Health Inform. 2023, 28, 6298–6307. [CrossRef]
10. Ren, Y.; Lv, Z.; Xiong, N.N.; Wang, J. HCNCT: A cross-chain interaction scheme for the blockchain-based metaverse. ACM Trans.

Multimed. Comput. Commun. Appl. 2024, 20, 1–23. [CrossRef]
11. Zhao, Z.; Li, X.; Luan, B.; Jiang, W.; Gao, W.; Neelakandan, S. Secure Internet of Things (IoT) using a novel brooks Iyengar

quantum byzantine agreement-centered blockchain networking (BIQBA-BCN) model in smart healthcare. Inf. Sci. 2023,
629, 440–455. [CrossRef]

12. Su, Y.; Wang, Y.; Li, J.; Su, Z.; Pedrycz, W.; Hu, Q. Oracle Based Privacy-Preserving Cross-Domain Authentication Scheme. IEEE
Trans. Sustain. Comput. 2024, 9, 602–614. [CrossRef]

13. Liu, G.; Xie, H.; Wang, W.; Huang, H. A secure and efficient electronic medical record data sharing scheme based on blockchain
and proxy re-encryption. J. Cloud Comput. 2024, 13, 44. [CrossRef]

14. Xu, J.; Xue, K.; Li, S.; Tian, H.; Hong, J.; Hong, P.; Yu, N. Healthchain: A Blockchain-Based Privacy Preserving Scheme for
Large-Scale Health Data. IEEE Internet Things J. 2019, 6, 8770–8781. [CrossRef]

15. Wang, J.; Chen, W.; Wang, L.; Sherratt, R.S.; Alfarraj, O.; Tolba, A. Data secure storage mechanism of sensor networks based on
blockchain. Comput. Mater. Contin. 2020, 65, 2365–2384. [CrossRef]

16. Dubovitskaya, A.; Baig, F.; Xu, Z.; Shukla, R.; Zambani, P.S.; Swaminathan, A.; Jahangir, M.M.; Chowdhry, K.; Lachhani, R.;
Idnani, N.; et al. ACTION-EHR: Patient-centric blockchain-based electronic health record data management for cancer care. J.
Med. Internet Res. 2020, 22, e13598. [CrossRef]

17. Daraghmi, E.Y.; Daraghmi, Y.A.; Yuan, S.M. MedChain: A Design of Blockchain-Based System for Medical Records Access and
Permissions Management. IEEE Access 2019, 7, 164595–164613. [CrossRef]

18. Yang, X.; Li, T.; Pei, X.; Wen, L.; Wang, C. Medical Data Sharing Scheme Based on Attribute Cryptosystem and Blockchain
Technology. IEEE Access 2020, 8, 45468–45476. [CrossRef]

19. Sun, L.; Li, C.; Ren, Y.; Zhang, Y. A Multitask Dynamic Graph Attention Autoencoder for Imbalanced Multilabel Time Series
Classification. IEEE Trans. Neural Netw. Learn. Syst. 2024, 35, 11829–11842. [CrossRef]

20. Chenthara, S.; Ahmed, K.; Wang, H.; Whittaker, F. Security and Privacy-Preserving Challenges of e-Health Solutions in Cloud
Computing. IEEE Access 2019, 7, 74361–74382. [CrossRef]

21. Zhang, Y.; Qiu, M.; Tsai, C.W.; Hassan, M.M.; Alamri, A. Health-CPS: Healthcare Cyber-Physical System Assisted by Cloud and
Big Data. IEEE Syst. J. 2017, 11, 88–95. [CrossRef]

22. Yang, K.; Zhang, K.; Jia, X.; Hasan, M.A.; Shen, X.S. Privacy-preserving attribute-keyword based data publish-subscribe service
on cloud platforms. Inf. Sci. 2017, 387, 116–131. [CrossRef]

23. Xhafa, F.; Feng, J.; Zhang, Y.; Chen, X.; Li, J. Privacy-aware attribute-based PHR sharing with user accountability in cloud
computing. J. Supercomput. 2015, 71, 1607–1619. [CrossRef]

24. Sahi, A.; Lai, D.; Li, Y. Security and privacy preserving approaches in the eHealth clouds with disaster recovery plan. Comput.
Biol. Med. 2016, 78, 1–8. [CrossRef]

25. Cao, S.; Zhang, G.; Liu, P.; Zhang, X.; Neri, F. Cloud-assisted secure eHealth systems for tamper-proofing EHR via blockchain. Inf.
Sci. 2019, 485, 427–440. [CrossRef]

26. Yu, X.; Zhu, S.; Ren, Y. Continuous trajectory similarity search with result diversification. Future Gener. Comput. Syst. 2023,
143, 392–400. [CrossRef]

http://doi.org/10.1016/j.cie.2021.107903
http://dx.doi.org/10.1007/s11432-023-3978-y
http://dx.doi.org/10.1016/j.procs.2020.07.089
http://dx.doi.org/10.1109/JIOT.2023.3247452
http://dx.doi.org/10.3934/mbe.2019091
http://www.ncbi.nlm.nih.gov/pubmed/31137190
http://dx.doi.org/10.1016/j.future.2020.09.019
http://dx.doi.org/10.1038/s41746-019-0211-0
http://dx.doi.org/10.1109/JBHI.2023.3272021
http://dx.doi.org/10.1145/3594542
http://dx.doi.org/10.1016/j.ins.2023.01.020
http://dx.doi.org/10.1109/TSUSC.2024.3350343
http://dx.doi.org/10.1186/s13677-024-00608-w
http://dx.doi.org/10.1109/JIOT.2019.2923525
http://dx.doi.org/10.32604/cmc.2020.011567
http://dx.doi.org/10.2196/13598
http://dx.doi.org/10.1109/ACCESS.2019.2952942
http://dx.doi.org/10.1109/ACCESS.2020.2976894
http://dx.doi.org/10.1109/TNNLS.2024.3369064
http://dx.doi.org/10.1109/ACCESS.2019.2919982
http://dx.doi.org/10.1109/JSYST.2015.2460747
http://dx.doi.org/10.1016/j.ins.2016.09.020
http://dx.doi.org/10.1007/s11227-014-1253-3
http://dx.doi.org/10.1016/j.compbiomed.2016.09.003
http://dx.doi.org/10.1016/j.ins.2019.02.038
http://dx.doi.org/10.1016/j.future.2023.02.011


Sensors 2024, 24, 7487 20 of 20

27. Zou, R.; Lv, X.; Zhao, J. SPChain: Blockchain-based medical data sharing and privacy-preserving eHealth system. Inf. Process.
Manag. 2021, 58, 102604. [CrossRef]

28. Liu, J.; Fan, Y.; Sun, R.; Liu, L.; Wu, C.; Mumtaz, S. Blockchain-Aided Privacy-Preserving Medical Data Sharing Scheme for
E-Healthcare System. IEEE Internet Things J. 2023, 10, 21377–21388. [CrossRef]

29. Gao, H.; Huang, H.; Xue, L.; Xiao, F.; Li, Q. Blockchain-Enabled Fine-Grained Searchable Encryption with Cloud–Edge Computing
for Electronic Health Records Sharing. IEEE Internet Things J. 2023, 10, 18414–18425. [CrossRef]

30. Madine, M.M.; Battah, A.A.; Yaqoob, I.; Salah, K.; Jayaraman, R.; Al-Hammadi, Y.; Pesic, S.; Ellahham, S. Blockchain for Giving
Patients Control Over Their Medical Records. IEEE Access 2020, 8, 193102–193115. . [CrossRef]

31. Chen, Y.; Meng, L.; Zhou, H.; Xue, G. A Blockchain-Based Medical Data Sharing Mechanism with Attribute-Based Access Control
and Privacy Protection. Wirel. Commun. Mob. Comput. 2021, 2021, 6685762. [CrossRef]

32. Zhou, H.; Ouyang, X.; Ren, Z.; Su, J.; de Laat, C.; Zhao, Z. A blockchain based witness model for trustworthy cloud service level
agreement enforcement. In Proceedings of the IEEE INFOCOM 2019-IEEE conference on computer Communications, Paris,
France, 29 April–2 May 2019; pp. 1567–1575.

Disclaimer/Publisher’s Note: The statements, opinions and data contained in all publications are solely those of the individual
author(s) and contributor(s) and not of MDPI and/or the editor(s). MDPI and/or the editor(s) disclaim responsibility for any injury to
people or property resulting from any ideas, methods, instructions or products referred to in the content.

http://dx.doi.org/10.1016/j.ipm.2021.102604
http://dx.doi.org/10.1109/JIOT.2023.3287636
http://dx.doi.org/10.1109/JIOT.2023.3279893
http://dx.doi.org/10.1109/ACCESS.2020.3032553
http://dx.doi.org/10.1155/2021/6685762

	Introduction
	Related Works
	Traditional Healthcare Information System
	Blockchain-Based Healthcare Systems

	Proposed RIVMD-BO
	System Model
	Security Model
	Construction of RIVMD-BO

	Security Analysis
	Results and Discussion
	Computational Cost Analysis and Comparison
	Discussion

	Conclusions
	References

