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Abstract

:

The disruptive impact of blockchain technologies can be felt across numerous industries as it threatens to disrupt existing business models and economic structures. To better understand this impact, academic researchers regularly apply well-established theories and methods. The vast majority of these approaches are based on multivariate methods that rely on average behavior and treat extreme cases as outliers. However, as recent history has shown, current developments in blockchain and cryptocurrencies are frequently characterized by aberrant behavior and unexpected events that shape individuals’ perceptions, market behavior, and public policymaking. In this paper, I apply various scenario tools to identify such extreme scenarios and illustrate their underlying structure as bundles of interdependent factors. Using the case of Bitcoin, I illustrate that the identification of extreme positive and negative scenarios is complex and heavily depends on underlying economic assumptions. I present three scenarios in which Bitcoin is characterized as a financial savior, as a severe threat to economic stability, or as a substitute to overcome several shortcomings of the existing financial system. The research questions that can be derived from these scenarios bridge behavioral and design science research and provide a fertile ground for impactful future research.
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1. Introduction


Blockchain, which is the application of distributed ledgers to create immutable append-only ledgers that allow for decentralized decision making and shared data access [1], is predicted to substantially transform our economy and society [2,3]. This transformation includes organizational functions and industry sectors, as well as state functions, including governance [4,5], finance [6,7,8], supply chain management [9,10,11,12], marketing [13,14,15], tourism [16,17], agriculture [18,19], public sector management and smart cities [20,21,22], Internet of vehicles [23,24], healthcare [25,26], and nongovernmental organizations [27]. Furthermore, blockchain-based transformation can potentially reach into the spheres of central bank money (i.e., so-called central bank digital currencies (CBDCs)) [28]. The disruptive impact of blockchain-based cryptocurrencies can also be felt by individuals, who can now directly conduct transactions at lower transaction costs in a more confidential manner than was previously possible [29]. By buying and applying so-called tokens, they can transfer payments (payment tokens), consume companies’ services (utility tokens), become companies’ stakeholders or lend money to them (security tokens), or take part in governance decisions (governance tokens). Some authors even imply that the complexities of cryptocurrency markets are similar to those of foreign exchange markets [30]. In summary, blockchain-based applications facilitate the transition toward the so-called Web3, which is characterized by ubiquitous computing, a token-based economy, and decentralization [31], and which relies on the Internet as its infrastructural layer.



Quite obviously, these actual or envisioned changes are accompanied by severe criticism, mainly from the stakeholders and beneficiaries of existing systems, who regularly warn against making major changes to established existing structures. The higher the stakes of these stakeholders and the more severe the presumed impact of a blockchain-based alternative is, the more pronounced the criticism is. In this regard, Bitcoin can be seen as the ultimate menace to existing power structures since it threatens to interfere with national monetary autonomy by limiting the power of central and commercial banks [32]. Consequently, there is no shortage of sharp criticism, mostly pertaining to its lack of intrinsic value [33], environmental damage [34], or its potential use as a tool for terrorism financing [35]. In this regard, the website 99bitcoins has collected 447 so-called Bitcoin obituaries, statements that Bitcoin is or will be worthless by persons with a notable following. These obituaries were published between 2010 and 2022, with a strong peak in 2017 [36]. As of April 2022, Bitcoin has turned out to be a revenant and is the leading cryptocurrency with a market capitalization of more than 680 billion USD and a market dominance of 41.3% [37].



Being the most well-known, disruptive, and controversial cryptocurrency, Bitcoin poses an ideal case to create scenarios, juxtapose underlying assumptions, and derive research questions that can enlighten current and future discussions. In a previous paper published in Future Internet, Treiblmaier [38] suggested scenario analysis as a viable methodological approach to identify and assess research questions of practical importance while still pursuing a traceable and rigorous academic approach. Scenario analysis has a long history in academic research [39,40], yet it is underrepresented in many academic disciplines. This can be attributed to the fact that the method is poorly understood, and the description of published scenarios is often anecdotal, which makes it hard to reenact the research process. Applied correctly, scenario analysis not only poses a rigorous research approach but also provides a fertile ground for follow-up studies, which can be explorative, descriptive, explanatory, or even follow design science-based logic. In this paper, I illustrate the applicability of scenario analysis by investigating the following research questions:




	(1)

	
Which factors determine the future development of Bitcoin?




	(2)

	
What is the most positive scenario for Bitcoin’s future?




	(3)

	
What is the most negative scenario for Bitcoin’s future?




	(4)

	
How can Bitcoin complement existing currencies?









The remainder of this paper is structured as follows: in Section 2, I elaborate on previous research related to blockchain-based disruption and highlight some limitations of prevalent research approaches. In Section 3, I present the research design of this study and outline the methodological approach in some detail. In Section 4, I first describe the collected data and follow it with a discussion of the idiosyncrasies of Bitcoin development, as well as a presentation of three scenarios of future Bitcoin implications, two of which are extreme, while the third constitutes a trend prediction. A comprehensive research agenda can be directly derived from these scenarios. Lastly, in Section 5, I present implications for academia and the industry, and, in Section 6, I wrap up the findings, point out important limitations of this study, and offer concrete recommendations for future research.




2. Theoretical Background


Technological innovations shape our societies, economic structures, and individual lives in numerous ways. On the basis of the ideas of Karl Marx, Joseph Schumpeter [41] applied the notion of “creative destruction” to characterize the process of the constant renewal of economic structures. While it may be a trademark of modern industrialized societies, such destructive processes are more often than not controversial. The prevailing paradigm of steady economic growth coupled with technological progress regularly produces intended and unintended effects [42]. These effects can be investigated from the perspective of an individual (e.g., a citizen), an organization, or a nation. In this regard, Bitcoin or, more generally, cryptocurrencies and other technologies that are based on distributed ledgers provide prime examples for disruptive technologies whose adoption offers promising solutions to existing problems while also exhibiting potentially negative side-effects. To better understand the underlying decision processes that ultimately determine a technology’s success, numerous academic researchers have investigated the drivers or inhibitors of such adoption decisions [43,44]. It, therefore, makes sense to begin this research project with a brief look at previous rigorous (often labeled “theory-based”) adoption research on blockchain-based disruption and its limitations.



2.1. Research on Blockchain-Based Disruption


Several researchers have previously investigated how blockchain-based applications disrupt our economic and social systems and how this affects individuals. For example, Bonifazi et al. [45] studied user behavior on Ethereum during the speculative bubble of 2017/2018, and Bonifazi et al. [46] presented a social network-based model of Ethereum, as well as an innovative approach to classify new users. From a theoretical viewpoint, AlShamsi et al. [47] conducted a systematic review on blockchain adoption and thoroughly investigated 30 empirical studies related to blockchain adoption. They found that 14 studies were based on the technology acceptance model (TAM) and seven on its extended version, the unified theory of acceptance and use of technology (UTAUT), while eight used the technology–organization–environment framework (TOE), and five more were based on innovation diffusion theory. In general, existing research strategies mostly follow a well-established path, and any deviation might put a publication in danger of not being published in a top journal. Quite frequently, this path includes the identification of a relevant theory, the derivation of a research model based on said theory, and the subsequent testing of this model, which is frequently conducted using multivariate procedures. There is nothing inherently wrong with this approach, and it is well suited to identify average assessments and the presumed causal impacts of antecedents on dependent variables. However, there are also several limitations that are overshadowed by its focus on number crunching and the identification of significant p-values.




2.2. Limitations of Existing Approaches


Broadly speaking, there are two major shortcomings of existing quantitative multivariate approaches that are apparent in technology adoption research. The first is caused by the use of existing and pretested measurement scales that rarely take into account extreme events, many of which are hard to detect and predict by definition. Such measurement approaches regularly force the full range of opinions into a standardized scheme, often by using Likert-type items, in which (dis)agreements are frequently expressed on five-, six-, or seven-point scales. Furthermore, when it comes to statistical analysis, outliers often pose a nuisance that distort the main findings. They can either be eliminated (i.e., ignored) or avoided by using robust statistics. Moreover, the amount of complexity that can be simultaneously accounted for in a quantitative and theory-testing manner is limited, which is especially true in case a whole model is evaluated as such (“model fit”).



For example, the highly popular TAM unfolds its full tautological power in cases where decision-makers are asked about their perceived usability, usefulness, or intention to accept a technology in a cross-sectional survey. Quite obviously, those who perceive a technology to be useful and easy to use are likely to accept it (and vice versa), leading to those significant statistical relationships academic researchers crave. As of the time of writing this paper, I am not aware of any single study that has plausibly demonstrated an insignificant or even negative relationship between the two constructs of “ease of use” and “usefulness” and the intention to accept a technology. However, those outliers, extreme cases, and unlikely events that are never supposed to happen are swept under the carpet by this approach. Alas, they do happen, and they frequently lead to market turmoil, which can cause harm to individuals, organizations, and even nation states. Nicholas Taleb labels such extremely rare events as black swans and concludes that they are potentially unpredictable [48]. In the case of Bitcoin, numerous such events can be identified in the past, including a high volatility caused by events as diverse as Elon Musk’s Twitter posts [49], China’s crackdown on cryptocurrencies in general [50], or unforeseeable market actions of major Bitcoin investors, who are aptly titled “whales” [51]. Taleb suggests that we deal with such events through the creation of robustness, but scenario technique (which is used synonymously with scenario analysis in this paper) might be a proper tool to identify such rare occurrences since outliers are considered seriously and independent of majority mainstream opinions. Furthermore, it can be used to create bundles of factors and further develop them into elaborate descriptions of potential future states. In this regard, previous research has shown that the simultaneous consideration of the effects of numerous contingency factors can deliver some important insights into organizational behavior and performance from different managerial angles [52].





3. Methodology


To collect a wide range of opinions on Bitcoin and its perceived future impact, I designed a short questionnaire that can be found in Appendix A. After asking the respondents about their present or previous ownership of Bitcoin, as well as their knowledge of and general attitude toward Bitcoin, the main part of the questionnaire consisted of open-ended questions to collect numerous potential positive and negative effects of Bitcoin. Additionally, I asked about the most extreme positive and negative outcomes that can potentially emerge and collected information pertaining to several core attributes of Bitcoin (i.e., medium of exchange, store of value, trustworthiness, riskiness), as well as some demographic information.



Students from a blockchain course administered the questionnaire among their acquaintances in March 2022. In order to collect a broad range of opinions, each student had to interview one person, and there were no requirements in regard to the attitudes or prior knowledge of the survey participants. In a second step, the core factors (i.e., positive and negative effects of Bitcoin) were extracted and combined by means of a clustering process in which seven experts were asked to rate the mutual influence of the various factors and create cross-impact matrices.



Following the suggested approach from Neuhofer [53], which is based on Fink et al. [54], the scenario creation process was structured into (1) scenario preparation, (2) scenario field analysis, (3) scenario prognostics, and (4) scenario development. The first step included the definition of the goals and the scope of the project. In this case, it was the future development of Bitcoin without the specification of a particular time frame. The scenario field analysis included the identification of relevant factors (including perceived positive and negative features of Bitcoin), which were then combined into consistent scenarios. Our analysis stops at the development of the scenarios and does not include the transfer process, which is beyond the scope of this research project. Figure 1 visualizes the research approach. Starting from the existing status quo of Bitcoin, the most positive and negative assessments were used to create two extreme scenarios. The focus was on the identification of those factors that can actually yield these outcomes. Additionally, based on Bitcoin’s previous development in combination with additional input from this study, a mainstream scenario was created that simultaneously considers positive and negative aspects of Bitcoin and projects them into the future.




4. Findings


In the upcoming sections, I first outline several characteristics of the convenience sample and the respondents’ general attitudes toward Bitcoin. While this is not explicitly needed for the creation of the scenarios, it gives an impression of the diversity of opinions in the sample and confirms its suitability to yield a diverse range of opinions in an exploratory manner. Next, the factors that emerged from the interviews are bundled, and future predictions are made based on projections of individual factors or bundles thereof. Lastly, the three main scenarios are described in some detail followed by a suggestion for a comprehensive research agenda.



4.1. Sample Description


A total of 51 individuals participated in the interviews, which were conducted in March 2022. As can be seen in Table 1, the average age of the respondents was 25.08, and the majority (63%) of the respondents were male. Overall, 23% declared themselves to be current or previous Bitcoin holders, while the mean self-declared Bitcoin knowledge was 5.27 (0 “no knowledge at all” to 10 “expert”), and the mean general attitude was slightly positive with 6.62 (0 “I am totally against it” to 10 “I am totally in favor of it”). As is desirable in a scenario study, the full range of answers from 0 to 10 was present in the sample for every item.



Figure 2 displays four histograms that visualize the respondents’ perceptions of two presumed functions of Bitcoin, namely, its role as a medium of exchange and a store of value, as well as two of its salient and frequently discussed features: privacy and trustworthiness. The level of agreement from 0 to 10 is shown on the x-axis, and the absolute number of responses is shown on the y-axis. Again, the range of responses covered the full spectrum. There was a slight positive tendency in the responses when it came to seeing Bitcoin as a medium of exchange, but its perceived function as a store of value was fairly evenly distributed. Moreover, there was a slightly positive perception of Bitcoin’s trustworthiness, while the majority of respondents saw Bitcoin as being risky.




4.2. Scenario Field Analysis and Scenario Prognostics


The open questions resulted in a total of 90 positive and 91 negative effects. Overall, 46 of the study participants specified a “most extreme positive effect”, while 44 participants specified a “most extreme negative effect”. The outcomes were initially compiled into semantically identical factors (e.g., “quick payment” and “fast transactions” or “high energy use” and “huge energy consumption”) and further grouped into overarching categories. The most suitable first-layer categories turned out to be the stakeholders’ levels (individual, organization, and nation state), which were supplemented by one category for general issues. Within the first-layer categories, subcategories (S) were created according to the impact and/or perception of the respective effects. When it comes to individual perceptions, the emerging categories were related to transactions, security issues, and value. On an organizational level, the categories covered issues pertaining to transactions, security issues, and business aspects. On the national level, economic structures and environmental issues emerged as the main categories. The final results of this clustering and categorization process are shown in Table 2.



From these positive and negative effects, the reciprocal influences of the factors can be assessed using a scale ranging from 0 (“no impact”) to 3 (“strong impact”). This was mainly applied on the subcategory level (e.g., “How important are secure organizational structures for national economic structures?”); however, in some cases, a more fine-grained analysis was needed (e.g., “How can a proliferation of illicit activities impact organization Bitcoin acceptance?”). The goal of these analyses was to identify coherent bundles of factors, which can either foster or inhibit the future development of Bitcoin and the prediction of their future impact. A panel of seven experts with a substantial understanding of blockchain technology performed the analysis, and the results can be found in Table A1 (positive cross-impact matrix) and Table A2 (negative cross-impact matrix) in the Appendix B.




4.3. Idiosyncrasies and Scenario Development


The initial data analysis produced an interesting idiosyncrasy that can rarely be found in organizational settings of scenario applications, namely, that exactly the same feature and/or implication of Bitcoin can be perceived as either positive or negative. For example, the perceived anonymity of its transactions is simultaneously evaluated as extremely positive by respondents who value their privacy and negative by those who are afraid of the proliferation of illicit transactions. Another example is the destruction of the current monetary system, which is seen favorably by those who are suspicious of existing practices of central and commercial banking, whereas it is actually feared by those who are in favor of the current status quo. Furthermore, the level of analysis also plays an important role, such that the consequences of a specific factor can be seen as positive or negative on different levels. For example, the (unwanted) disintermediation on an organizational level may lead to cheaper prices at an individual level. The perception of blockchain, therefore, relies heavily on the position of the respective stakeholder and underlying political and economic assumptions. In general, the core ideas of Bitcoin predominantly appeal to Libertarians [32] but might also offer interesting perspectives for socialist or even Marxist thinkers [55]. Contrariwise, Bitcoin is mostly perceived with suspicion by those who are in favor of governmental interventions to prevent or alleviate economic downturns, most notably Keynesians [56].



Another idiosyncrasy emerged during the creation of the scenarios, which is related to underlying misconceptions regarding the basic functionality of Bitcoin. These misconceptions are often perpetuated in the public media, and they can substantially shape public opinion although they are objectively wrong. Examples of such statements include that Bitcoin is anonymous by default (instead of being pseudonymous) (debunked in [57]), that the amount of energy needed for mining new Bitcoin inevitably has to rise and might consume all the energy in the world [58], that Bitcoin needs to be “decrypted” [59], or that Bitcoin does not have any intrinsic value, while fiat currencies do (debunked in [60]). While such misconceptions might not directly contribute to future developments, they can shape individuals’ perceptions, which in turn might heavily influence the general adoption of Bitcoin.



Under consideration of the aforementioned idiosyncrasies, three scenarios were created. Two of them feature the most positive and negative evolutions of potential future Bitcoin development, as well as a scenario that considers Bitcoin as a supplement to existing monetary systems without causing any major disruptions. During the creation of the scenarios, attention was paid to differentiate between impacts that could cause a collapse of the entire system on their own (e.g., a worldwide regulatory ban) or such conditions that can be classified as an insufficient but necessary part of an unnecessary but sufficient condition (INUS) [61] (e.g., a particular solution to the scalability problem). For the sake of simplicity, the most positive (negative) outcomes were all considered simultaneously for the extreme scenarios in spite of the fact that some of the driving factors turned out to be hardly correlated (e.g., the future improvement of Bitcoin’s security features and Bitcoin’s positive impact on the environment).




4.4. Scenario 1: Bitcoin as a Financial Savior and a Destroyer of National Patronizing


The first scenario combines all positive features of Bitcoin on an individual, organizational, and national level, and its outcome will be the ultimate acceptance and use of Bitcoin. While it is not necessarily the case that all factors need to be present in their most positive manifestations, by and large, the study participants agreed that there is a considerable positive correlation among most relevant factors with the notable exception of Bitcoin’s environmental benefits.



Importantly, combing all positive Bitcoin evaluations and predicting ultimate adoption only works under the general assumption that a nation state is willing to give up parts of its centralized power (most notably, the control of the national currency) in favor of a decentralized peer-to-peer currency. Quite obviously, this might not be the most desired scenario for many politicians, central bankers, and also economists who favor a Keynesian approach that necessitates economic interventions. Therefore, the basic assumptions of this scenario only hold in cases where the underlying (Libertarian) assumptions pertaining to the benefits of a backed (i.e., limited) monetary supply and minimal public interventions also hold [32].



Figure 3 summarizes the bundles of the influencing factors on an individual, organizational, and national/environmental level. For individuals and organizations, this results in a cheap, fast, and reliable means of payment that also allows for traceability (which might facilitate auditing procedures for organizations). Individuals (and organizations to a lesser degree) can use Bitcoin as a store of value to hedge against inflation and apply it as an additional source of income. For organizations, numerous innovative opportunities arise to enrich and transform their existing business models and foster innovation. On a national level, Bitcoin, a currency that cannot be manipulated by intervention from governments and national banks, can help to stabilize economies and to create a fair and inclusive monetary system. Lastly, environmental benefits can be achieved since Bitcoin makes the process of producing and distributing paper money obsolete and can potentially create incentives to switch to more renewable energies [62]. The ultimate outcome of this scenario would be an efficient, inclusive, and fair monetary system with substantial positive economic and environmental benefits.




4.5. Scenario 2: Bitcoin as a Stability Threat, Environmental Disaster, and a Menace to Existing National Structures


The second scenario basically presents the flipside of the previous one and showcases the most negative Bitcoin factors and their emerging consequences. Similar to the previous discussion, the most negative outcomes of the respective categories are listed, but care has to be taken to note that they are not necessarily contingent upon each other. Furthermore, several of the negative outcomes might not be perceived as such by everyone equally. For example, individuals can achieve speculative gains from Bitcoin’s volatility, and new market entrants might perceive the destruction of individual companies or industries to be positive.



In a nutshell, the second scenario, whose constituting factors are shown in Figure 4, more or less illustrates the demise of Bitcoin. From an individual’s perspective, Bitcoin transactions are slow and expensive. Their traceability allows authorities to pry around in individuals’ financial matters while some still find ways to conduct illicit transactions (e.g., by using technologies that can anonymize transactions). Individuals either have the choice of self-custody of their private keys, which is cumbersome and leads to lost keys, or they can use centralized exchanges that are prone to hacks and theft of money. Additionally, numerous illegal activities take place either directly on the Bitcoin network (e.g., money laundering) or are built upon it (e.g., Ponzi schemes that lure unsuspecting investors). The high volatility makes Bitcoin useless for day-to-day transactions and, for the most part, also as a store of value. Many of these detrimental effects also hold on an organizational level. Consequently, adoption by businesses will be low since Bitcoin can hardly be used as a means of payment due to legal uncertainties and lack of acceptance. Additionally, its reputation is further deteriorated by the fact that it is a popular payment means for extortionists that attack companies, for example, by using malware. On an industrial level, Bitcoin could pose a threat, especially to the financial industry, and might destabilize current structures. This negative effect might also be noticeable at the national level, such that a more widespread Bitcoin adoption could reduce the abilities of national and international financial institutions to stabilize economies through focused monetary measures. Lastly, the current amount of energy that is used to mine Bitcoin has a huge detrimental effect on the environment, which is especially true if nonrenewable energy sources are used.




4.6. Scenario 3: Bitcoin as a Supplement to Existing Financial Tools and a Provider of Additional Efficiency


The third scenario is just one out of many options in which several realistic trends are simultaneously taken into consideration. Given that Bitcoin is a worldwide phenomenon, it is reasonable to assume that the perceptions of individuals, organizations, and states will be divided. This is a likely scenario since widespread Bitcoin adoption will create winners and losers alike. The factors for this scenario, which are shown in Figure 5, are positive and hold for some members of the respective groups. It works under the assumption that there are no major legal restrictions in the jurisdictions in which Bitcoin gains more widespread acceptance, which also means that the main points of criticism in the public discussions (e.g., environmental concerns, volatility) can be solved satisfactorily.



In this scenario, Bitcoin offers an alternative means of payment for individuals. While this might provide some additional conveniences for individual users and organizations in industrialized countries with a functioning monetary system, this can be of utmost importance for people living in countries with an unstable monetary system who frequently suffer from high inflation and strict monetary controls. Furthermore, Bitcoin transactions allow for a sufficient level of security and privacy in this scenario while ensuring that the number of illicit transactions can be minimized. One option to achieve this is to introduce reasonable know your customer (KYC) procedures for exchanges so that on- and off-ramps between fiat money and cryptocurrencies are monitored. Organizations can also benefit from Bitcoin’s monetary properties and can use it to enhance their current business models (e.g., by offering payments in cryptocurrencies). As opposed to the other two scenarios, the expected impact on a national level is limited in this scenario because Bitcoin is mainly used as a complementary means of payment within jurisdictions that do not see it as a competitor to its local currency.





5. Implications


Ever since its invention, Bitcoin has divided opinions. While diehard enthusiasts perceive it as a savior to the world’s most pending economic problems, skeptics see it as a useless exercise in cryptography that does more damage than good. Given this polarity in opinions and its overall economic importance, Bitcoin poses the ideal use case for a scenario analysis that uncovers the most positive and negative effects that can possibly emerge from a worldwide Bitcoin adoption. Therefore, the implications of this study are relevant for academics and practitioners.



5.1. Theoretical Implications


The major outcomes of this study include a structured listing of important factors for the future development of Bitcoin on an individual, organizational, and national level in combination with two extreme situations that can be caused by Bitcoin and one less disruptive scenario. Naturally, all of the scenarios can and should be used as starting points for more in-depth research. Table 3 lists a couple of generic research questions that follow from the creation of the scenarios along with some exemplary methods and tools. In addition, theories can easily be applied to build on an existing knowledge base and deepen our understanding regarding causal effects and nomological networks. Taking into account the idiosyncrasies of Bitcoin should refine these theories. For example, instead of asking respondents about how useful Bitcoin is in general (which might blur the difference between its perception as a medium of exchange, store of value, or object of speculation), it might make sense to investigate a specific use case, such as cross-border payments or hedge against inflation. Ideally, all important contingency factors are also provided in a specific research setting so that the respondents can accurately assess the usefulness of Bitcoin for a specific use case. Applied correctly, all popular theories (TAM, UTAUT, TOE, and diffusion theory, just to name a few) make sense and have the potential to foster our understanding regarding the development of Bitcoin and its future implications.




5.2. Practical Implications


The acceptance of Bitcoin and the resulting implications is a topic that is not only of academic interest but also directly affects individuals, organizations, and nations. Given its potentially disruptive impact, it is no wonder that Bitcoin’s reception in the media is divided as even national policies range from its adoption as a legal tender (El Salvador) to the declaration of cryptocurrencies as illegal (e.g., China). Therefore, an objective and competent discussion of the features of Bitcoin, along with its implications on different levels, is needed to be able to contrast its positive and negative effects in addition to its ability to assist in making informed decisions. However, such informed discussions are rare, and the overall assessment of Bitcoin and its implications is often conducted on the basis of hearsay and widely publicized media stories. In this regard, it does not help that many powerful stakeholders feel personally threatened by Bitcoin (mostly in a negative way) and, therefore, help to propagate myths and half-truths. To overcome these problems, the public discussion will benefit by splitting up the expected effects of Bitcoin (e.g., on individual, organizational, and national levels as suggested in this study) and diving deeper into the consequences of future developments. A juxtaposition of Bitcoin’s positive and negative features in combination with an extrapolation of their effects will allow for a more informed and unbiased public discourse. In this regard, this study has outlined the overall complexity of the subject and provided an initial framework and starting point for future discussions.





6. Conclusions, Limitations, and Future Research


In this paper, I illustrated how scenario analysis can be applied to gain a better understanding regarding the future development of Bitcoin. On the basis of a survey among 51 end users and a subsequent analysis with an expert panel, positive and negative features of Bitcoin, as well as envisioned future opportunities and threats, were collected, bundled, and further developed into three consistent scenarios. The three scenarios showed different features of Bitcoin that shape its impact on an individual, organizational, and national level. These scenarios illustrate the potential future impacts of Bitcoin and can be used as a starting point for future research studies.



Several limitations exist in this study. First, the collection of positive and negative Bitcoin features, as well as their subsequent bundling, was based on a convenience sample of end users. More insights can be gained by incorporating experts’ opinions in future studies. Second, the bundling of the features and the creation of the scenarios revealed a substantial amount of complexity, which was caused by the fact that various stakeholder groups might perceive the exact same feature of Bitcoin differently. This complexity calls for future scenario studies that go into more detail and focus on more specific aspects of Bitcoin’s development (e.g., security features, governmental policies, environmental concerns).



Future research can benefit from this study in several ways. Importantly, several avenues for follow-up studies were already laid out in previous sections of this paper, including research questions and suggested methodologies. Naturally, other researchers should not feel constricted by these suggestions but are explicitly encouraged to find their own niche topics and explore methods other than those suggested in this paper. An extension to general cryptocurrency/blockchain/DLT/token research can be easily achieved. In many regards, other applications that are built on distributed ledgers might turn out to be highly impactful in specific sectors. For example, decentralized finance (DeFi) threatens to disrupt the existing financial systems, and CBDCs, which are currently highly popular among many central banks and can be built upon distributed ledgers, will substantially transform existing monetary systems. Lastly, the suggested research questions are also open to the application of a wide range of existing theories and methodologies, which will hopefully incite a stream of research that is rewarding for academics and fascinating for practitioners.
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Appendix A. Questionnaire


	
Question 1: Do you own Bitcoin or have you owned it in the past?



	
Question 2: On a scale from 0 (“no knowledge at all”) to 10 (“expert”), how high would you rate your knowledge about Bitcoin?



	
Question 3: What is your general attitude toward Bitcoin? (“0 I am totally against” it to “10 I am totally in favor of it”)?



	
Question 4: Name any positive effects of Bitcoin (if any).



	
Question 5: What is the most extreme positive effect that Bitcoin can have (if any)?



	
Question 6: Name any negative effects of Bitcoin (if any).



	
Question 7: What is the most extreme negative effect that Bitcoin can have (if any)?



	
Question 8: Rate Bitcoin on the following attributes (from “0 not at all” to “10 excellent”):






	(a)

	
Useful as a medium of exchange (i.e., a payment system),




	(b)

	
Useful as a story of value,




	(c)

	
Trustworthy,




	(d)

	
Risky.







	
Demographics



	
Age:



	
Gender:



	
Occupation:







Appendix B. Cross-Impact Matrices
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Table A1. Positive cross-impact matrix.






Table A1. Positive cross-impact matrix.
















	
	I_S1
	I_S2
	I_S3
	O_S1
	O_S2
	O_S3
	N_S1
	N_S2





	I_S1
	
	2
	3
	3
	2
	3
	1
	0



	I_S2
	2
	
	3
	1
	3
	3
	3
	0



	I_S3
	2
	1
	
	1
	1
	2
	2
	0



	O_S1
	3
	0
	1
	
	0
	2
	2
	0



	O_S2
	1
	3
	2
	1
	
	2
	2
	0



	O_S3
	2
	0
	2
	1
	0
	
	3
	0



	N_S1
	0
	0
	2
	0
	0
	2
	
	0



	N_S2
	0
	0
	1
	0
	1
	2
	2
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Table A2. Negative cross-impact matrix.






Table A2. Negative cross-impact matrix.















	
	I_S1
	I_S2
	I_S3
	O_S2
	O_S3
	N_S1
	N_S2





	I_S1
	
	2
	2
	1
	2
	2
	1



	I_S2
	2
	
	2
	3
	2
	2
	2



	I_S3
	2
	2
	
	1
	3
	3
	0



	O_S2
	1
	3
	2
	
	1
	3
	2



	O_S3
	0
	0
	0
	0
	
	3
	0



	N_S1
	1
	1
	3
	2
	3
	
	1



	N_S2
	1
	1
	1
	2
	0
	2
	







0, no impact; 1, weak impact; 2, medium impact; 3, strong impact. I, individual; O, organizational; N, national; S, subcategory (as in Table 2). The matrices show the impact of the item in the row on the respective item in the column.
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Figure 1. The scenario funnel for Bitcoin. 
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Figure 2. Histograms illustrating the evaluation of Bitcoin: (a) medium of exchange; (b) store of value; (c) trustworthiness; (d) riskiness (n = 51). 
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Figure 3. The “best-case scenario” for Bitcoin. 
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Figure 4. The “worst-case scenario” for Bitcoin. 
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Figure 5. Bitcoin as an alternative payment system. 
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Table 1. Sample characteristics (n = 51).






Table 1. Sample characteristics (n = 51).





	Age
	25.08



	Gender
	63% male, 31% female (rest: N/A)



	Bitcoin Owners
	23%



	Knowledge (0–10)
	5.27



	General Attitude (0–10)
	6.61
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Table 2. Influencing factors (properties) on different levels.
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	Category
	Subcategory
	Positive Features
	Negative Features





	Individual (I)
	
	
	



	
	S1. Transaction-related
	Cheap
	Expensive



	
	
	Fast
	Slow



	
	
	Reliable
	



	
	
	Traceable
	Traceable



	
	
	
	Lack of acceptance



	
	
	
	Complexity



	
	S2. Security-related
	Secure
	Unsecure



	
	
	
	Vulnerable



	
	
	Privacy/anonymity
	Privacy/anonymity



	
	
	Tamper-proof
	



	
	
	Not traceable
	Not traceable



	
	
	
	Illicit activities



	
	S3. Value-related
	Store of value
	Volatility



	
	
	Source of income
	



	
	
	Alternative currency
	



	
	
	
	Loss of value



	Organizational (O)
	
	
	



	
	S1. Transaction-related
	Cheap
	



	
	
	Fast
	



	
	S2. Security-related
	Secure
	Unsecure



	
	
	Tamper-proof
	



	
	
	Privacy/anonymity
	Privacy/anonymity



	
	
	
	Illicit activities



	
	
	
	Lack of regulation



	
	S3. Business-related
	New business models
	Disintermediation



	
	
	Innovation
	



	National (N)
	
	
	



	
	S1. Economic structures
	Disintermediation
	Disintermediation



	
	
	Economic stability
	Economic instability



	
	
	Fostering innovation
	Destroying industries



	
	
	
	Illicit activities



	
	
	International unit of account
	



	
	
	
	Uneven distribution



	
	S2. Environmental issues
	Environmental benefits
	Environmental damage



	General issues
	
	
	



	
	Features
	Limited supply
	Limited supply



	
	
	
	Inefficient technology



	
	
	
	Lack of value (no backing)



	
	
	
	Manipulability
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Table 3. Research questions for future Bitcoin research based on [38].
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	Approach
	Research Questions
	Exemplary Methods and Tools





	
	(1)

	
Descriptive






	What properties (characteristics) does Bitcoin need to overcome the current shortcomings/threats?
	Blockchain properties and characteristics frameworks

Token classifications



	
	(2)

	
Explorative






	Which context-specific factors exist that are relevant for Bitcoin’s future development?

How likely is the occurrence of specific Bitcoin-related events?
	Expert interviews

Content analysis



	
	(3)

	
Impact assessment






	How can context-specific factors shape Bitcoin adoption?
	Grounded theory

Regression techniques

Structural equation modeling

Mathematical modeling



	
	(4)

	
Delphi studies






	Similar to (2) and (3)
	Similar to (2) and (3)



	
	(5)

	
Solution design






	How can solutions be designed that foster Bitcoin adoption?

How can Bitcoin be prevented/restricted/tamed/regulated?
	Design science

Action research
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