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Abstract: Social media platforms like X (formerly known as Twitter) are integral to modern communi-
cation, enabling the sharing of news, emotions, and ideas. However, they also facilitate the spread of
harmful content, and manual moderation of these platforms is impractical. Automated moderation
tools, predominantly developed for English, are insufficient for addressing online offensive language
in Arabic, a language rich in dialects and informally used on social media. This gap underscores
the need for dedicated, dialect-specific resources. This study introduces the Saudi Offensive Di-
alectal dataset (SOD), consisting of over 24,000 tweets annotated across three levels: offensive or
non-offensive, with offensive tweets further categorized as general insults, hate speech, or sarcasm.
A deeper analysis of hate speech identifies subtypes related to sports, religion, politics, race, and
violence. A comprehensive descriptive analysis of the SOD is also provided to offer deeper insights
into its composition. Using machine learning, traditional deep learning, and transformer-based
deep learning models, particularly AraBERT, our research achieves a significant F1-Score of 87%
in identifying offensive language. This score improves to 91% with data augmentation techniques
addressing dataset imbalances. These results, which surpass many existing studies, demonstrate that
a specialized dialectal dataset enhances detection efficacy compared to mixed-language datasets.

Keywords: natural language processing (NLP); Saudi dialect; offensive detection; Arabic language
processing; machine learning; deep learning; computational linguistics; dialect analysis; hate speech
detection; text classification; data annotation; data augmentation

1. Introduction

Social media platforms, such as Facebook and X (formerly Twitter), have revolution-
ized communication, enabling people to connect, share views, news, and ideas on an
unprecedented scale. However, this open and free-flowing environment has also become a
conduit for the spread of offensive language, defined as “hurtful, derogatory, or obscene
comments made by one person to another” [1].

Despite the existence of laws and policies aimed at curbing offensive language, the
need for automated detection systems has become increasingly apparent. Most social
media platforms now require automated methods to identify and mitigate harmful content,
driving significant research interest in this area. Initially, many studies relied on machine
learning techniques, employing basic textual features like bags of words and n-grams,
which proved effective in identifying offensive language [2-7]. More recently, there has been
a shift towards deep learning techniques, which have demonstrated superior performance
in detecting offensive language [8-10]. However, while systems for detecting offensive
language in English are well developed, research focused on the Arabic language remains
limited [11].

Arabic, the fastest-growing language on the internet [12], is known for its morpho-
logical richness, where a single root word can generate hundreds of variations. Arabic
is generally divided into Standard Arabic (SA) and Dialectal Arabic (DA). SA includes
both Classical Arabic (CA) and Modern Standard Arabic (MSA), representing the formal
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language, while DA refers to informal speech. The main Arabic dialects include Egyptian,
Moroccan, Levantine, Iraqi, Gulf, and Yemeni. The Gulf region, including Saudi Arabia,
Kuwait, Bahrain, Qatar, and Oman, shares cultural and linguistic similarities, particularly
with the eastern region of Saudi Arabia, though variations exist across other regions [13].
Social media content predominantly features these dialects [14].

X (formerly Twitter) has become a key platform for information sharing and gathering
opinionated content on topics such as politics, business, and social issues. As shown in
Figure 1, Saudi Arabia ranks as the 9th most active country on Twitter globally and the
top Arabic-speaking nation, with 15.5 million users [15]. This prominence underscores the
need for a Saudi dialect dataset specifically for offensive language detection, as effective
natural language processing (NLP) studies depend on access to appropriate corpora.

United States 95.4
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Brazil

Indonesia
United Kingdom
Turkey

Mexico
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Thailand

Germany

Figure 1. Leading Countries based on number of X, formerly Twitter, users: January 2023, in
millions [15].

Most Arabic natural language processing (NLP) tools are tailored for MSA and struggle
with DA, as highlighted by Farghaly and Shaalan, who note the impracticality of a singular
NLP tool being capable of processing all Arabic variants [16,17]. Consequently, Arabic
NLP solutions must designate which variant they are equipped to handle. Notably (see
Figure 2), it has been observed that from the year 2017 onwards, there has been a greater
inclusion of dialectal Arabic in language corpora compared to MSA.

In this paper, we present the Saudi Offensive Dialect dataset (SOD), consisting of
over 24,000 tweets, annotated using a three-tier hierarchical approach. The tweets are first
categorized as either offensive or non-offensive. Offensive tweets are then further classified
into three categories: general insults, hate speech, and sarcasm. Finally, hate speech tweets
are subdivided into three classes: sport, religious—political-racial, and insult-violence. We
conducted an in-depth analysis of the SOD dataset, including exploratory data analysis
and token analysis, to uncover additional insights. A series of machine learning and deep
learning experiments are performed to evaluate the effectiveness of these techniques for
offensive language detection. Additionally, we develop and test various data augmentation
models to address the challenge of an imbalanced dataset.
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Figure 2. Percentage of Arabic corpora based on the type of corpus, from 2002 to 2019 [18].

The key contributions of this paper are:

e  The development of a comprehensive offensive language corpus comprising over
24,000 tweets, representing Saudi dialects from all regions.

e  The implementation of a hierarchical annotation system for offensive language detec-
tion, enabling both broad classification and deeper, more nuanced categorization.

e An extensive analysis of the linguistic aspects of the Saudi dialect, enhancing under-
standing of its unique features.

e  The evaluation of various NLP tools, including machine learning, traditional deep
learning, and transformer-based models, for detecting offensive language.

e  The implementation of data augmentation techniques to address the issue of dataset
imbalance.

The remainder of the paper is organized as follows: Section 2 reviews related work on
Arabic and Saudi data collection, particularly for offensive language detection. Section 3
describes the corpus construction process. Section 4 presents an in-depth analysis of the
SOD dataset. Section 5 illustrates the experiments and discusses the results. Section 6
presents the results after implementing data augmentation techniques. Finally, Section 7
concludes the work and discusses future research directions.

2. Literature Review

The proliferation of social media platforms has generated vast amounts of textual data
in various languages and dialects, presenting both opportunities and challenges for natural
language processing (NLP). In the context of Arabic, known for its rich morphological
features and diverse dialects, the need for dialect-specific datasets is crucial for advancing
NLP research and applications. This literature review focuses on the efforts to collect and
annotate datasets specific to the Saudi dialect, highlighting the contributions of key studies
in this area.

Azmi and Alzanin [19] were pioneers in examining the polarity of Saudi public opin-
ion through e-newspaper comments, collecting 815 comments for sentiment classification.
Their work underscored the early recognition of the value of analyzing Saudi dialects to
gain sentiment insights. Building on this, Al-Harbi and Emam [20] expanded the corpus
to 5500 tweets, aiming to refine Arabic sentiment analysis through dialect preprocess-
ing, marking a significant step towards understanding the nuances of Saudi dialects in
sentiment analysis.

The efforts by Al-Twairesh et al. [21] to compile over 17,000 tweets for sentiment
analysis further exemplified the growing interest in Saudi dialects. Their work not only
provided a larger dataset but also highlighted the complexity and richness of the Saudi
dialect in expressing sentiments. Similarly, Al-Thubaity et al. [22] contributed by collecting
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5400 tweets, enriching resources for sentiment and emotion classification in the Saudi
dialect, thereby offering new dimensions for analysis.

Continuing this trend, Alqarafi et al. [23] and Alruily [24] built upon the foundation
laid by their predecessors. Alqarafi et al. collected 4000 tweets for sentiment classification,
while Alruily amassed 207,452 tweets for linguistic analysis. These contributions empha-
sized the growing interest and the critical need for comprehensive datasets that capture the
linguistic diversity within the Saudi dialect.

Alshalan and Al-Khalifa [8] shifted their focus to hate speech detection, collecting
9316 tweets. This study marked a move towards addressing more specific and socially
impactful aspects of language use on social media, reflecting the evolving objectives of
dialect-specific dataset collection efforts. Bayazed et al. [25] further advanced this field by
classifying 4180 tweets according to dialects and sentiments, demonstrating the importance
of dialect-specific approaches in improving the effectiveness of NLP applications.

Finally, Almugren and Cristea [18] contributed a dataset of 20,000 telecom-related
tweets for sentiment classification, highlighting the practical applications of NLP in industry-
specific contexts. Their work showcased the versatility and importance of dialect-specific
datasets for developing tailored NLP solutions.

As shown in Table 1, the Saudi dialect dataset collection has predominantly focused on
sentiment analysis, achieving significant insights into the interaction between language and
emotion. While datasets for offensive language detection exist within the broader Arabic
context [4,7,10,26-30], there remains a distinct gap for such datasets specifically tailored to
the Saudi dialect. Addressing this gap is essential for increasing the inclusivity and safety
of digital communication platforms, thereby enriching NLP research and applications
across the Arabic linguistic spectrum and ensuring thorough representation of the various
Arabic dialects.

Table 1. Summary of Saudi dialect dataset studies.

Ref. Author/Year Dataset Size Main Task/Purpose Label
815 comments from Strongly positive, positive
[19] Azmi and Alzanin (2014) two Saudi Sentiment classification nely p P .
negative, or strongly negative
newspapers
[20] Al-Harbi and Emam (2015) 5500 tweets Sentiment classification Positive, negative, or neutral
[21] Al-Twairesh et al. (2017) 17,000+ tweets Sentiment classification Positive, Negative, Neutral
Sentiment classification; P(')sn%ve, negative, neutral,
ob]ectlve, spam, or not sure;
[22] Al-Thubaity et al. (2018) 5400 tweets anger, fear, disgust, sadness,
Emotion classification happiness, surprise, no
emotion, and not sure
[23] Algqarafi et al. (2018) 4000 tweets Sentiment classification Positive or negative
[24] Alruily (2020) 207,452 tweets Linguistic analysis Various linguistic features
[8] Alshalan (azr(;;lo?l—Khahfa 9316 tweets Hate speech detection Normal, abusive, hateful
[25] Bayazed et al. (2020) 4180 tweets Dl%led ClaSSIﬁ.C?tlo.n g H1']a'121, Na]dl,'and eastern;
Sentiment classification positive, negative, or neutral
[18]  Almugren and Cristea (2021) 20,000 tweets, Sentiment classification Negative, positive

telecom-related tweets

3. Corpus Generation

This section details our strategy for building the Saudi Offensive Language Dataset
(SOD) using the snscrape Python package to collect data from the X platform (formerly
Twitter). snscrape is a versatile tool for scraping social networking services, capable of
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collecting various data types, including user profiles, hashtags, and searches. Our data-
scraping efforts on the X platform considered the following:

Regions and Locations: Data was collected from all 13 regions of Saudi Arabia, with
search radii adjusted between 50 km and 300 km around major cities to capture
relevant locations, while excluding extraneous areas.

Specific Timeframes: Data was gathered over the past four years (2019-2022) to
ensure comprehensive coverage and avoid biases toward specific periods or topics,
such as COVID-19 or the World Cup 2022.

Query-Driven Approach: In addition to predetermined geographical boundaries and
timeframes, we followed a four-step approach:

- General Collection: The initial phase involved scraping data without specific filters
or predefined seeds.

- By Emoji: Data was collected based on specific emojis that could indicate poten-
tially offensive language.

- By Keyword: Tweets containing keywords indicative of the Saudi dialect and
potential offensive language were targeted.

- By Hashtag: We selected specific hashtags popular within the Saudi Twitter com-
munity, indicative of broader conversations, for data extraction.

Table 2 details the specific query-driven criteria used during data collection. These

queries were carefully selected to represent various types of offensive language, each with
its own context and implications:

Emojis: These visual symbols are among the most common in offensive Arabic tweets.
The list provided in the table is sourced from existing literature [31]. Notably, while
these emojis are representative of broader Arabic culture, they may not specifically

reflect the nuances of the Saudi dialect. For example, the emoji “ % ”, ranked as the
most used emoji for offensive language, is generally understood as raindrops in Saudi
culture and is often paired with prayers and supplications.

Keywords: These words and phrases encompass a wide range of topics, many of
which relate to fine-grained hate classes identified in prior research [32]. Their selection
includes general offensive remarks, racial or nationality-based slurs, sports-related ide-
ologies, social class descriptors, and gender-based terms. For instance, terms like “ -al”

(Yilan, “Curse”) and “_&" (Kalb, “Dog") are categorized as general offenses, while “_qc”
(Yamani, “Yemeni”) and “ s ~as” (Masri, “Egyptian”) relate to race or nationality.

Hashtags: The hashtags in our collection touch upon themes similar to those in the
keywords, including general offenses, race or nationality, sports ideologies, social
classes, and gender topics.

For a visual representation of the data collection process, refer to the flowchart in

Figure 3.

_

[ Collect Saudi Tweets

¥

| Specify Location of each Saudi Region [13 Regions]

v

| Define time frame [2019-2022] ]

¥

v

¥ ¥ ¥

| [General] Collect tweets without any specification | | [ByEmojis] Search using listed emojis [By Keywords] Search using listed keywords | | [By Hashtags] Search using listed hashtags

v

¥ ¥ ¥

¥

| save collected data [Saudi Dialect Dataset SD] as CSV file

é

Figure 3. Workflow of the data collection process.
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To provide a clear understanding of our collection framework, we present Table 3,
which offers examples from each data collection category. It includes two examples for
each category—one offensive and one non-offensive.

Table 2. Query-driven criteria: emojis, keywords, and hashtags.

Ql{ery- List Translation
Driven
Curse, Rudeness, Dirty, Rude, Dog, Donkey, Pig,
ﬁ@ &) @ 2 % @ < I un) @ @ Trash, Spit on you, Despicable, Lowly, You animal,
Emojis ’ P T Ty Ty TR T S e Filthy, You Yemeni, You Egyptian, You Indian, You
, %, @, @ Bengali, Cap, [Direct names for Football Clubs and
Regional Terms]
C}-"tf_/ \—)-;i 41.9, fj/ 5/ ﬁ—./"{/JLP/J-’jD/ UL’)/ é’\ﬁl" j'i;/ J"_!-"“-s/
o S5 JM, I, sl &"55‘}.43, Alxb, C.:.Af, &)B“', e,
o], I, s, s 9], bt 59l (5 maml, sl caml,  #AlIShabab, #AINassr, #AlHilal, #AIAhL,
Kevwords T ) L " " . #Allttihad, #SaudiLeague, #Crocodiles, #Algae,

y $9f L SIa=> L = Ckg L, gé‘J;" &5;\_3, SAE, #Tigers, #Urban, #Bedouin, #Feminism, #Feminist,
o2, S b, (505, 9805 2el, 9 A O3, el sl #Masculinity, #Masculine, #Independent, #Free
bl Jlsslly bl lally el gla) o me
‘:;‘Jfl/ ‘:;\js;‘/ E)‘J}:J/ MJ-"/ f:.f\f,/ \—/‘-'U,L,’,/ \;’L:',J‘/ dlpj”/ JD,J/

NV N IS A N
. ) : . Curse, Rudeness, Dirty, Rude, Dog, Donkey, Pig,
#olall # nall, #5), #L.?h,\f\, #21<Y], #éJJ‘U ‘—é sgmd], Trash, Spit on you, Despicable, Lowly, You animal,
Hashtags Filthy, You Yemeni, You Egyptian, You Indian, You

B o5, #s ) 555, #iliins, #3

Bengali, Cap, [Direct names for Football Clubs &
Regional Terms]

Table 3. Exemplary data from collection categories.

Tweet Location Search by
@User osg 1 3y 2! Blas oo allly b G .
ammam enera
(Translation: Truly, this is due to a weak spirit and lack of chivalry.)
@User Wl 4,5 =5 ) b f sl sl 2 B O,
Jeddah General
(Translation: A sunset, humble like the dew, refreshing the soul. God bless % Q,)
o ol o ! syt sy ekl sl g wly o3IO
I el oo o] Boatm Foe pedl sl ) Al ol Medina Emojis
(Translation: I swear if they let donkeys drive, they would drive better than the idiots here.®)
Cotl ry) s as s pille ez o WO
g Ozl s e - SR Riyadh Emojis
(Translation: Oh God, I hope this month ends quickly so I can go see Lucy m.)
O e N3 a0 Fl sda e caesl dy ey s (g JB YT Pla Gile adle (ks
-y i\.’&.i\l‘ A (1 ezl sy ) qie 3 sy 4 oY se¥l aJid) sVl e sl f\_c)‘
o N O gai¥y on9S 5l C2uall (Translation: Brother Badr, these are not Hilal supporters. These are Najran Keywords

infiltrators. No true Hilal fan would say anything but ‘we will be compensated for the best” and

‘congratulations to Al-Wehda’. The true fans of the leader held the players responsible.
Administrative and technical matters are superb. Do not pay attention to those who want to cause
division and break ranks. Leave them and do not listen to their chatter.)
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Table 3. Cont.

Tweet Location Search by
@User @User S| 4l éé) O m dol e K all s T als slatg jled ! 3YI ¢ o lod! pfl

@ @ @ Tabuk Keywords

(Translation: It’s better to honor the donkey than him, at least the donkey is beneficial. This one’s a

pig, God bless you. Does anyone know his bank account number? @@@)
@User _psWagaS” Lo O simil bl IO #CATLL oo gmnd et a Vol Wi sl L)l

(Translation: The #Alhilal players are pampered and join as they pleas“e!! #5audi_national_team
#Alahli #Alittihad #Altaawon #Alshabab)

s e ) aedl e ol o M@
(Translation: I still say, thank God for the blessing of #Alhilal @ )

Buraidah Hashtag

Albaha Hashtag

3.1. Data Annotation

From our data collection process, 28,000 tweets were selected for annotation. The
annotation task for this dataset was structured hierarchically, spanning three primary levels,
as shown in Figure 4:

e Level 1 [Offensive vs. Non-offensive]: At this foundational level, each tweet was
assessed for its overall tone to determine whether it was offensive or not.

o Level 2 [Offensive Tweets]: Focus was placed only on tweets identified as offensive
in Level 1, which were then annotated into:

- General Insult: Speech that is simply offensive but poses no risk to others, generally
NOT considered a human rights violation [33].

- Sarcasm: The use of remarks that clearly mean the opposite of what they say, made
to hurt someone’s feelings or to criticize something in a humorous way [4].

- Hate Speech: Becomes a human rights violation if it incites discrimination, hostility,
or violence towards a person or a group defined by their race, religion, ethnicity,
or other factors [33].

e Level 3 [Hate Speech Tweets]: Focus was only on tweets identified as hate speech
in Level 2. It was then classified into more specific types of hate speech: racial,
gender-based, sports-related, political / religious, vulgar, violence-related, and others.

Level 1 Level 2 Level 3

Racial

Gender

Tweet

Figure 4. Hierarchical annotation structure.
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3.1.1. Annotation Tools

We utilized Dagshub platform (https://dagshub.com), an innovative platform de-
signed for data science tasks. It facilitates collaborative annotation with features such
as real-time synchronization and an intuitive interface, streamlining the overall annota-
tion process.

3.1.2. Annotators Guideline

Multiple Saudi annotators participated in this project. To ensure consistency and
address any ambiguities, an initial briefing session was conducted. During this session,
annotators were introduced to the annotation guidelines as outlined in Table 4, with
illustrative examples provided to clarify potential uncertainties. Additionally, a live an-
notation session was conducted and monitored using Dagshub to ensure the annotators’
comprehensive understanding of the process and to address any real-time queries.

Table 4. Annotation guideline table.

Label Meaning Description & Examples (If Applicable)
Contains any offensive terms, either general or specific to an individual or group. General
Example (Arabic): ‘DIl 5 »36Y1 ", Translation: ‘My luck with movies is trash’.
Offensive ple ( ) =0 -y ) Y
Specific Example (Arabic): % gL L et | 435l V. Translation: (Derogatory terms
Tweet Type directed at a specific person)
Neutral words that aren’t meant to offend. Example (Arabic):
Non-Offensive ‘Oad J Ri'g p ol puthal! J\j>i o) CL,«:’. Translation: ‘Good morning, today’s weather
feels like we’re in London’.
Hate Speech Ar}y term that shows hatred towards individuals or groups based on their race, gender,
orientation, etc.
Words that appear complimentary but are meant sarcastically. Example (Arabic):
Type of Offense Sarcasm ‘ QL-J\ J aely Jot L e as all ol s, Translation: ‘Ease up on us, the most beautiful
person in the world. . . Praise be to God’. (Meant sarcastically)
The tweet contains abrasive language not directed at anyone specific. Example (Arabic):
General Insult N R . . o
AN L3I & > Translation: “My luck with movies is trash’.
Hatred is directed towards a specific race. Example (Arabic):
‘sonb (s maml el uj,jli Asl’. Translation:
- Asl: “O slave” (This is a derogatory term.)
Racial - j,:‘b_ “O black” (This can be seen as a derogatory reference to skin color.)
- Jlel: “O Yemeni” (Referring to someone from Yemen.)
- & ==l “O urban” (Referring to someone from an urban area.)
- &snb “OBedouin” (Referring to a desert-dwelling Arab.)
Type of Hate i
Speech i i Wl o Al Ja )l &7
Gender Insults are based on the opposing gender. Example (Arabic): “lcls P Alde )y &V
Translation: “You men, women always. ..
Sport Any insult due to sports affiliations, either towards teams or individuals in the sports field.
Political/Religious Insults stemming from religious or political differences.
Vulgar Any sexually explicit content.
. Direct insult towards someone without relating to the above reasons. Example (Arabic):
Insult-Violence .. , . , , ,
e+ L ,leLl. Translation: “You donkey, you don’t understand!
Other Undefined category; ideally chosen very rarely.
A In this column, the reasons for deletion are recorded, whether it’s due to a lack of
ny Note

understanding requiring further review or if something in the tweet was noticed.

To further ensure the reliability of our annotations, we calculated the Fleiss” Kappa
statistic for the annotated dataset. The result was over 70%, which is considered a good
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level of agreement among the annotators, demonstrating the consistency and reliability of
the annotations across the dataset.

3.2. Post-Annotation Data Refinement

Based on the annotators’ notes, tweets that were either incomprehensible or written in
a non-Arabic language were removed, reducing the dataset from 28,000 to 24,500 tweets.

In Level 3, the hate speech tweets were initially classified into six categories: racial,
gender, sport, political/religious, vulgar, and violent. To optimize the dataset, some
categories were merged, resulting in three primary categories: religious/politics/racial,
Sports, and violence/insult. Gender-specific data were categorized under man/woman.

Using Python, the dataset was further processed by replacing user mentions with
the string “USER”, URLs with “URL”, and newline indicators with “NL”. These steps
standardized and anonymized the dataset while preserving the structure of the tweets,
ensuring that the dataset was both comprehensive and refined, setting the foundation for
the next phases of our study.

3.3. Annotation Category Examples

Upon completing the data collection and annotation processes, it is essential to sum-
marize and present the final results. This section highlights representative examples from
each category, as shown in Table 5, offering insights into the nuances and distinctions
within our annotated dataset.

Table 5. Saudi Offensive Dataset [SOD] annotation examples.

Label Category Example 1 Example 2
05T b S9b 5525 (85 O WL
Non- NLaS| o 4K ] 5:L..«”.NLNL® ngl'u—: él’ij s(»;u Yy dvf—f- Nl . 1
Offensi ranslation: You disappear from my eyes, but your sou
g enstve w.'.:LA (g?\& Bw Lo ®NLNL#(~“~]\_O¢\JJ~J~ ‘_2022 never leaves mlne)
ﬁ (Translation: I ask God to bless me and you beyond our
3‘5 wishes. Happiness that fills the entire universe.)
Offensive (Translation: The VAR &éprived me of ]oy, I rely on God, oh {)Translathn. If they pargoned him from his position, they
rought disaster from him
my eyes, oh my fate A 4 ) @ .
#Remove_Mu’een_Before_Our_Patience_Runs_Out)
P R O IR TP RPRICEY
General wgf}:‘.” s Ul g” Ol 5g5 s b 3lally (Translation: Why is the match in Jeddah now?
Insult (Translation: What the hell did I see today?) The Jewel Stadium brings me pessimism, I seek refuge
in God)
g B P el Ly JI5NL dilie Ll O laa
@ #og VLWl SNL ¥k J5r (sSNLaibyll )
< .. & i NLob Yy Ol w)@@
= S o PV Y )
arcasm - T . . (Translation: A question for the girls, the person who told
(Translation: #Argentina_Croatia Name: De Paul, TS
Occupation: Messi’s personal guard) you “He would fight the world for you” & O, is he still
fighting or did he die? @ @)
C‘iu f" Al a3 USER;',‘.'U&;:CJJ' d"“” a2 UNLCS 209 5520 92
Hate Speech (Translation: USER, his artistic history is crap upon crap, a

(Translation: I swear to God, the referee is lost)

disgusting and repulsive role)
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Table 5. Cont.

Label Category Example 1 Example 2
USER USER USER | &o52 g o &1 gy o0 0 O G
USER & () ses; Olitds (g3smd) cnill 95 © wﬁ\&@ug csif,\b“jd;.:&
bl Py ds|EOERERER Ja el plss¥l Lo ds
bl g Al s J e 25 04! s oSy ol e Jode ol
sme 3y Jal se Bly Olebr oy et (539md s ¥l 0512 w3l s
Religious/ Gy nbile Sy el o S (\A = Lx Oy (‘”"{‘-5 ! CM"’?\ s el R
Politics/ (Translation: USER, try visiting the Saudi people to fulfill - . 4| (Translation: USER USER USER, there are even
Racial %013' duty, ;Elheydviln recivzyoﬁ w1th91 S}?OZS% %h%s%d those who claim to be Sunni, they kiss Khomeini’s shoes,
I elrstand an Sag/[e L ¢ don deg‘ 5 Se lm you.d €9audl  and offer their sisters and mothers for pleasure to the
people urll e}'stan. do ammed bin 5a Hfla?’ andyouare Persians. Take the traitor Muslim Brotherhood, take
EOt people o gratl"“ €, you are ungrateful, Hamas. These claim to be Sunnis, but they are soldiers for
ypocrites, traitors) the Persians, fighting Islam and the Arabs, and with them
is the Yemeni Reform Party, all of them kissing
Khomeini's shoe)
é‘ dubﬁbww‘d‘“’“’iﬂ‘u‘d‘f.)w" s ol 31
> Sport ion: i j )
& ports (Translation: The VAR deprived me of joy, I rely on God, oh (Translation: The dirtiest attacker, Costa)
'§ my eyes, oh my fate 4 )
v
g ) ° IR
K s N gt b ol oy L oY =INL, 5L

USER ! o} ade Lz~ ! R

Violence/Insult (Translation: May God’s curse and wrath be upon him, son

of the )

ol T L e e Ll

s s Y, o] 9 9 &l

N I IR TR N TN Y WCR IRER LN
(Translation: In our culture, if someone wants to insult

another because they don’t understand or grasp something,
they call them “bull” or “cow”.)

Gender:
Male-
Female

Pyt hmle OW o2 £ J.."-'J.J©

(Translation: And then he comes saying girls don’t know

how to drive ©)

USERL,s ! |.l\ffj:” ol cds!

ad) 3 u..é.\{\ ‘AD [R¥5]]

(Tranélation: Most of the girls these days are like this, do
you expect her to wake up in the morning, prepare
breakfast for you and then lunch? It’s like Iblis’s dream
in paradise)

4. Descriptive Analysis

In this section, we examine the Saudi Offensive Dataset (SOD). The analysis begins
with an exploratory data analysis (EDA), where we review basic statistics, tweet lengths,
and word counts to gain an initial understanding of the data. We then proceed to token
analysis, conducting a thorough review of unigrams, bigrams, and trigrams, as well as a
focused examination of emojis and their associated sentiments.

4.1. Exploratory Data Analysis (EDA)

This section presents the exploratory data analysis (EDA) of the Saudi Offensive
Dataset (SOD) to obtain basic statistics, analyze tweet lengths, and assess word counts, pro-
viding insights into the linguistic patterns and characteristics of Saudi offensive language.
The results of this analysis are illustrated in Table 6 and Figures 5-7.
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Table 6. Exploratory data analysis of SOD.

All Tweets Offensive Tweets Hate Speech Tweets
. Non- General Religious— Insult-
Tweet Offensive Offensive Insult Hate Speech Sarcasm Sport Political-Racial Violence
Count 7008 17,509 1588 4707 717 1500 825 2274
Word
Avg. length 16.08 17.48 11.77 17.96 13.30 19.33 24.67 14.57
Median 12 13 9 14 10 16 22 11
Minimum 1 1 1 1 1 1 2 1
Max 63 61 61 63 54 60 63 63
Character
Avg. length 92.93 108.32 65.56 103.89 81.74 117.40 141.96 80.89
Median 67 82 47 79 62 97 127 57
Minimum 2 2 2 5 10 6 13 5
Max 319 360 290 319 297 319 307 301
All Tweets Offensive Tweets Hate-Speech Tweets

Offensive

Sarcasm .
Insult-Violence

Non-Offensive

General-Insult 22.6%

67.1%

Hate-Speech Sport

Religious-Political-Racial

Figure 5. Saudi Offensive Dataset [SOD]—classes percentage.

The EDA reveals that the majority of tweets are categorized as non-offensive, sug-
gesting that everyday linguistic exchanges are more prevalent than those containing hate
speech or insults, as shown in the class distributions in Figure 5. Non-offensive tweets
exhibit higher average and median word and character lengths compared to offensive
tweets, indicating that they may be more detailed or conversational. For hate speech tweets,
there is a clear trend: more complex or serious topics (such as religious—political-racial)
tend to have longer tweets in terms of both words and characters. Conversely, general
insult tweets are shorter, possibly reflecting a more impulsive or less thought-out nature.

4.2. Token Analysis

In this section, we delve into the analysis of linguistic tokens derived from the SOD.
Token analysis is a fundamental aspect of computational linguistics and text mining,
essential for understanding linguistic patterns and usage in natural language processing
(NLP). A token, in the context of NLP, refers to a sequence of characters grouped as a
meaningful semantic unit for processing [34]. Typically, tokens represent words, numbers,
or punctuation marks.

e  Unigrams: Unigrams are the simplest form of n-gram analysis, where ‘n” denotes the
number of contiguous items in a sequence. For unigrams, the sequence consists of
individual tokens or words. Analyzing unigrams allows us to assess the frequency
and distribution of standalone words within the text corpus [34].

e  Bigrams: Bigrams build on unigrams by analyzing pairs of contiguous tokens. This
approach provides insights into common two-word phrases or collocations within
the dataset, offering a deeper understanding of language structure and contextual
usage [34].

e  Trigrams: Trigrams involve the analysis of triples of contiguous tokens, further enrich-
ing the context captured by the analysis. Trigrams help identify common phrases or
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expressions, offering a more nuanced view of language patterns compared to unigrams
and bigrams [34].

e  Emojis: The analysis also extends to emojis, ideograms, and smileys used in electronic
messages and web pages. Emojis have become integral to online communication, often
conveying emotions and replacing traditional text. Their analysis provides unique
insights into the emotional undertones and sentiments within the dataset [35].

All Tweets: Length Distribution [By Character]

wn Non-Offensive
1750 mm Offensive

1500

12501

(=
(=3
(=
o

Frequency

750

500

250

150 200
Character Count

Hate-Speech Tweets: Length Distribution [By Character]

W Sport
mm Religious-Political-Racial
250 = Insult-Violence

200

Frequency
-
w
o

[
=3
=]

50

150 200
Character Count

Offensive Tweets: Length Distribution [By Character]
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Figure 6. Saudi Offensive Dataset [SOD]—tweet length distribution.
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Figure 7. Saudi Offensive Dataset [SOD]—word count distribution.

4.2.1. All Tweets: Offensive or Not Offensive

In the analysis of all tweets, as shown in Table 7 and Figure 8, we observe distinct

differences in how offensive and non-offensive language is used, reflecting varying commu-
nication styles. The frequent use of “USER” in both offensive and non-offensive contexts
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suggests that these tweets originate from a social media platform where direct addressing

is common.

Table 7. Top 10 token analysis—offensive.
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Figure 8. N-gram word cloud—all tweets.
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In the offensive category, we note the presence of more aggressive language, including
phrases like “ 2l l” (may God curse) and “_»! 457 (lack of manners), along with

stronger expressions in trigrams. Emojis like ® (angry face) and & (thumbs down)

further confirm the negative sentiment and

confrontational tone in these texts.

On the other hand, the non-offensive category consists of milder expressions, often
with religious connotations like “adl L (" (God willing) and “ LS}l easy all” (God is the

best guardian), frequently found in bigrams and trigrams. Emojis like Q@ (blue heart) and

% (sweat droplets) suggest a softer, potentially more positive or neutral emotional tone.

4.2.2. Offensive Tweets: General Insult, Hate Speech, and Sarcasm

In our detailed examination of offensive tweets, shown in Table 7 and Figure 9, we
categorize offensive language into three groups: general insult, hate speech, and sarcasm.
The presence of “USER” indicates personal engagement and direct addressing in this largely
interactive and potentially confrontational dataset.
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Figure 9. N-gram word cloud—offensive tweets.

The word clouds for Unigrams, Bigrams, and Trigrams reveal an increase in the
complexity of offensive language. Bigrams and Trigrams expose phrases like “ -2l

UJ ‘//

(may God curse) and “ ! ouldS” oulas™ (liars liars liars), showing a progression from

individual cursing to collective insults.

Emojis, as illustrated in Table 8, serve as non-verbal extensions of offensive language.

The angry face ® and other negative symbols frequently accompany hate speech, em-
phasizing the aggressive tone and amplifying expressions of disdain and contempt. The

Sarcasm category is notable for its higher use of laughing emojis (2] , suggesting ridicule or

irony. This aligns with sarcasm’s subtler an

d often humorous form of offense.
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Table 8. Top 10 token analysis—offensive tweets.

Offensive Tweets

General Insult Hate Speech Sarcasm
Unigram Bigram Trigram Emoji  Unigram Bigram Trigram Emoji Unigram  Bigram Trigram Emoji
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4.2.3. Hate Speech Tweets: Sport, Religious—Political-Racial, and Insult-Violence

When we examine the hate speech tweets using Table 9 and Figure 10, we observe
that the token analysis across three hate speech categories—sport, religious—political-racial,
and insult-violence—reveals distinct language patterns that reflect the central themes of

each category.
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Figure 10. N-gram word cloud—hate speech tweet.
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Table 9. Top 10 token analysis—hate speech tweets.
Hate Speech Tweets
Sport Religious—Political-Racial Insult-Violence
Unigram Bigram Trigram Emoji  Unigram Bigram Trigram Emoji Unigram Bigram Trigram Emoji
user user user user user
user user user user user @ user user user user & user user user user @
o J:lm IS5 =9 aJ! e;] o user lia &~ Wl & m o user 4l user user Y m
el b (\._5\ Ads & el @ 3 user ! L&l‘sii.! 2 ) user lis  user user !
. . user user 2 user user
3 W o oy A g1e] J R Lin L user al al, &
BY ol Wl el edes sl &) DRI S KA U8 g userY Syl ety Wl
Ao
o 2,
nl &E’l\” user user ally %@ VS user ally U, gy 3l L”:'?SA e oyl user user | 2
) 3yl el
RPN d;&l\d\ < d);’:"'] @@ L user aJ! (1«5 ale Wl @ L ol (s> user user KV @@
Wl eyl el Wl g BB L W el Wil 83 L user | Lodlle I 2
url Ay & user user Y @ N PR sl Lo @ e ey usili;ser @

The “Sport” category frequently mentions “USER” and specific sports clubs like “ aJV”

and “ MV, This indicates passionate discussions and potentially heated debates in sports-

related conversations. In the “Religious-Political-Racial” category, we encounter a blend
of religious references and politically charged language, with phrases like “ e Wl &7

(curse of God on) and references to political figures, indicating discussions deeply rooted
in socio-political and religious sentiments.

In contrast, the “Insult-Violence” category exhibits a more aggressive tone, with
Bigrams and Trigrams expressing curses and insults, supported by aggressive emojis like

© (angry face) and & (thumbs down) in all categories. These emojis underscore the strong
emotions and confrontational nature of communication.

5. Data Experiment

To establish a baseline system for the Saudi Offensive Language Dataset (SOD), we
conducted a series of experiments. The following subsections detail the experimental setup,
present the results, and provide a comparative analysis with other relevant datasets.

5.1. Experimental Setting

We applied three categories of computational models to the classification tasks: ma-
chine learning (ML), traditional deep learning (DL), and transformer-based deep learning
models. The Saudi Offensive Language Dataset (SOD) was split into an 80/20 ratio for
training and testing across all experiments. Evaluation metrics included accuracy, precision,
recall, F1-Score, and F1-Macro to comprehensively assess model performance.

e  Machine Learning (ML): We employed various classifiers, including support vector
machine (SVM), Gaussian naive Bayes, multinomial naive Bayes, random forest,
logistic regression, and K-nearest neighbors. Text data was vectorized using term
frequency-inverse document frequency (TF-IDF) with n-grams ranging from unigrams
to trigrams. The scikit-learn library was utilized for model training, with default
hyperparameters unless otherwise specified.
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Traditional Deep Learning (DL): Three models—feedforward neural network (FFNN),
convolutional neural network (CNN), and gated recurrent unit (GRU)—were imple-
mented using TensorFlow and Keras. The text data was tokenized and padded to a
maximum sequence length of 128 tokens, with an embedding layer of 100 dimensions
applied across all models. The FFNN included a dense layer with 128 units, the CNN
used 128 convolutional filters with a kernel size of 5, and the GRU incorporated a
single GRU layer with 128 units. All models were trained for 3 epochs using the Adam
optimizer and a binary cross-entropy loss function.

Transformer-Based DL Model (AraBERT): The aubmindlab/bert-base-arabertv(02-
twitter model was fine-tuned on the SOD dataset. Tokenization was conducted us-
ing HuggingFace’s AutoTokenizer, with a maximum sequence length of 128 tokens.
The model was trained using the Adam optimizer with a learning rate of 2 x 107>
and epsilon set to 1 x 1078 over 2 epochs. To enhance model robustness, 5-fold
cross-validation was employed, and metrics were computed using the HuggingFace
Trainer API.

5.2. Experimental Results

Given the class imbalance in the dataset, F1-Score and F1-Macro were prioritized

over accuracy as the key evaluation metrics [36]. As shown in Table 10 and Figure 11,
the transformer model (AraBERT) consistently outperformed both ML and traditional DL
models across all tasks. This performance underscores the model’s advanced capability in
capturing complex linguistic patterns and nuances specific to the Saudi dialect.

F1 Scores by Model and Task

Models

Figure 11. Performance of ML, DL, and transformer model in Saudi dialect tweet classification.

Traditional DL models exhibited mixed results but generally outperformed ML models

in multi-class classification tasks. However, ML models demonstrated reasonable perfor-
mance in the simpler binary classification of offensive and non-offensive tweets, proving to
be both sufficient and efficient, particularly when computational resources are limited.
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Table 10. Performance of ML, DL, and transformer-based models in Saudi dialect tweet classification.

Clas;;f;iahon Model Classifier Accuracy Precision Recall F1-Score F1-Macro
5 SVM 0.80 0.81 0.80 0.77 0.69
o Gaussian naive Bayes 0.67 0.71 0.67 0.69 0.63
E v ML Multinomial naive Bayes 0.78 0.81 0.78 0.73 0.62
§ zn Random forest 0.78 0.79 0.78 0.75 0.65
IS & Logistic regression 0.80 0.80 0.80 0.77 0.69
% O K-nearest neighbors 0.71 0.65 0.71 0.64 0.49
§ é FFNN 0.78 0.65 0.53 0.58 0.72
E Z DL CNN 0.79 0.65 0.55 0.60 0.73
= GRU 0.77 0.61 0.52 0.56 0.70
< Transformer AraBERT 0.87 0.87 0.87 0.87 0.84

s SVM 0.70 0.69 0.70 0.60 0.34
g = Gaussian naive Bayes 0.64 0.61 0.64 0.62 0.43
6 § ML Multinomial naive Bayes 0.69 0.66 0.69 0.56 0.28
& g Random forest 0.70 0.66 0.70 0.64 0.43
v § Logistic regression 0.71 0.69 0.71 0.62 0.38
E £ B K-nearest neighbors 0.66 0.63 0.66 0.63 0.45
Y25 FFNN 0.70 0.79 0.75 0.77 0.66
g Z DL CNN 0.70 0.79 0.77 0.78 0.67
2 5 GRU 0.69 0.79 0.74 0.76 0.65
5 Transformer AraBERT 0.74 0.75 0.74 0.70 0.48
TL Y SVM 0.68 0.77 0.68 0.62 0.50
828 Gaussian naive Bayes 0.54 0.57 0.54 0.54 0.52
3= ',§ Multinomial naive Bayes 0.62 0.76 0.62 0.55 0.43
z 85 ML R
& T andom rorest 0.71 0.77 0.71 0.68 0.59
< § 'd"; Logistic regression 0.72 0.74 0.72 0.69 0.61
2 ED E K-nearest neighbors 0.64 0.63 0.64 0.61 0.54
ﬁ E ’61 FENN 0.69 0.70 0.70 0.69 0.66
K £ 8 DL CNN 0.74 0.75 0.74 0.74 0.73
& e s GRU 0.69 0.70 0.70 0.70 0.66
o' Transformer AraBERT 0.83 0.83 0.83 0.83 0.81

The bolded values represent the highest performance achieved by a classifier for each specific dataset and
classification task.

5.3. Comparative Analysis

In this section, we compare the results of our study on the Saudi Offensive Language
Dataset (SOD) with other significant studies focused on offensive language detection in
Arabic tweets. Specifically, we analyze the results from the OSACT5 Shared Task on Arabic
Offensive Language and Hate Speech Detection [32] and the study by Mubarak et al. [27].

The datasets used in these studies encompass a broader range of Arabic dialects,
whereas our dataset is specifically tailored to the Saudi dialect. Table 11 below summarizes
the performance metrics of our study compared to the best results from the OSACT5 Shared
Task [32] and the study by Mubarak et al. [27].

The results demonstrate that our model, fine-tuned on the Saudi dialect dataset,
performs as well as or better than the top-performing models from the OSACT5 Shared
Task [32] and the study by Mubarak et al. [27]. This highlights the importance of dialect
specificity, suggesting that focusing on a particular dialect can significantly enhance the
effectiveness of offensive language detection models.
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Table 11. Comparative performance metrics for Arabic offensive language detection models.

Reference Model Preprocessing Methods Accuracy  Precision Recall F1-Score
AraBERT: Transformer Replaced user mentions
model pre-trained on with “USER”, URLs with
Our Study (SOD) Arabic,pfine—tuned on “URL”, and newline 0.87 0.87 0.87 0.87
Saudi dialect dataset. indicators with “NL”.
Ensemble; Combines 1, (1 o s,
Best of OSACT5 MARBERT.,(WlthOUt digits, Arabic diacritics,
Shared Task [37] A emojis), . repeated characters, and 0.87 0.86 0.85 0.85
raBERT-Large-Twitter,
QARIB, and others. replaced URL, @USER'
and e-mail.
Performed text
AraBERT (TF-IDF + tokenization, removed
FastText): Combines URLs, numbers,
Mubarak et al. [38] TF-IDF and FastText tweet-specific tokens 0.85 0.83 0.83 0.83
embeddings with (mentions, retweets, and
AraBERT. hashtags); normalized
Arabic letters.
6. Data Augmentation

The SOD dataset exhibits a class imbalance, with offensive language making up about
one-third of the total data. This imbalance reflects the distribution of offensive language in
real-world social media contexts [37]. To address this issue, data augmentation techniques
were employed to enhance the diversity and quality of the data without requiring additional
collection [38]. As a result, the SOD dataset expanded to over 35,000 tweets, ensuring equal
representation across all classes.

Advanced augmentation approaches using transformations were tested but did not
generate effective augmented data, likely due to the dialectical nature of the dataset, which
lacks formal construction and writing rules. On the other hand, simple augmentation tech-
niques, such as random deletion, word swapping, and punctuation insertion, significantly
improved the performance of the detection system.

Table 12 highlights the effectiveness of these simple techniques compared to the
baseline model, which used the unbalanced dataset without augmentation. The random
punctuation insertion technique, which maintains word order while slightly altering sen-
tence structure, showed the most significant improvement across all metrics (accuracy,
precision, recall, F1-Score, and F1-Macro), achieving a score of 0.91. The random swap
technique also demonstrated notable performance gains, outperforming the baseline model.
Table 12. Data augmentation techniques on SOD dataset.

Augmentation Techniques Accuracy Precision Recall F1-Score F1-Macro
Baseline (No Augmentation) 0.87 0.87 0.87 0.87 0.84
Random Deletion 0.86 0.86 0.85 0.85 0.85
Random Swap 0.89 0.89 0.89 0.89 0.89
Random Punctuation Insertion 0.91 0.91 0.91 0.91 0.91

7. Conclusions

This study presents the Saudi Offensive Dialect dataset (SOD), comprising over
24,000 tweets, which marks a significant advancement in Arabic natural language pro-
cessing (NLP), particularly in detecting offensive language within the Saudi dialect. The
hierarchical annotation approach—from general offensive language to specific categories
like general insults, hate speech, sarcasm, and further into hate speech subtypes—highlights
the dataset’s comprehensive nature and its potential for nuanced analysis.



Computers 2024, 13, 211 21 of 23

The implementation of machine learning, traditional deep learning, and transformer-
based models, particularly the AraBERT model, has achieved notable success. With data
augmentation techniques addressing dataset imbalances, our models attained up to 91%
accuracy in offensive language detection. This performance surpasses many existing efforts
in this domain and underscores the value of dialect-specific datasets in enhancing detection
accuracy compared to mixed-language datasets.

This paper’s contributions include the development of a robust corpus, the intro-
duction of a hierarchical annotation framework, and insights into the unique linguistic
characteristics of the Saudi dialect. We have evaluated various NLP tools for identifying
offensive language and employed data augmentation strategies to address dataset imbal-
ances. These efforts aim to provide foundational insights and practical tools for further
research in Arabic language processing.

This work encourages the creation of similar dialect-specific datasets within the Arabic
linguistic domain, suggesting that such focused studies can lead to more effective NLP
applications. It challenges the prevailing notion of expanding datasets to include more
dialects, instead promoting the refinement of tools and techniques for individual dialects
to maximize performance. The documented success in this study advocates for a more con-
centrated approach in future NLP research, focusing on enhancing and tailoring solutions
to specific dialectal nuances rather than broadening the scope of current models.
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