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  information

Correction

Correction: AlJarrah et al. A Context-Aware Android Malware
Detection Approach Using Machine Learning. Information 2022,
13, 563
Mohammed N. AlJarrah 1, Qussai M. Yaseen 2,3,* and Ahmad M. Mustafa 1

1 Department of Computer Information Systems, Faculty of Computer and Information Technology, Jordan
University of Science and Technology, Irbid 22110, Jordan; mnaljarrah18@cit.just.edu.jo (M.N.A.);
ammustafa@just.edu.jo (A.M.M.)

2 Artificial Intelligence Research Center (AIRC), Department of Information Technology, Ajman University,
Ajman 346, United Arab Emirates

3 Department of Software Engineering, Faculty of Computer and Information Technology, Jordan University of
Science and Technology, Irbid 22110, Jordan

* Correspondence: q.yaseen@ajman.ac.ae

Additional Affiliation

In the published article [1], there was an error regarding the affiliation for Qussai
M. Yaseen. In addition to affiliations 1 and 2, the updated affiliations should include the
following: Department of Software Engineering, Faculty of Computer and Information
Technology, Jordan University of Science and Technology, Irbid 22110, Jordan. The orig-
inal affiliations were as follows: (1) CIS Department, Jordan University of Science and
Technology, Irbid 22110, Jordan; and (2) Artificial Intelligence Research Center (AIRC),
Ajman University, Ajman 346, United Arab Emirates. However, they should be updated
to the following: (1) Department of Computer Information Systems, Faculty of Computer
and Information Technology, Jordan University of Science and Technology, Irbid 22110,
Jordan; and (2) Artificial Intelligence Research Center (AIRC), Department of Information
Technology, Ajman University, Ajman 346, United Arab Emirates. The authors state that
the scientific conclusions are unaffected. The original publication has also been updated.
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