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Abstract: The advances made in genome technology have resulted in significant amounts of genomic
data being generated at an increasing speed. As genomic data contain various privacy-sensitive
information, security schemes that protect confidentiality and control access are essential. Many
security techniques have been proposed to safeguard healthcare data. However, these techniques are
inadequate for genomic data management because of their large size. Additionally, privacy problems
due to the sharing of gene data are yet to be addressed. In this study, we propose a secure genomic
data management system using blockchain and local differential privacy (LDP). The proposed system
employs two types of storage: private storage for internal staff and semi-private storage for external
users. In private storage, because encrypted gene data are stored, only internal employees can access
the data. Meanwhile, in semi-private storage, gene data are irreversibly modified by LDP. Through
LDP, different noises are added to each section of the genomic data. Therefore, even though the third
party uses or exposes the shared data, the owner’s privacy is guaranteed. Furthermore, the access
control for each storage is ensured by the blockchain, and the gene owner can trace the usage and
sharing status using a decentralized application in a mobile device.

Keywords: gene; blockchain; local differential privacy; DApp

1. Introduction

Since the human genome project, a significant amount of human genome data has
been generated by researchers and healthcare employees [1]. Moreover, owing to the devel-
opment of bioinformatics technology, genome data have been generated at an increasing
speed. With regard to healthcare information, the security and privacy of gene data have
received considerable attention because gene data contain privacy-sensitive information,
such as the gene owner’s characteristics and variant call formats [2]. However, security
schemes that can preserve the properties of gene data are yet to be developed.

General healthcare data, including genome data, exhibit three common characteristics:
large volume, sharing demand, and privacy sensitivity [3], which cannot be addressed
simultaneously [2,4]. To ensure privacy, the healthcare data can be encrypted. Meanwhile,
to address sharing issues, access control, key management protocols, or advanced cryptog-
raphy schemes, such as attribute-based encryption, may be employed [5]. However, when
these solutions are adopted in healthcare data management systems, efficiency may be
affected due to the large volume of the data and the heavy computational costs associated
with cryptography schemes [6]. With regard to genome data, the size of each datum is
extremely large, i.e., 200–300 GB; therefore, efficient security and sharing schemes are
necessary.

Various researchers have proposed using blockchain technology to overcome these
problems. Blockchain is a type of data structure that guarantees the integrity of the stored
data. It was first used for managing transaction data, known as cryptocurrency (e.g.,
Bitcoin [7] and Ethereum [8]). In addition, blockchain has been used not only in the finance
domain but also in managing the history of stored data, including healthcare information.
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Several blockchain-based schemes exist for the gene data. Dambrot et al. proposed
ReGene to backup various types of information associated with the sharing of gene data [9],
and many other researchers have attempted to adopt blockchain technology in healthcare
data management systems [10–12]. Various blockchain-based gene data management
solutions have also been proposed [13,14]. However, using only the blockchain cannot
solve the aforementioned scalability and sharing problems.

Unlike general healthcare data, the size of each gene datum is extremely large; hence,
a considerable amount of time is required to encrypt/decrypt or sign/verify the entire
gene data. In addition, more than 99.9% of gene information is common to all people [15];
hence, the entire genome data need not be encrypted or signed. In other words, securing
only the section that reveals the genome owner can ensure the confidentiality and integrity
of the data while significantly reducing the computational cost.

Another issue regarding the gene data is that the demand for sharing gene data is
expected to be high [16]. Although access control and key management schemes can be
relied upon to securely share data, using only these existing solutions cannot entirely solve
the sharing issue. Shared gene data can be accessed by a requesting user; however, once
transmitted, the user can possess the data indefinitely. If the user leaks the gene data
deliberately or by mistake, the privacy of the gene data owner will be invaded indefinitely.

To overcome the aforementioned problems in gene data, we herein propose a privacy-
enhanced blockchain-based gene data management scheme using efficient encryption and
differential privacy (DP). The main contributions of this study are as follows:

1. We propose a blockchain-based management system to supervise gene data during
storage using a smart contract [17]. Using this smart contract, we developed an access
control and integrity verification scheme for gene data. Thanks to the high level
of security provided by the blockchain, the gene data can be delivered to only the
authorized user, and the gene data can be authenticated.

2. To prevent privacy invasion while sharing gene data, we propose a two-storage
model, one of which is a private storage for internal employees, and the other is a
semi-private storage for external users who request to share the gene data. In semi-
private storage, irreversibly modified gene data are stored; hence, privacy-sensitive
information in the data is protected even when the external user exposes the data.

3. To irreversibly modify the gene data for concealing the gene owner’s information, we
propose a de-identification algorithm using local differential privacy (LDP). Using
this scheme, the sections in the gene data that reveal the owner are modified randomly
by adding noise generated using the RAPPOR scheme [18]. When partially modified
gene data are assigned to a legal third party, the data can be utilized while maintaining
the privacy of the data owner.

The remainder of this paper is organized as follows: We first discuss the related studies
in Section 2, and we introduce the proposed system model in Section 3. Subsequently, we
describe the blockchain-based gene data management system in detail in Section 4. In
Section 5, we propose a methodology for introducing LDP to the system. We discuss the
security improvement and performance of the proposed system in Section 6. Finally, in
Section 7, we present our conclusions and directions for future research.

2. Related Works
2.1. Blockchain Schemes for Genome Data

Recently, research pertaining to genetic data has been actively pursued, particularly
owing to the COVID-19 pandemic. The storage and management of a significant amount of
gene data is challenging, and the security of these data remains dubious. Because a single
human genome occupies 100 GB of storage space and more genomes will be sequenced
in the future, by 2025, a storage capacity of approximately 40 EB will be required [19]. In
addition, as genetic tests for which the results are delivered directly to consumers increase,
people are becoming more interested in their personal genetic data. Therefore, whether
these data are protected safely while they are used and stored is an important concern.
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Currently, companies such as 23andMe [13] and Zenome [14] protect consumer information
using blockchain technology. Experts expect blockchain to be vital to fields such as trust,
transparency, and data-sharing [10]. Blockchain enables people to own their own data;
however, the security and privacy issues of blockchain must be considered as well.

Based on a distributed system of blockchain, which is unlike previous centralized sys-
tems, blockchain has been widely used to manage security and privacy issues. Blockchain
technology enables a decentralized environment and ensures integrity [12]. Using node
authentication, hybrid signatures, and consensus mechanisms, privacy issues can be se-
cured [20]. The authors in [21] proposed the use of blockchain to provide secure manage-
ment and analyze big data regarding healthcare. The use of blockchain-based applications
in the field of healthcare [22,23], as well as the development of IoT devices with blockchain
have been attempted [24]; interest in applying blockchain technology in managing genomic
data is currently increasing rapidly. Few researchers have attempted to use blockchain in
this area and proposed a blockchain-based solution that provides not only genomic privacy,
security, and anonymous data analysis, but also a method for reversing phenotypical
expression errors [9]. The authors of [11] suggested using a blockchain algorithm to secure
the medical data obtained. In addition, companies such as CrypDist, Nebula Genomics,
and Gene-Chain use blockchain technology to enhance genomic data sharing.

2.2. Differential Privacy in Genome Data Managements

Gene data privacy has received considerable research attention because gene data con-
tain privacy-sensitive gene owner identification data [3,25]. In several studies, the privacy
invasion of gene owners has been prevented using membership inference attacks [26,27]
or attribute inference attacks [28–30]. To protect against these attacks, various privacy-
preserving solutions based on cryptographic techniques have been proposed [31–33]. How-
ever, using only cryptographic approaches may result in other privacy issues. As mentioned
before, although an outside receiver is trustworthy, if the receiver keeps the decrypted gene
data forever, and the scored gene data may be exposed because of several reasons such as
receiver’s carelessness. To address this limitation, we employed the DP, which have been
adopted in several gene data management systems.

Owing to the relatively short history of DP, research and development of DP-based
gene data management systems is scarce. In existing studies pertaining to DP for gene data,
statistical values were obtained to protect private information in the gene data [34–36], and
LDP has been employed to secure data in storage. However, to the best of our knowledge,
only one LDP-based scheme exists for gene data [37], and it presents another efficiency
problem when the LDP process is operated.

3. Proposed System Model

In this section, we introduce the entire model of the proposed system. We describe the
roles of participants and the processes involved in protecting security. Our solution targets
organizations that manage gene data, and we assume that they store the entire gene data
in their internal storage.

The proposed system, as shown in Figure 1 employs two separate storages, that is,
private and semi-private storage, and a blockchain system with a decentralized application
(DApp). The gene data are stored in both storage systems, but to ensure security and
privacy, the gene data are encrypted or noise is added to conceal sections that contain the
owner information. The encrypted gene data are stored in the private storage, and the gene
data with noise are stored in the semi-private storage. Moreover, the gene data owner can
trace the usage and transmission information of gene data through DApp.

Let us first consider private storage. Private storage is for internal staff and highly
trustworthy members, who can access and use the original gene data by decrypting
the encrypted sections. We assume that such users do not deliver the original data to
untrustworthy users. The original gene data would be delivered to users who investigate
or test it among the trustworthy members.
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Figure 1. System Model.

Next, we considered semi-private storage. In semi-private storage, gene data with
noise are stored and will not be retrieved from the original gene data by any other end
users, except for relatively untrustworthy users, such as researchers who are employed by
external organizations and insurance workers. Semi-private storage is not public; therefore,
only permitted users can access the stored data. However, because such users may leak
stored gene data to other users or organizations, irreversible gene data are available. In
this regard, we adopted the LDP to generate noise and attach the noise data to the privacy-
sensitive section of the gene data.

This two-storage-system model reduces the possibility of gene data leakage from
private information. For trustworthy internal researchers, encrypted gene data in private
storage are shared, and for relatively untrustworthy users or external organization workers,
only gene data with noise in the semi-private storage are allowed to be accessed. Therefore,
the original gene data can exist only in private storage and are accessible by permitted
insiders; furthermore, they cannot exit the proposed management system. The data that
can exit from the system are gene data with noise that cannot be transformed into the
original data.

In addition to encryption and noise generation, the privacy of gene owners can be
ensured using blockchain systems. In each block, various types of information pertaining
to the gene data, such as the file size, creation/modification time, hash value of the data,
and secured sections of the data, are stored. In addition, for access control, lists of users
who can download encrypted data and gene data with noise are stored. Hence, using a
smart contract, the blockchain can control the access requests. In other words, when the
system receives a request for downloading the gene data, it verifies the availability of the
blockchain system. If the smart contract in the blockchain returns “accept,” the proposed
system transmits the required data. Moreover, the DApp is connected to the blockchain
system to trace the usage and transmission of gene data. Therefore, the gene data owner
can verify the user that accesses their gene data, as well as the manner in which the data
are utilized through the user’s smartphone.

Using the proposed model, the sensitive sections of the gene data will not be shared
by external members; hence, the privacy of the data owner is guaranteed. In addition,
because of the smart contract of the blockchain, only authorized members can access the
storage, whereas only trustworthy insiders can download the original data from private
storage. The security of the proposed system is discussed in Section 6.
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4. Blockchain-Based Gene Data Management

Figure 2 shows the interactions between the storage for the gene data and the blockchain.
In this section, we address the blockchain used in the proposed gene data management
system. The primary roles of blockchain are integrity verification of gene data and access
control. Herein, we provide methods for managing gene data using a blockchain.

(a)

(b)

Figure 2. Interactions between storage and blockchain. (a) Saving of gene data; (b) Retrieval of
gene data.

First, we consider the process by which gene data are stored in storage, as shown in
Figure 2a. After the sensitive sections of the gene data are encrypted or noise is attached
to those sections, the secured gene data are transmitted to the data storage. Subsequently,
the hash function is used to calculate the digest of the gene data. This calculation was
performed to ensure data integrity. In addition to the hash value, access information that
reveals the member that can receive the data is delivered. After these data are transmitted,
they are stored in the ledger; subsequently, a new block is created and connected to the
blockchain.

Next, we explain the data retrieval process illustrated in Figure 2b. When the gene
data are requested by an internal member or an external user, the storage first verifies the
availability of access to the data using a smart contract in the blockchain. Because the
blockchain retains the access information of the data and this information is not modified
owing to the safety of the blockchain, the data are delivered only to authorized users. After
data transmission, to verify the integrity of the gene data, the receiver first operates the
hash function for the data and derives a message digest, and then verifies the integrity of
the gene data by sending the hash value to the blockchain system. The data transmission
process is terminated when the blockchain returns the results.

In this study, to realize a blockchain-based system, we employ Ethereum and a private
network. It is noted that the aims of Ethereum are securely storing information about
the gene data, conducting access control, and tracing the usage of the gene data. Hiding
sensitive information by encrypting or adding noise to the gene data is not a role of
Ethereum, but is realized by the encryption scheme and LDP, respectively.
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5. Local Differential Privacy for De-Identification

DP [38,39] is widely used to protect user privacy in data stored in a database. DP is
employed to prevent the leakage of personal information during the stage in a deep learning
model [40–42]. Moreover, because healthcare data contain privacy-sensitive information,
DP is adopted in various deep learning and artificial intelligence systems for healthcare
system [43–47].

However, there are a few problems associated with DP. If the system employs a black
box model, the database that stores the training data is not trustworthy, and the data that
require privacy are exposed, and the DP is no longer usable. In addition, an attacker
may refer to the training data by sending the same queries to the database and receiving
the responses repeatedly. Hence, LDP [39], which conceals the stored data instead of the
responses to the queries, is proposed. Specifically, the original DP is referred to as central
differential privacy or general differential privacy. A randomized algorithm A provides
ε−LDP if the following equation holds [18,48]:

Definition 1. A randomized algorithm A satisfies ε-LDP if for all pairs of stored data v1 and v2,
for all Q ⊆ Range(A), and for ε ≥ 0, the following equation holds:

Pr[A(v1) ∈ Q] ≤ eε · Pr[A(v2) ∈ Q] (1)

The logical meaning of Definition 1 is as follows: The probabilities that the modified
versions of the two original data v1 and v2 by algorithm A are the same should be high. As
ε increases, a greater difference between the two probabilities is allowed. This implies that
the required level of privacy decreases. In contrast, as ε approaches 0, the gap between the
two probabilities should be smaller; therefore, the privacy level increases.

The LDP modifies the data stored in the data; hence, the privacy of the data owner is
protected even if the database is compromised or repetitive queries occur. Owing to this
property, LDP can be utilized to secure healthcare data [49,50]. However, to the best of
our knowledge, the application of LDP in gene data management systems has not been
attempted.

As mentioned earlier, the size of each gene datum is extremely large; hence, a signifi-
cant amount of time is required to apply the LDP to the entire dataset. However, because
more than 99% of the gene data are common to humans, securing only sections that reveal
each owner is sufficient. Therefore, in the proposed scheme, we provide a method for
modifying the identification sections.

Figure 3 shows an example of adding noise using LDP. The gene data in the upper
section of Figure 3 are those that have not been modified, and it is assumed that a group of
the three bases surrounded by an over-brace of the genetic code is one of the sections that
may reveal the owner. In our study, to conceal this section, we adopted LDP; hence, that
section is modified to other bases, as shown in the lower section of Figure 3.

Figure 3. An example of attaching noise using local differential privacy.
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Next, we discuss a method for modifying the privacy-sensitive section. In many
studies, RAPPOR technology [18] was employed to generate noise. In our study, we
modified the sensitive sections of the gene data using our own method based on RAPPOR.
We assume that there are two independent unfair coins. In RAPPOR, the noise for a binary
value b is changed by the following rule, where b ∈ {0, 1}.
• When the first coin is flipped and the head is shown, b is maintained.
• If the first coin shows the tail, then the second coin is flipped.
• If the second coin shows the head, b becomes 0. Otherwise, b becomes 1.

In the procedure above, if fair coins are used, we can conclude that the system yields
log 3−LDP. Based on this rule, we designed an algorithm to modify the privacy-sensitive
sections of the gene data. The detailed algorithm is presented in Algorithm 1.

Algorithm 1 Gene Data Modification with LDP

Require: Gene data G, set of sensitive sections in gene P, and privacy parameter ε

1: λ← 4
eε+3 .

2: for all unmarked g ∈ G do
3: if g ∈ P then
4: Choose a random positive real number r between 0 and 1
5: if r < λ then
6: Let h be a pair of g.
7: Determine g among A, C, G, and T with the same probability.
8: switch g do
9: case A:

10: h← T; break;
11: case C:
12: h← G; break;
13: case G:
14: h← C; break;
15: case T:
16: h← A; break;
17: end switch
18: mark g and h.
19: end if
20: end if
21: end for

As previously mentioned, RAPPOR was used in Algorithm 1 to modify the bases of
the privacy-sensitive sections. In Algorithm 1, note that A, C, G, and T are four bases of
DNA code, and pairs of bases A, C, G, and T are T, G, C, and A, respectively; thus, we add
lines 7–18. For a base g in the privacy-sensitive sections, the probability that g does not
change despite the operation of this algorithm can be calculated as follows:

Pr[A(g) = g] = (1− λ) +
λ

4
= 1− 3λ

4
(2)

Subsequently, Pr[A(g) 6= g] = 3λ
4 . Therefore, for g, g′ ∈ {A, C, G, T} such that g 6= g′,

Pr[A(g) = g′] = λ
4 because the probabilities that A(g) is one of the three types of bases

except g are the same. From these probabilities, we can derive the following theorem:

Theorem 1. Algorithm 1 guarantees ε-LDP.

A detailed proof of Theorem 1 is provided in the Appendix A. According to Theorem 1,
we can conclude that if we employ Algorithm 1 to add noise to the sensitive sections of the
gene data, then ε-LDP can be provided. In particular, when ε = 0, λ can only be 1; as such,
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the IF statement is executed unconditionally. Hence, the probability that g becomes one of
the four types of bases is 1

4 , and we claim that perfect privacy is guaranteed.
With LDP, the sections that identify the gene owner are modified. In contrast, the

other sections of the gene data, which comprise more than 99.9% of the human genome
data and represent the unique characteristics of humans, remain unchanged. Therefore, we
expect that the modified method can be used for research and medical purposes. Moreover,
we can adjust the level of modification in the situation by changing ε. However, to exactly
demonstrate this, we need a further study about them.

6. Discussion

In this section, we discuss the proposed scheme provided in Sections 3–5. We first
analyzed the security issues in blockchain and LDP, and subsequently measured the
operation times for various cases, that is, gene data encryption and decryption, where we
adopted LDP to demonstrate availability.

6.1. Security Analysis

The proposed system uses two schemes to provide security and privacy to the
gene data: blockchain and LDP. First, we discuss the security effectiveness afforded by
blockchain technology, and subsequently address privacy preservation afforded by LDP.

As mentioned above, the primary roles of blockchain are the protection of integrity of
the gene data and access control. The blockchain securely stores the history of the data, and
the stored data do not change. Therefore, blockchain can provide the two aforementioned
functions.

We stored the hash values of the gene data in the proposed system. When an au-
thorized user receives the gene data from the storage to verify the integrity of the data,
the hash value is calculated and sent to the blockchain. It is noteworthy that the stored
hash value is protected by the robust levels of security provided by blockchain. Using this
method, the user can verify that the obtained gene data are not modified illegally.

The blockchain stores access control information, that is, not only the message digest
of the gene data. In our system, when a user requests gene data, the storage server first
verifies whether the user can access the data. In addition, two types of storage are employed:
private storage and semi-private storage; the security methods for data in the two types of
storages are different. The access control information in the blockchain oversees whether
the user requests accessible storage.

However, another privacy infringment problems may occur due to the characteristic
of blockchain. Although all of gene data are protected by the encryption and LDP schemes,
data’s owner can be traced from operations of the blockchain. For this, there are several
countermeasures that overcome the privacy-related threats and keep the anonymity of the
gene data such as mixing techniques [51–54], anonymous signatures [55,56], and secure
multi-party computation [57], etc. Moreover, Zhang et al. [58] implies that the mentioned
schemes can solve the deanonymization problems.

Next, we discuss the privacy-level improvement afforded by LDP. In our system, the
LDP irreversibly modifies the privacy-sensitive sections in the gene data such that the
receiver does not have any information regarding the data owner from the modified data.
Therefore, the transformed gene data are stored in semi-private storage, and they can be
delivered to external users, such as staff in other organizations or insurance workers. In
addition, because the modified gene data are de-identified, the privacy of the gene data
owner will not be invaded even if the receiver exposes the data to other users.

In ε-LDP, to adjust the privacy level, the ε value can be modified. If ε = 0, an attacker
will not have any information regarding the original data from the modified gene data. In
fact, the information that identifies the data owner vanishes completely. This appears to be
the best solution for the gene data provider; however, it may not be suitable for gene data
users. For example, the modified gene data are different from the human genome; therefore,
the received data may become unsuitable for research. By contrast, increasing the privacy
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parameter ε, implies that a lower privacy level is allowed; therefore, the modified gene
data become similar to the original data, and the attacker might receive clues regarding the
original data. However, the modified data may be similar to the human genome data; as
such, researchers may be able to utilize the received data. Therefore, the system manager
should select an appropriate ε to ensure both the security and availability of the modified
gene data.

Now, let us analyze the privacy level owing to the ε-LDP mathematically. Let g ∈
{A, C, G, T} be the original base in the gene data, and g be modified into g′. Without loss
of generality, let g′ = A. According to Equation 2, the probabilities that g = A, C, G, and T

are 1− 3λ
4 , λ

4 , λ
4 , and λ

4 , respectively. Therefore, the probability that an attacker can guess
the right gene base from the modified gene base is not greater than 1− 3λ

4 because λ ≤ 1
then 1− 3λ

4 ≥
λ
4 . When the number of modified gene bases is n, the probability that the

attacker guesses the entire original gene data from the modified one is not greater than(
1− 3λ

4

)n
, which is close to 0 because n is sufficiently large. Therefore, we can conclude

that it is difficult for an attacker to obtain the original gene data from the modified data.

6.2. Experimental Results

Next, we demonstrate that the proposed schemes can be used in real situations
by presenting the experimental results. Because security and utility exhibit a tradeoff
relationship, users may feel inconvenienced when the proposed security and privacy
schemes are adopted. The size of gene data for one human is 200–300 GB; therefore, the
operation times for encrypting/decrypting or the time required for adding noise may be
long. In this subsection, we demonstrate that the operation times are not excessively long,
and that the proposed schemes do not disrupt the management of gene data.

For the performance analysis, we used a computer with two Intel(R) Xeon(R) Gold
5118 CPUs @2.30 GHz with 12 cores, 128 GB of RAM, and Ubuntu Linux 18.04 LTS. These
computers are used as proxy servers and client computers, respectively. In addition, GNU
C++ and OpenSSL 1.1.1f libraries were used for LDP and AES cryptography, respectively.
In this experimental analysis, we measured the operation times for data encryption and
data modification using LDP.

Before providing the results, we explain the method of encrypting and modifying
the privacy-sensitive parts of the gene data. Figure 4 shows an example of a line of the
sequence alignment map (SAM), which contains a text version of the gene data. The text
in the blue dotted box in Figure 4 shows the privacy-sensitive part of the gene data. The
length of the gene data of this line, which is in the red dotted box in Figure 4, is 151.
According to the blue box, the 136-th and 148-th bases of the array of the 151 gene bases
in the reference gene data are A and T, respectively. Therefore, we can say that these two
bases are privacy-sensitive parts of the gene data, which should be encrypted or modified
by the LDP.

Figure 4. An example of a line in a gene data file.

To measure the operation times, we wrote a program for Algorithm 1 in C++ and
compiled the source code using O3 optimization. Figure 5 shows the results of the time
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durations for encrypting and modifying the gene data. To obtain experimental results, we
measured the operation times for each chromosome because the size of the entire gene
data was too large. The operation time for chromosome 1 (largest size) was the largest,
and the time for chromosome Y (smallest size) was the smallest. From the graph, we can
confirm that the operation time for transforming the sensitive parts in each chromosome
does not exceed 3 min; therefore, we expect that the duration time for securing the whole
gene data is not greater than 1 h in our experimental environment. Thus, we can conclude
that Algorithm 1 guarantees a reasonable duration.

Figure 5. Results of operation times for encryption and modification with LDP.

7. Conclusions and Future Work

We proposed a blockchain-based gene data management system to preserve privacy
using LDP. The provided model includes two types of storage: private and semi-private.
Owing to this model with separated storage, the original gene data can exist only in
the internal system, and only the irreversibly modified gene data can be shared with
the external users. In terms of the modified data, only sections that include privacy-
sensitive information are transformed using the LDP; hence, external users cannot obtain
any information regarding the gene owner. Moreover, the blockchain enables perfect
access control and guarantees integrity; hence, the proposed scheme provides the system
manager with a dual-security solution for the gene data. The blockchain-based gene data
management system with LDP enables volunteers to provide their gene data to healthcare
institutes or research centers without anxiety. Furthermore, with additional schemes that
prevent from deanonymization due to the characteristics of the blockchain, privacy of the
gene data owner can be guaranteed definitely. In addition, such organizations can utilize
gene data, although the data are modified because most parts of the gene data are still
unchanged and have characteristics of the human genome.

A privacy-preserving system for managing gene data was proposed based on pre-
viously laid out theory. We demonstrated that the proposed algorithm is secure, and
that the operation cost of the algorithm is somewhat expensive but reasonable. Heavy
operation costs are unavoidable because of the original size of the gene data. In future
studies, we will construct an entire system for a real gene data storage server. Through
system operation and feedback, the proposed system will be upgraded and optimized to
achieve more efficient and secure gene data management. In addition, as a next step, we
intend to demonstrate that the gene data modified by the LDP can still be used for medical
and research purposes to prove that our solution can be utilized in real environments.
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Appendix A. Proof of Theorem 1

Proof of Theorem 1. Let g be a gene base in the privacy-sensitive section of the gene
data. According to Algorithm 1, g may change to another base. In addition, based on
Equation (2), the probability that g is maintained is 1 − 3λ

4 , and the probability that g
changes is 3λ

4 . Moreover, when g changes, the probabilities that g changes to one of the
other three bases are the same. Therefore, for g′ ∈ {A, C, G, T}, Pr[A(g) = g′] is either 1− 3λ

4
or λ

4 .
Next, we prove that inequality (1) in Definition 1 holds for all subsets of Range(A),

Q. If Q = ∅, then Pr[A(g) ∈ Q] = 0; therefore, inequality (1) holds trivially. By contrast,
when Q = Range(A) = {A, C, G, T}, Pr[A(g) ∈ Q] = 1; hence, inequality (1) is established
naturally because ε ≥ 0 and eε ≥ 1. Therefore, we next consider the cases where Q is
neither ∅ nor Range(A).

Let |Q| = q, where 1 ≤ q ≤ 3. For a gene base g, we may define two cases, i.e., g ∈ Q
and the g /∈ Q.

1. If g ∈ Q, among the q elements of Q, only one element is in Q and the other q− 1

elements are not in Q. According to Equation (2), Pr[A(g) ∈ Q] =
(

1− 3λ
4

)
+ λ

4 ×

(q− 1) = 1− (4−q)λ
4 .

2. If g /∈ Q, all elements in Q are not g. Therefore, according to Equation (2), Pr[A(g) ∈
Q] = qλ

4 .

Hence, these probabilities prove that inequality (1) in Definition 1 holds. Let g1
and g2 be two gene bases in the privacy-sensitive section. If g1 ∈ Q and g2 ∈ Q, then
Pr[A(g1) ∈ Q] = Pr[A(g2) ∈ Q]. In addition, if g1 /∈ Q and g2 /∈ Q, then Pr[A(g1) ∈
Q] = Pr[A(g2) ∈ Q] holds. Because eε ≥ 1, inequality (1) is established.

Next, we consider the final two cases, where g1 /∈ Q and g2 ∈ Q, and g1 ∈ Q and
g2 /∈ Q. In case g1 /∈ Q and g2 ∈ Q, Pr[A(g1) ∈ Q] = qλ

4 and Pr[A(g2) ∈ Q] = 1− (4−q)λ
4 ,

respectively. Because λ = 4
eε+3 ≤

4eε

eε+3 , we can derive that eε ≥ 3λ
4−λ =

3λ
4

1− (4−3)λ
4

. In

addition,
3λ
4

1− (4−3)λ
4

>
2λ
4

1− (4−2)λ
4

>
λ
4

1− (4−1)λ
4

; hence, ∀q ∈ {1, 2, 3}, eε ≥
qλ
4

1− (4−q)λ
4

. ∴ qλ
4 ≤

eε ·
(

1− (4−q)λ
4

)
. In other words, Pr[A(g1) ∈ Q] ≤ eε · Pr[A(g2) ∈ Q].

In the latter case where g1 ∈ Q and g2 /∈ Q, Pr[A(g1) ∈ Q] = 1 − (4−q)λ
4 and

Pr[A(g2) ∈ Q] = qλ
4 , respectively. Because λ = 4

eε+3 , we can derive that eε = 4−3λ
λ =

1− (4−1)λ
4

λ
4

. In addition, 1− (4−1)λ
4

λ
4

>
1− (4−2)λ

4
2λ
4

>
1− (4−3)λ

4
3λ
4

; hence, ∀q ∈ {1, 2, 3}, eε ≥ 1− (4−q)λ
4

qλ
4

.

∴ 1− (4−q)λ
4 ≤ eε · qλ

4 . In other words, Pr[A(g1) ∈ Q] ≤ eε · Pr[A(g2) ∈ Q].
Hence, inequality (1) holds for all the cases. Therefore, we can conclude that Algorithm 1

guarantees ε-LDP.
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