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Abstract

:

There are many techniques for faking videos that can alter the face in a video to look like another person. This type of fake video has caused a number of information security crises. Many deep learning-based detection methods have been developed for these forgery methods. These detection methods require a large amount of training data and thus cannot develop detectors quickly when new forgery methods emerge. In addition, traditional forgery detection refers to a classifier that outputs real or fake versions of the input images. If the detector can output a prediction of the fake area, i.e., a segmentation version of forgery detection, it will be a great help for forensic work. Thus, in this paper, we propose a GAN-based deep learning approach that allows detection of forged regions using a smaller number of training samples. The generator part of the proposed architecture is used to synthesize predicted segmentation which indicates the fakeness of each pixel. To solve the classification problem, a threshold on the percentage of fake pixels is used to decide whether the input image is fake. For detecting fake videos, frames of the video are extracted and it is detected whether they are fake. If the percentage of fake frames is higher than a given threshold, the video is classified as fake. Compared with other papers, the experimental results show that our method has better classification and segmentation.
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1. Introduction


The creation of fake videos and images using digital manipulation has become a serious social problem. In recent years, with the vigorous development of deep learning, models with powerful learning capabilities such as CNN and GAN are becoming increasingly accessible. Due to the development of automatic and easy-to-obtain deep learning models and high-speed GPUs, it is easy to use deep learning methods to forge fake videos. For example, in the literature, a technique called Deepfakes [1] uses deep learning technology to replace (swap) the faces in videos with other faces. Because the face is an important feature of one’s personality, the ability to replace the identity of a person in a video with another person brings many unexpected applications and information security issues. This type of facial manipulation technique has caused serious social issues when combined with voice synthesis technology, which can confuse identity recognition [2]. For example, the researchers fabricated a video using President Obama’s voice, wherein he was shown delivering a speech that he had never actually spoken [3].



Several automatic methods for detecting facial manipulation images and videos have been proposed [4,5,6,7,8,9,10,11]. However, the major problem of these methods is that the detectors are trained on the fake images produced from a well-known manipulation method and they are good at detecting images produced by the same method. Then, when we use this detector to detect images which are generated by new forgery techniques, the performance of detecting fake images drops significantly. For example, the detecting method proposed by Nguyen et al. [10] trains and detects the Face2Face dataset of FaceForensics++ with a performance accuracy of 92.77. However, the accuracy drops greatly to 52.32 when using the same trained model to detect the Deepfakes data et of FaceForensics++. See Tables 3 and 5 in [10]. Since the forgery method can be improved to evade the known detection methods, it is generally believed that it is difficult to design a forgery detection system that is good at detecting any new forgery method. Thus, in this paper, we aim to find a methodology to detect the fakeness of images produced by a new forgery method before we can collect a large number of images to make a large training set for retraining the model. That is, the proposed detecting methodology collects a small training set to identify a new emerging forgery method. There was a similar situation in the confrontation of secret communications during World War II. If the Germans changed the wiring on the encryption machine Enigma, Britain would need to re-collect a large amount of ciphertext encrypted with the new code and corresponding plaintext. Thus, British intelligence work would be greatly slowed down. To collect a large amount of ciphertext encrypted by the new method and the corresponding plaintext is similar to training a forgery detector. It takes a long time to collect a large number of fake images of the new forgery method and the corresponding original images. To be more precise, in this paper, we propose a GAN approach neural network for manipulated facial images classification and segmentation with few training images. To achieve this few-shot learning, we use a small set of training fake images to fine-tune the model which is trained by training images from different domains. The traditional machine learning approaches require large amounts of training data to train models effectively. In contrast, few-shot learning methods can learn to recognize fake faces using only a small amount of training data. The idea behind few-shot learning is to leverage prior knowledge learned from other related forgery detection tasks to aid in the learning the detection of a specific fake face method. This is performed by training the model on a diverse set of forgery detection tasks, which allows it to learn a generalizable representation that can be adapted to new fake face detection tasks with few new training samples.



The proposed method uses a generator network to generate a score map of predicted probabilities of fakeness for each pixel of an input image. A discriminator network is then used in the training stage to determine the similarity between the score map and the ground truth, and the generator’s parameters are adjusted accordingly to produce a more realistic segmentation. In the inference stage, the generator produces a score map for the input image, which is used to identify manipulated pixels. See Figure 1 for the architecture of the proposed method.



One potential application scenario involves the discovery of numerous images on social media platforms that are difficult to distinguish between real and fake. Due to limited human resources, it is impossible for the authentication personnel to manually inspect each image to determine its authenticity. Using detectors trained on previously collected fake images proves futile when dealing with these new images. However, by obtaining, say 100, new fake images and their original counterparts through certain sources, our proposed method can be utilized to train a detector that is capable of detecting new methods of forgery. This detector can then be used to identify possible forged areas, which can be carefully examined by authentication personnel.



The primary contributions of this paper can be summarized as follows.



	1.

	
The significance of this work lies in addressing the limitations of traditional forgery detection methods that require a large amount of training data and are slow to develop detectors for new forgery methods. Instead, the proposed method detects forged regions using fewer training samples.




	2.

	
Traditional forgery detection methods are limited in that they can only classify an image as either real or fake. In contrast, the proposed approach is designed to detect forged regions and can provide a segmentation version of forgery detection, which is beneficial for forensic work. The generator component of the proposed architecture synthesizes a predicted segmentation, indicating the fakeness of each pixel.




	3.

	
The proposed method shows that the GAN architecture outperforms other methods in both classification and segmentation, particularly against unseen forgery methods.








2. Related Work


Numerous methods for falsifying faces have been described in the literature. A facial re-enactment system, called Face2Face, was proposed by Thies et al. [12] to construct 3D models from source video streams. The constructed 3D models can be used to render target videos with altered facial movements. A computer graphics-based approach [13], called FaceSwap, first detects facial landmarks of source faces, and maps these landmarks to a 3D template model. The model is projected to the target image using the lectures of the input image. Deepfakes [1] uses two autoencoders with a shared encoder to swap faces of images. The method first crops the faces from source images. Then, it creates fake images by applying a trained encoder and decoder of the source faces to the target faces.



The CNN-based forgery detection has been proposed in recent literature [6,7,9]. Rössler et al. [9] proposed a CNN-based detection method fitted to facial manipulations. They replace the final fully connected layer of XceptionNet with two outputs to transfer XceptionNet to solve the forgery detection as a binary classification problem. In addition to treating forgery detection as a classification problem, Nguyen et al. [10] also treated forgery detection as a segmentation problem, i.e., the detector indicates whether each pixel of a given image has been modified. They used autoencoders with a Y-shaped decoder to detect and segment manipulated facial images. Their method utilized information sharing among the classification and segmentation. Unlike Nguyen’s method, which uses the Y-shaped decoder, our proposed method uses a GAN-based model to produce the segmentation images and analyses the result of segmentation to classify whether the input is a fake image.



There are two approaches for detecting fake videos. One is to extract the frames of the videos and detect whether they are fake or not for each individual frame. Then, if the percentage of fake frames is higher than a certain threshold, the video is classified as fake. Another way of detecting fake videos is to detect correlations between frames in the videos. For example, discontinuity of face poses between frames, chrome–key compositions, duplicated frames, copy–move manipulations, and dropped frames are studied to detect fake videos [14,15,16]. Our proposed method is applicable to the first approach: obeying the percentage of fake frames to decide the fakeness of videos. That is, the proposed detecting method of fake images is used to decide the fakeness of frames and videos.



Another approach to deal with images forged by unseen forgery methods is to enhance the generality of detection models. Chen et al. [17] used the generator part of the GANs to synthesize the forged images by dynamically generating the forgeries. Their method focused on synthesizing forgery images from a large pool of configurations. Thus, the discriminator part is trained by these large diversity forgery images to obtain the generalizations for detection. However, it is possible that a new unseen forgery method uses a synthesis strategy that the generator lacks which makes generalization difficult [18]. To overcome this difficulty, we focus on efficiently learning the features of unseen forgery methods by a few training images and by exploiting this feature to identify forged images.



Currently, to the best of our knowledge, the Y-shaped decoder proposed by Nguyen et al. [10] is the research closest to our approach reported in the literature. They also address the segmentation version of the forgery detection problem but with a different architecture. However, from the comparison in this paper, it can be observed that the proposed GAN-based method has better performance than Nguyen’s Y-shape CNN approach. It cannot be said that GAN-based architecture consistently outperforms Y-shape CNN in every scenario, but at least for the problem we are addressing, using the GAN-based approach we proposed is superior to the method using Y-shape CNN. Furthermore, some newest studies [17,19] have attempted to create forgery detection models with universal capability to detect forged images. However, these latest studies only judge whether the input image is forged or not, without indicating the specific forged regions. These latest studies [17,19] have neither detected any forged areas nor utilized only a few training samples to achieve detection forged area of images produced by the unseen forged techniques.




3. The Proposed Scheme


A fake image is an image


  x  ( i , j )  =      g ( t ( i , j ) )      if ( i , j ) ∈ m       t ( i , j )      if ( i , j ) ∉ m .       











Intuitively,  x  is modified from an original image   t ( i , j )  , where   1 ≤ i ≤ w   and   1 ≤ j ≤ h  , w is the width and h is the height of the image, such that some pixels (  ( i , j ) ∉ m  ) of  x  are kept the same as   t ( i , j )  , but some pixels (  ( i , j ) ∉ m  ) are modified by   g ( · )  . The coordinates of the modified pixels are collected in set   m = { ( i , j ) | 1 ≤ i ≤ w , 1 ≤ j ≤ h }  . The fake image detection problem is that given an image   x ( i , j )  , to decide if there exist a set of modified coordinates  m  such that if   ( i , j ) ∈ m  ,   x ( i , j ) = g ( t ( i , j ) )   and if   ( i , j ) ∉ m  ,   x ( i , j ) = t ( i , j )  . In this paper, we consider a special case of the problem that  m  is the subset of the human face area. Rather than just deciding whether a given image is a fake image, we also segment the forged area from the given image i.e., to find  m  from a given fake image. The segmentation result, also called a mask image, can offer more reasonable information in forensics. For example, if the predicted segmentation of a given image is a rectangle, it is highly possible that the alternation method is a specific method called Deepfakes. See Figure 2 which illustrate the relation between the shape of predicted segmentation and the image forgery method. Formally, the segmentation version of the fake face detection problem is that given   x ( i , j )  , there exist a   t ( i , j )   such that   x ( i , j ) = g ( t ( i , j ) )  , to find the forged area  m .



Given an image, the proposed method first uses a network, called a generator, to generate a predicted probability of fakeness for each pixel of the input image. In this paper, the collection of these predicted probabilities of fakeness is called a score map and it is used to generate the segmentation result in the inference stage. In the training stage, another network, called a discriminator, is used to decide the similarity of the score map and the ground truth. Then, this similarity is used to adjust the parameters of the generator to produce a more realistic segmentation. After the training stage, in the inference stage, the trained generator receives the input image and produces the score map which is used to decide whether the pixels of the given image are the manipulated pixels. Finally, a threshold based on the percentage of fake pixels is applied to determine whether an input image is fake. Specifically, the fakeness of each pixel is initially decided, and if the number of identified fake pixels exceeds a pre-defined threshold percentage of the total number of pixels in the image, the image is classified as a fake. Finally, a threshold on the percentage of fake pixels is used to decide whether the input image is fake. That is, we first decide the fakeness of each pixel, then we use the percentage of fake pixels to solve the classification problem of fake images.



Now, we are ready to describe the architecture of the proposed method in detail. The input image  x  is sent to the generator   G ( x )   and the predicted score map   m ′  , also called a mask image or predicted mask in this paper, is produced. In the training stage, the gradient descent process aims to optimize the model parameters such that the similarity between the predicted mask and the ground truth mask is the maximum. The architecture of the generator is illustrated in Figure 3. The input images are first resized to   256 × 192   and the value of each pixel is normalized to the range 0–1 for each R, G, and B channel by a normal image processing procedure. Then the normalized   256 × 192 × 3   images are dispatched to be the input of generator   G ( · )  . The generator   G ( · )   consists of a sequence of convolutional blocks and transposed convolutional blocks. See Figure 3 for the detailed structure of generator   G ( · )  . The first two layers of block 1 are convolutional layers with 64 kernels, where each kernel size is   3 × 3  . The stride of these convolutional layers is 1 and the activation function of these convolutional layers is   R e l u ( x )  . The maxpool layers are used to downsample the output of these convolutional layers. The resulting   128 × 96 × 64   tensors of the maxpool layers are dispatched to the following convolutional blocks. The structure of blocks 1–6 is similar but with different sizes of input and the number of convolutional layers. The intuitive purpose of convolution blocks 1–6 is to encode the features of the face area, and these encoded vectors are used to deduce the predicted mask area   m ′   in the following transpose convolutional layers. Because we need to extract the features of the fake image and the locations of fake pixels, two bypass paths are added to blocks 3 and 4 for passing the high-resolution location information to the transpose convolutional layers. The transpose convolutional layers succeed after they are used to construct the predicted fake mask. The first transpose convolutional layer is of size   16 × 12 × 2   with a kernel size of   4 × 4   and stride 2. The outputs of the first and second transpose convolutional layers are concatenated with the outputs of blocks 4 and 5, respectively. Then, the activation function sigmoid, also called the logistic function, is used to transform the output to range 0–1 as the output of the generator   G ( · )  .



The discriminator   D ( · )   accepts the score map output from the generator to deduce the similarity between the ground truth and the output of the generator. The concatenation of the input image label, i.e., the ground truth concatenated with the predicted image is sent to the discriminator to judge the performance of the generator. See the output of the upper discriminator of Figure 4 to illustrate this data path. The term logits used in Figure 4 and the following paragraphs is the vector of non-normalized predictions that the generator and the discriminator generated. The difference in the generated masks and the input labels is counted in the loss function of the generator. See the upper output of the generator shown in Figure 4 to illustrate this data path. In this paper, element-wise addition and subtraction are adopted for vector operations. In cases where scalar operations are performed on vectors, the scalar value is computed with each element in the vector, which is a commonly used notation in the field of deep learning. The generator loss is composed of the generator label loss and the generator-discriminated loss. The generator label loss is the cross-entropy loss of the score maps and the input image labels. Let x be the outcome logits of the generator and  y  be the labels (masks). The generator label loss is defined as


  g e n _ l a b e l _ l o s s ( y , x ) = y × − log ( s i g m o i d ( x ) ) + ( 1 − y ) × − log ( 1 − s i g m o i d ( x ) ) .  











The activation function   s i g m o i d   is defined as   s i g m o i d  ( x )  =  1  1 +  e  − x      . Similarly, the generator-discriminated loss is the sigmoid cross-entropy loss of the array of ones and the output logits of the discriminator denoted as logit fakes for discriminating the predictions of the generator. Let   D ( G ( x ) | | y )   be the output logits of the discriminator when its input is the concatenation of the output score map of generator   G ( · )   and the input label y where   | |   denotes the concatenation operator. The generator discriminated loss is defined as


  g e n _ d i s _ l o s s ( y , x ) = − log ( s i g m o i d ( D ( G ( x ) | | y ) ) ) .  











Then the generator loss is defined as


  g e n _ l o s s  ( y , x , x )  =  w 1  × g e n _ l a b e l _ l o s s  ( y , x )  +  w 2  × g e n _ d i s _ l o s s  ( y , x )  .  








where   w 1   and   w 2   are used to adjust the weight of the generator-discriminated loss and generator label loss, respectively.



The structure of the discriminator is composed from two convolutional layers. See Figure 5 to see the illustrated structure of the discriminator. The discriminator loss is composed from the loss of discriminated real labels and the loss of discriminated predicted labels of the generator. That is


     d i s _ l o s s ( y , x ) = 0 × − log ( s i g m o i d ( D ( x | | G ( x ) ) ) ) +       ( 1 − 0 ) × − log ( 1 − s i m o i d ( D ( x | | G ( x ) ) ) )       + 1 × − log ( s i g m o i d ( D ( x | | y ) ) ) + 0 × − log ( 1 − s i g m o i d ( D ( x | | y ) ) ) .     












4. Experiment and Comparison


4.1. Experimental Design and Data Collection


To evaluate the proposed method, the dataset FaceForensics++ [9] is used to demonstrate the ability of our fake face detection method. The dataset FaceForensics++ contains 1000 videos. The authors of the dataset downloaded these 1000 videos from YouTube. Figure 3 of paper [9] shows that there are slightly more female characters in the videos compared to male characters. Every video is compressed to two different quality levels: C23 (constant rate quantization parameter equal to C23) and C0 (constant rate quantization parameter equal to C0). Each video is manipulated by three manipulation methods Deepfakes [1], Face2Face [12], and FaceSwap [13]. The 1.5 million frames are extracted from the manipulated videos. To compare our experiments with the results mentioned in [9,10], we use the same partition settings of the training and testing sets as conducted in the experiments in [9,10]. That is, the videos 0–719 are adopted to be the training set and the videos 860–999 are used as the testing set. The dataset FaceForensics++ comprises ground truth masks that serve as indicators of pixel modifications, denoting whether a pixel has been altered or not. We use ground truth masks to train our model. All experiments in this thesis are conducted using a personal computer equipped with an Intel i7-6850K CPU running at 3.60 GHz and a Nvidia 2080ti GPU. The algorithms for training and inference are implemented using the Python programming language with the TensorFlow library. During model training and fine-tuning, the batch size is set to 10 and the learning rate to 0.0001. The optimizer used for training is “Admin”, and the termination condition for training is fixed at 400 epochs. If the training epochs large than 1000, overfitting appears. The web-based inference of the proposed method is available at https://ai.nptu.edu.tw/fsg (accessed on 1 February 2023).



Interested readers can utilize the proposed method through a web browser on a personal computer.



Since it is possible that the difference of the feature pattern contained in the background and face area can help the detection of a fake face, we evaluate the effect of different size background areas by setting two versions, fullsize and crop, for the training and testing sets. The size of images in the crop version is   400 × 480   and the size of images in the fullsize version is   1280 × 720  . The crop version is formed by cropping the area centred on the face from each image in fullsize. The cropped areas are decided from the locations of the fake mask in the ground truth images provided by FaceForensics++. See Figure 6 for an illustration of the relation between the crop and fullsize images.



In this paper, the performance of solving the classification problem is evaluated by the metrics accuracy and the area under the receiver operating characteristic curve (AUC). Metric accuracy is widely used to measure the performance of diagnosis objects. For example, metric accuracy is used to evaluate the potential of deep learning methods in thyroid cancer diagnosis [20]. However, accuracy may not be an appropriate metric for certain types of datasets or tasks, especially when the classes are imbalanced, e.g., when a set of real images have significantly fewer samples than a set of fake images. In such cases, a model that always predicts the ‘real’ would achieve high accuracy. However, our test set is balanced, containing an equal number of real and fake images. As such, we can safely use the metric accuracy. The performance of the segmentation problem is evaluated by the intersection over union (IoU) [21]. The two evaluation metrics, IoU and Dice, are commonly used to compare the differences between the ground truth and predicted shapes. For instance, in study [22], the Dice coefficient was utilized to quantify the predicted brain tumour segmentation. The IoU is defined as the area of the intersection between two objects divided by the area of their union. The Dice coefficient is defined as twice the area of the intersection between two objects divided by the sum of the areas of the two objects. According to the formula for the Dice coefficient, it can be observed that a high value is obtained when there is a balance between the true positive rate (TPR) and the positive predictive value (PPV). Since the medical field emphasizes the balance between TPR and PPV in research, the Dice coefficient is often utilized to assess performance in related segmentation studies in the medical field. However, in our work, the ground truth images are generated during the forgery stage that clearly delineate the forgery area. Thus, we do not require the aforementioned properties of the Dice coefficient. Another reason for using IoU in forgery detection research is that its definition is more intuitive and easier to understand in the context of segmentation of the forgery area.



The accuracy is defined as


  a c c u r a c y =    TP  +  TN     TP  +  TN  +  FN  +  FP     



(1)




where TP denotes true positives, TN denotes true negatives, FN denotes false negatives, and FP denotes false positives. Here, TP, TN, FN, and FP are calculated in the fake image classification result. A receiver operating characteristic curve (ROC curve) is a curve plotting the true positive rate fraction of the false positive rate at various thresholds. The area under the receiver operating characteristic curve (AUC) is the area under the ROC curve.



To evaluate the performance of solving the segmentation problem, the metric pixel-wise accuracy is used in some research [10]. However, when the background area is larger than the target object, the term TN in the accuracy result from Formula (1) dominates the metric value. Since annotations of the fake area focus on the fake face, the pixel-wise accuracy is not suitable for evaluating the performance of finding the fake area. Thus, in this paper, the segmentation of the fake area is evaluated by intersection over union (IoU) (also called the Jaccard similarity coefficient) [21]. The IoU is defined as


   IoU  =   TP    TP  +  FP  +  FN  + ϵ   =   area   of   overlap    area   of   union  + ϵ    



(2)




where TP, TN, FN, and FP are calculated in the per pixel classification result and the  ϵ  is a small value used to avoid division by zero. The problem of the IoU metric described by Equation (2) is that when we send a real image into the proposed detector, the detector outputs a black image which is exactly the same as the ground truth, but the IoU of this perfect output black image and ground truth is 0. This situation can easily happen when we are testing a real image. If the input is a real image and the prediction of the proposed method is a small group of pixels, the IoU metric of the result and ground truth is 0. In fact, based on the IoU from Formula (2), if the input is a real image, any segmentation result of the proposed method is measured as 0. Thus, the IoU metric is only used to measure the result of the detected fake image in this paper. See Figure 7 for an illustrating of the detection result performed on real images. The left side of every pair of two subi-mages is the real image and the right side of every pair of sub-images is the detection result. As the figure illustrates, the proposed method is good at detecting real images. However, the resulting image is a perfect black image or if it contains a little white area, the IoU of the prediction and the ground truth is 0.




4.2. Data Analysis and Results


On the other hand, the metric IoU is suitable for measuring the images which contain the detection targets, which in our problem is fake faces. Figure 2 and Figure 7 show eight randomly selected images from the result of detecting the Deepfakes fake and real images by the model trained with the Deepfakes dataset. The left side of every pair of sub-images is the test image and the right side of every pair of sub-images is the prediction result. It is obvious that the score of IoU matches the visualization of the prediction results which contain fake images. Figure 8 and Figure 9 show similar results of detecting the Face2Face dataset. Also, Figure 10 and Figure 11 show similar results of detecting the FaceSwap dataset. Based on the comparison of Figure 2 and Figure 8, the IoU measuring the results of detecting crop images in the Face2Face dataset is lower than the IoU of measuring the result of images in the Deepfakes on average.



We first experiment with images forged by the same forgery method in the training and testing sets. The result of testing the crop C23 and C0 dataset altered by the three manipulation methods using the different trained models is shown in Table 1. That is, we use the model trained by the Deepfakes training set to test the testing set altered by the Deepfakes method. Furthermore, we use the model trained by the Face2Face training set to test the testing set produced by the Face2Face method. Furthermore, we use the model trained by the FaceSwap training set to test the testing set produced by the FaceSwap method. The same experiment performed on the fullsize dataset is shown in Table 2. A comparison of the average IoU of images in the datasets Deepfakes, FaceSwap, and Face2Face is shown in Table 1 and Table 2. The average IoU of detecting C23 and C0 quality images of crop FaceSwap is 0.883 and 0.892, respectively. The average IoU of detecting the C23 and C0 of crop Face2Face is 0.720 and 0.750, respectively. The average IoU of detecting the C23 and C0 of crop Deepfakes is 0.938 and 0.941, respectively. These results show that the fakeness of C23 images is more difficult to detect than C0 images. As expected, the fuzzier the pictures, the harder it is to tell if they are fakes. That is, fainter images are less likely to be identified as forgeries.



To measure the effect of the background area, the average IoU of detecting fullsize FaceSwap and Deepfakes datasets are lower than detecting the crop version. The average IoU of detecting C23 and C0 quality fullsize FaceSwap images is 0.748 and 0.755, respectively. The average IoU of detecting C23 and C0 quality fullsize Face2Face images is 0.744 and 0.787, respectively. The average IoU of detecting C23 and C0 quality fullsize Deepfakes images is 0.853 and 0.861, respectively. In the fullsize version dataset, showing the same trend as the crop version, the result shows that the fakeness of C23 images is more difficult to detect than C0 images. Based on the above observation, we believe that detecting the fullsize datasets is harder than the crop one. Based on Table 1, the fake images altered by the Face2Face method are harder to detect than Deepfakes and FaceSwap. The compression level in C23 images also makes the fake images altered by Face2Face more difficult to detect than the C0 level. The accuracy of deciding C23 and C0 images altered by Face2Face is 0.835 and 0.873, respectively.



Table 2 records the experiments performed on the fullsize dataset. Based on the comparison of Table 1 and Table 2, the fullsize dataset is more difficult to detect than the crop dataset. The large background area cannot help the proposed model to make the right decision, but it confuses the decision. A possible explanation is that the large background area dilutes the statistical features of the fake area. Furthermore, based on the comparison of the IoU in Table 1 and Table 2, among the three manipulation methods, the fake area segmentation of Face2Face is harder than the images altered by the other two methods whenever input is crop or fullsize.



To test the generalization ability of the proposed method, we test the three altered methods with the models trained by different datasets. The number of images in the training and testing sets is fixed for all experiments. In Table 3, Table 4, Table 5, Table 6 and Table 7, we vary the size of the fine-tuning set to evaluate the performance of our method under different fine-tuning set sizes. We tested all combinations of training and testing/fine-tuning sets. Specifically, in any experimental design, images used as a testing set or fine-tuning are not used for training, and images used for fine-tuning are not included in the testing set. For example, in the first row of Table 7, we test Deepfakes images with models trained by Face2Face and FaceSwap, respectively. Furthermore, in the second row of Table 7, we use the FaceSwap testing set to test the performance of the proposed models trained by the Deepfakes and Face2Face training sets, respectively. Furthermore, in the third row of Table 7, we use the Face2Face testing set to evaluate the performance of the proposed models trained by FaceSwap and Deepfakes, respectively. Based on Table 7, the performance of the detector drops dramatically to a very low level when the detectors meet the unseen altered method. In order to solve this problem, we use a small number of images produced by new forgery methods to adjust old models that have already been trained by the training set produced by other forgery methods. That is, a few images generated by an unseen method are used to adjust the trained model to suit the newly emerged altered method.



In Table 3, we show the classification accuracy, IoU, and pixel-wise accuracy for detecting C23 crop images altered by the Deepfakes manipulation method using the Face2Face-, FaceSwap-, and none-based models and fine-tuned with small 700, 100, and 20 size Deepfakes training sets. Here, we use the none-based model to denote that the model was only trained by 700, 100, or 20 images without the base model. In order to compare with the results of other papers, we also calculated the pixel-wise accuracy. In Table 3, Table 4 and Table 5, acc-pixel stands for pixel-wise accuracy.



In Table 4, we show the classification accuracy, IoU, and pixel-wise accuracy for detecting C23 crop images altered by the FaceSwap manipulation method using the Face2Face-, Deepfakes- and none-based models and fine-tuned with small 700, 100, and 20 size FaceSwap training sets. In Table 5, we show the classification accuracy, IoU, and pixel-wise accuracy for detecting C23 crop images altered by the Face2Face manipulation method using the Face2Face-, FaceSwap- and Deepfakes-based models and fine-tuned with small 700, 100, and 20 size Face2Face training sets.



The percentage of performance improvement brought by few-shot learning is summarized in Table 6. For example, the accuracy of the model trained by the Face2Face to detect images forged by the Deepfakes method is 0.522 (see Table 7). The accuracy of the same model but fine-tuned with 700 Deepfakes samples becomes 0.881 (see Table 3). Therefore, the percentage increase is   68.7 % =   0.881 − 0.522   0.522   × 100 %  . Based on Table 6, few-shot learning with only 20 samples can bring a 29 to 380% percentage increase in the IoU metric. This indicates that our GAN architecture is well suited for few-shot learning.



Due to the fact that the main contribution of the proposed method is utilizing a small number of samples to achieve the training goal, we are particularly interested in the improvement per fine-tune sample. In Table 8, we present the combinations of each training and fine-tune set and calculate the improvement per sample. In other words, Table 8 contains the values from Table 6 divided by the number of fine-tune samples. From Table 8, it can be observed that when the fine-tuning sample size is small, the training performance achieved per sample is higher than when the sample size is large. This result indicates that the proposed method is indeed effective for few-shot learning.



In Table 9, we compare the classification accuracy of our scheme with the methods proposed in Cozzolino et al. [7], Rahmouni et al. [8], Bayar et al. [6], MesoNet [9], and Full Image XceptionNet [9] for detecting either raw, C23 crop or high-quality images altered by the Face2Face, FaceSwap, and Deepfakes manipulation methods using the same difference-based models. That is, we use the Face2Face-trained model to detect the Face2Face testing set, the FaceSwap-trained model to detect the FaceSwap testing set and so on. The proposed method has the best accuracy of 0.917, 0.873, and 0.929 on the Deepfakes, Face2Face, and FaceSwap testing sets, respectively.



In Table 10, we compare our scheme with the methods proposed by Cozzolino et al. [23], and Nguyen et al. [10] using classification accuracy, IoU, and pixel-wise accuracy to detect C23 crop images altered by the FaceSwap manipulation methods using the Face2Face-based models and fine-tuned with FaceSwap. The classification accuracy of Nguyen’s “New” method has the best accuracy of 0.837 and our proposed method has the second best result of 0.835, almost the same as the best. On the other hand, the proposed method has the best accuracy of 0.930 and Nguyen’s “New” method has the second best result of 0.926 when the metric pixel-wise accuracy is used to measure the result. In papers [10,23], the IoU was not used to measure the performance of segmentation, thus in Table 10, we use “-” to denote that there is no metric value.



Our approach can provide a forgery region prediction for suspicious images to forensic examiners when new forgery methods have just emerged and only a few training samples are available. This can enhance the practicality of forensic work when dealing with new forgery techniques. A limitation of our approach is that it still requires collecting a small amount of training data. However, until a method emerges that can recognize all unknown forgery techniques without the need for further training, collecting a small number of training samples is an acceptable approach. Another limitation of our method is that the image needs to be first identified as a human face. If the forgery method used renders the facial detection system unable to detect the position of the face, the proposed method cannot be effective.





5. Conclusions


We have shown that the proposed GAN-based fine-tune approach can detect fake faces with few-shot training. Against unseen forgery methods, the proposed method achieves substantial improvements in detection performance using only a small number of training samples. The proposed method performs well in both classification and segmentation. Especially for the segmentation problem, the forgery regions predicted by the proposed method are helpful for identifying forgery methods.



The approach we propose is capable of predicting regions of forgery in suspicious images, particularly in cases where new forgery methods have emerged and only a limited number of training samples are available. This can be useful in enhancing the practicality of forensic work when dealing with new forgery techniques. However, a limitation of our approach is that it still requires a small amount of training data. Nonetheless, until a method is developed that can recognize all unknown forgery techniques without further training, collecting a limited number of training samples remains an reasonable approach. Our future work will focus on a meta-learning approach for a few-shot training of face forgery detection.
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Figure 1. The architecture of the proposed method. The proposed method generates a score map using a generator network to predict fakeness probability for each pixel of the input image, and a discriminator network is used in the training stage to adjust the generator’s parameters to produce a realistic segmentation. The score map is used in the inference stage to determine manipulated pixels in the given image. 
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Figure 2. Randomly selected images from the result of detecting the fake images by the model trained with the Deepfakes dataset. The left side of every pair of sub-images is the fake image and the right side of every pair of sub-images is the prediction result. 
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Figure 3. The architecture of the generator. The network has three convolutional layers followed by two fully connected layers. 
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Figure 4. The flow of data and loss functions between the generator and discriminator. 
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Figure 5. The architecture of the discriminator. 
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Figure 6. A randomly selected image from the Face2Face part of FaceForensics++. (a) The fullsize image of size   1280 × 720  . (b) The crop image of size   400 × 480   cropped from the full size image. 
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Figure 7. Randomly selected images from detecting real images by the model trained with the Deepfakes dataset. The left side of every pair of sub-images is the real image and the right side of every pair of sub-images is the prediction result. 
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Figure 8. Randomly selected images from the result of detecting the fake images by the model trained with the Face2Face dataset. The left side of every pair of sub-images is a fake image and the right side of every pair of sub-images is the prediction result. 
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Figure 9. Randomly selected images from the result of detecting the real images by the model trained with the Face2Face dataset. The left side of every pair of sub-images is the fake images and the right side of every pair of sub-images is the prediction result. 
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Figure 10. Randomly selected images from the result of detecting the fake images by the model trained with the FaceSwap dataset. The left side images of every pair of sub-images is the fake images and the right side images of every pair of sub-images is the prediction result. 
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Figure 11. Randomly selected images from the result of detecting the real images by the model trained with the FaceSwap dataset. The left side of every pair of sub-images is the fake images and the right side of every pair of sub-images is the prediction result. 






Figure 11. Randomly selected images from the result of detecting the real images by the model trained with the FaceSwap dataset. The left side of every pair of sub-images is the fake images and the right side of every pair of sub-images is the prediction result.
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Table 1. Results for detecting crop images altered by three manipulation methods.
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Manipulation

	

	
Classification

	
Segmentation




	
Method

	

	
Accuracy

	
ROC

	
IoU






	
Deepfakes

	
C23

	
0.917

	
0.945

	
0.938




	

	
C0

	
0.916

	
0.942

	
0.941




	
Face2Face

	
C23

	
0.835

	
0.900

	
0.720




	

	
C0

	
0.873

	
0.927

	
0.750




	
FaceSwap

	
C23

	
0.929

	
0.957

	
0.883




	

	
C0

	
0.926

	
0.952

	
0.892
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Table 2. Results for detecting fullsize images altered by three manipulation methods.
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Manipulation

	

	
Classification

	
Segmentation




	
Method

	

	
Accuracy

	
ROC

	
IoU






	
Deepfakes

	
C23

	
0.854

	
0.900

	
0.853




	

	
C0

	
0.859

	
0.898

	
0.861




	
Face2Face

	
C23

	
0.858

	
0.921

	
0.744




	

	
C0

	
0.909

	
0.951

	
0.787




	
FaceSwap

	
C23

	
0.889

	
0.940

	
0.748




	

	
C0

	
0.896

	
0.946

	
0.755
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Table 3. Results for few-shot learning of detecting C23 crop images altered by the Deepfakes manipulation methods with difference-based models. In this table, acc-pixel stands for pixel-wise accuracy.
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Manipulation

	
Based

	
Classification

	
Segmentation




	
Method

	
Model

	
Accuracy

	
ROC

	
IoU

	
Acc-Pixel






	
Deepfakes few-shot #700

	
Face2Face

	
0.881

	
0.952

	
0.803

	
0.974




	

	
FaceSwap

	
0.859

	
0.896

	
0.791

	
0.972




	

	
none

	
0.717

	
0.764

	
0.504

	
0.957




	
Deepfakes few-shot #100

	
Face2Face

	
0.713

	
0.820

	
0.580

	
0.952




	

	
FaceSwap

	
0.707

	
0.761

	
0.673

	
0.953




	

	
none

	
0.608

	
0.728

	
0.280

	
0.940




	
Deepfakes few-shot #20

	
Face2Face

	
0.618

	
0.679

	
0.538

	
0.943




	

	
FaceSwap

	
0.645

	
0.707

	
0.471

	
0.940




	

	
none

	
0.500

	
0.491

	
0.098

	
0.918
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Table 4. Results for few-shot learning of detecting C23 crop images altered by FaceSwap manipulation methods with difference-based models. In this table, acc-pixel stands for pixel-wise accuracy.
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Manipulation

	
Based

	
Classification

	
Segmentation




	
Method

	
Model

	
Accuracy

	
ROC

	
IoU

	
Acc-Pixel






	
FaceSwap few-shot #700

	
Face2Face

	
0.835

	
0.871

	
0.844

	
0.965




	

	
Deepfakes

	
0.813

	
0.898

	
0.475

	
0.972




	

	
none

	
0.753

	
0.792

	
0.523

	
0.964




	
FaceSwap few-shot #100

	
Face2Face

	
0.621

	
0.671

	
0.715

	
0.945




	

	
Deepfakes

	
0.619

	
0.692

	
0.384

	
0.948




	

	
none

	
0.500

	
0.542

	
0.130

	
0.926




	
FaceSwap few-shot #20

	
Face2Face

	
0.547

	
0.568

	
0.385

	
0.940




	

	
Deepfakes

	
0.535

	
0.572

	
0.350

	
0.937




	

	
none

	
0.500

	
0.509

	
0.036

	
0.871
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Table 5. Results for few-shot learning of detecting C23 crop images altered by Face2Face manipulation methods with difference-based models. In this table, acc-pixel stands for pixel-wise accuracy.
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Manipulation

	
Based

	
Classification

	
Segmentation




	
Method

	
Model

	
Accuracy

	
ROC

	
IoU

	
Acc-Pixel






	
Face2Face few-shot #700

	
FaceSwap

	
0.721

	
0.755

	
0.632

	
0.971




	

	
Deepfakes

	
0.769

	
0.805

	
0.653

	
0.975




	

	
none

	
0.717

	
0.757

	
0.592

	
0.962




	
Face2Face few-shot #100

	
FaceSwap

	
0.641

	
0.658

	
0.537

	
0.959




	

	
Deepfakes

	
0.629

	
0.654

	
0.472

	
0.960




	

	
none

	
0.612

	
0.647

	
0.147

	
0.957




	
Face2Face few-shot #20

	
FaceSwap

	
0.617

	
0.690

	
0.460

	
0.955




	

	
Deepfakes

	
0.621

	
0.693

	
0.376

	
0.958




	

	
none

	
0.500

	
0.507

	
0.011

	
0.944
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Table 6. Improvement in few-shot learning for detecting C23 crop images altered by Face2Face, FaceSwap, and Deepfakes manipulation methods with difference-based models.






Table 6. Improvement in few-shot learning for detecting C23 crop images altered by Face2Face, FaceSwap, and Deepfakes manipulation methods with difference-based models.





	
Manipulation

	
Face2Face

	
FaceSwap

	
Deepfakes




	
Method

	
Improved

	
Improved

	
Improved

	
Improved

	
Improved

	
Improved




	

	
Accuracy %

	
IoU %

	
Accuracy %

	
IoU %

	
Accuracy %

	
IoU %






	
Deepfakes few-shot #700

	
68.7

	
176.8

	
53.9

	
382.3

	
-

	
-




	
few-shot #100

	
36.5

	
100.0

	
26.7

	
310.3

	
-

	
-




	
few-shot #20

	
18.3

	
85.5

	
15.5

	
187.1

	
-

	
-




	
FaceSwap few-shot #700

	
68.3

	
348.9

	
-

	
-

	
85.6

	
202.5




	
few-shot #100

	
25.2

	
280.3

	
-

	
-

	
41.3

	
144.5




	
few-shot #20

	
10.2

	
104.7

	
-

	
-

	
22.1

	
122.9




	
Face2Face few-shot #700

	
-

	
-

	
36.5

	
335.8

	
25.6

	
124.3




	
few-shot #100

	
-

	
-

	
21.4

	
270.3

	
2.7

	
62.1




	
few-shot #20

	
-

	
-

	
16.8

	
217.2

	
1.4

	
29.2
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Table 7. Results for testing C23 crop images altered by the Deepfakes, Face2Face, and Face2Face manipulation methods with difference-based models.
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Test

	
Train

	
Classification

	
Segmentation




	
Set

	
Set

	
Accuracy

	
ROC

	
IoU






	
Deepfakes

	
Face2Face

	
0.522

	
0.576

	
0.290




	

	
FaceSwap

	
0.558

	
0.584

	
0.164




	
FaceSwap

	
Deepfakes

	
0.438

	
0.403

	
0.157




	

	
Face2Face

	
0.496

	
0.527

	
0.188




	
Face2Face

	
FaceSwap

	
0.528

	
0.523

	
0.145




	

	
Deepfakes

	
0.612

	
0.653

	
0.291
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Table 8. Improvement per sample in few-shot learning for detecting C23 crop images altered by Face2Face, FaceSwap, and Deepfakes manipulation methods with difference-based models. In the presented table, the variable N represents the quantity of fine-tune samples.
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Manipulation

	
Face2Face

	
FaceSwap

	
Deepfakes




	
Method

	
Improved

	
Improved

	
Improved

	
Improved

	
Improved

	
Improved




	

	
Accuracy/N

	
IoU/N

	
Accuracy/N

	
IoU/N

	
Accuracy/N

	
IoU/N






	
Deepfakes few-shot #700

	
0.098

	
0.252

	
0.077

	
0.531

	
-

	
-




	
few-shot #100

	
0.365

	
1.000

	
0.267

	
3.103

	
-

	
-




	
few-shot #20

	
0.915

	
4.275

	
0.775

	
9.355

	
-

	
-




	
FaceSwap few-shot #700

	
0.097

	
0.498

	
-

	
-

	
0.122

	
0.289




	
few-shot #100

	
0.252

	
2.803

	
-

	
-

	
0.413

	
1.445




	
few-shot #20

	
0.510

	
5.235

	
-

	
-

	
1.105

	
6.145




	
Face2Face few-shot #700

	
-

	
-

	
0.052

	
0.479

	
0.036

	
0.177




	
few-shot #100

	
-

	
-

	
0.214

	
2.703

	
0.027

	
0.621




	
few-shot #20

	
-

	
-

	
0.840

	
10.86

	
0.070

	
1.460
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Table 9. Comparison of the results for detecting Face2Face, FaceSwap, Deepfakes manipulation methods trained on low-quality images. These values, other than the proposed method, are obtained from Table 2 of the reference [9].
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	Accuracy
	Deepfakes
	Face2Face
	FaceSwap





	Cozzolino et al. [7]
	0.854
	0.678
	0.737



	Rahmouni et al. [8]
	0.854
	0.642
	0.563



	Bayar and Stamm [6]
	0.845
	0.737
	0.825



	MesoNet [9]
	0.872
	0.562
	0.611



	Full Image XceptionNet [9]
	0.745
	0.759
	0.708



	XceptionNet [9]
	0.963
	0.868
	0.902



	Proposed method
	0.917
	0.873
	0.929
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Table 10. Comparison of the results to detect C23 crop images altered by FaceSwap manipulation methods using Face2Face-based models and fine-tuned with FaceSwap. In this table, acc-pixel stands for pixel-wise accuracy.
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Method

	
Classification

	
Segmentation




	
Accuracy

	
IoU

	
Acc-Pixel






	
FT-Res [23]

	
0.800

	
-

	
-




	
FT [23]

	
0.708

	
-

	
-




	
Deeper_FT [23]

	
0.820

	
-

	
-




	
Nguyen Old [10]

	
0.785

	
-

	
0.843




	
No_Recon [10]

	
0.829

	
-

	
0.926




	
Nguyen New [10]

	
0.837

	
-

	
0.930




	
Proposed method

	
0.835

	
0.670

	
0.965

















	
	
Disclaimer/Publisher’s Note: The statements, opinions and data contained in all publications are solely those of the individual author(s) and contributor(s) and not of MDPI and/or the editor(s). MDPI and/or the editor(s) disclaim responsibility for any injury to people or property resulting from any ideas, methods, instructions or products referred to in the content.











© 2023 by the authors. Licensee MDPI, Basel, Switzerland. This article is an open access article distributed under the terms and conditions of the Creative Commons Attribution (CC BY) license (https://creativecommons.org/licenses/by/4.0/).






media/file13.jpg
ToU=0. ToU=0. ToU=0.

ToU=0 ToU=0






media/file4.png
IoU=0.928 IoU=0.971

IoU=0.964 IoU=0.954 IoU=0.951 IoU=0.765





media/file18.png





media/file21.jpg





media/file3.jpg
cHl m NN

10U=0.965 loU=0.928 1oU=0.961 ToU=0971






media/file22.png





media/file19.jpg
ToU=0952

A

10U=0970 10U=0.940

IoU=0.968






media/file7.jpg
input labels—

gen_label_loss(y, x)

Sigmoid
generator [score Sy
() (y,%,x)
—[sigmoid
xateniate. [—L_cross entrogfigendis_loss(y,x)
ores
x||G(x))
el logits fak _
discriminatr o
By cross entrogly
zros
Dixlly) logits real
. sigmoid
deriminat s eniroly





media/file10.png
Conv, 128 x 96 x 64,k =3 x 3,s =2
Batch Normalization
Leaky Relu

Conv,64 x 48 x 128, k =3 x 3,5 = 2
Batch Normalization
Leaky Relu

|





media/file14.png





media/file11.jpg
400 x 480

! Like us

1280 x 720
(a) (b)





media/file6.png
Conv, 256 x 192 x 64,k =3x%x3,s =1, 1
block 1 Conv, 256 X 192 x 64, k = 3 X 3,s = 1, Relu
Maxpool, 128

!
Conv, 128 x 96 x 128, k =3 x 3

block Z Conv, 128 x 96 X 128 k =3 x 3

Maxpool, 64 x 48 x 128

'
Conv, 64 X 48 x 256,k =3 x 3,5 =1, Relu
block = Conv, 64 x 48 X 256,k = 3 X 3,5 = 1, Relu
Conv, 64 x 48 X 256, k =3 x 3,s = 1, Relu
Maxpool, 32 x 24 x 256
C 32 x 24 x 512,k ELSX3 1, Rel l
onyv, k= ,s=1,Re _
block « Conv, 32 X 24 X 512,k = 3 x 3,5 = 1, RefuOnV, 32 X 24 X 2, k = 1 X 1, Relu
Conv,32 x 24 x 512, k =3 x 3,s = 1, Relu
Maxpool, 16 x 12 x 512
¢ |
Conv, 16 x 12 x 512, k=3 x3,s =1, Re —
ok 5 Conv 18 X 12 % 21 E = 354 S 2 1 Reffonv, 16 x 12 x 2, k =1 x 1, Relu
onv,16 X 12 x 512, k =3 x 3,s = 1, Relu
axpool, 8 x 6 x 512
|
block 6 Conv, 8 X 6 X 4096, k =3 x 3,s = 1, Relu
, 8 X 6 x4096,k =3 x3,5s =1, Relu
|

Conv,8 x6x2,k=1x1,Relu

!

Transpose conv, 16 X 12 X 2,k =4 x 4,5 = 2,[Relu

v
+

y
Transpose conv, 32 X 24 X 2,k =4 x 4,s = 2, Rely

Y
-+ -<

{
Transpose conv, 256 x 192 x 2, k = 16 x 16, s = 8, Sigmoid
I l
Sigmoid
Y |

logits Score






media/file15.jpg
=99

ToU=0861 ToU=019 ToU=0.665 ToU=0553

ToU=0.885 ToU=0811 ToU=0.842 ToU=0529





nav.xhtml


  electronics-12-01417


  
    		
      electronics-12-01417
    


  




  





media/file16.png
IoU=0.861 IoU=0.819 IoU=0.665

IoU=0.885 IoU=0.811 IoU=0.842 IoU=0529





media/file2.png
discriminator

generator

N

c

» e
< o, : Z
- T . =
“ SN o
< o X c
o Q. =
N e 2
5 35 b

-/Yn

Y1, y2, -

train image

., Xn

X1,X2, ..





media/file20.png
IoU=0.401 IoU=0.942

IoU=0.970 IoU=0.940 IoU=0.872 IoU=0.963





media/file5.jpg
block Y

Cony, 8 6x2,k=1x1, Relu

4
Transpose conv, 16 x 12 x 2,k = 4 x 4,5 =2,
i

)
Tasposcon 3 X2k 4842, e
4

:
Transpose cony, 236 x 192 x 2,k = 16 x 16, s = 8, Sigmoid

Sigmoid

|
logits  Score





media/file1.jpg
X1,X2, -0+, %n

scope map

Glot, Xt 0)

ground truth
YUY2 e Yn

train image

X1X X

y1,¥2

¥n

generator
G()

discriminator

D()

G(x1,x,..

< Xn)





media/file12.png
Like us

1280 x 720
(a)

400 x 480

(b)





media/file9.jpg
@ony 128 A96RI6A N E— 3B A !
Batch Normalization
Leaky Relu

!

Conv, 64 x 48 x 128,k =3 x 3,5 =2
Batch Normalization
Leaky Relu

|





media/file0.png





media/file8.png
input labels
y

input images
X

A
-

logits

Y

ée(g)erator

Score

concatenate

D(x]|G(x))

> sigmoid
Cross entropy

gen_label _loss(y, x)

sigmoid

Y

ones

logits fak

)

\?gen_loss (y, x,x)
4 ———-

Cross entrop

L

Yeen_dis_loss(y, x)

)T

discriminatc
D(.

D(x]ly)

_—

sigmoid

Cross entrop

y

VASINON

logits real

)T

discriminatc

ones

o

sigmoid

dis_loss(y, x)
D 5
A

| cross entrop






media/file17.jpg
ToU=0.0 ToU=0.0 ToU=0.0 ToU=00

10U=0.0 10U=0.0 10U=00 10U=0.0





