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Abstract: In meaningful secret image sharing (MSIS), a secret image is divided into n shadows. Each
shadow is meaningful and similar to the corresponding cover image. Meaningful shadows can reduce
the suspicion of attackers in transmission and facilitate shadow management. Previous MSIS schemes
always include pixel expansion, and cross-interference from different shadows may exist when cover
images are extremely unnatural images with large black and white blocks. In this article, we propose
an MSIS with uniform image quality. A threshold t is set to determine the absolute salient regions.
More identical bits are allocated according to saliency values in the absolute saliency region, which
can improve image quality. In addition, the new identical bits allocation strategy also adjusts the
randomness of the shadow images, generating shadows with uniform image quality and avoiding
the cross-interference between different shadows. Experimental results show the effectiveness of our
proposed scheme.

Keywords: secret image sharing; polynomial-based SIS; meaningful shadows; saliency detection;
uniform image quality

MSC: 94A62

1. Introduction

With the wide application of portable devices, people have more and more convenient
ways to obtain information. There is a large amount of information being transmitted on
the Internet. Images are an important carrier for people to obtain information since images
provide visual information more directly. However, images are easily intercepted during
the transmission process. How to protect the image transmission security, especially for
sensitive images such as military and commercial images, is a very significant topic.

In traditional research, there are usually two kinds of methods to protect secret images.
One is image encryption, which uses encryption algorithms to encrypt a secret image [1].
The other is information hiding [2,3], which embeds the secret image into one or several
cover images. These two methods can effectively protect the information in secret images,
but they also have some problems.

The image encryption schemes can protect image information from being leaked.
However, the encrypted images are easy to lose when the transmission channel is unstable,
making the receivers unable to recover the original secret images. Since an image usually
contains a lot of information, pixel expansion often occurs in information hiding meth-
ods, which increases the bandwidth burden and easily arouses the suspicion of attackers.
Therefore, the above two methods are not applicable in some scenarios.

The secret sharing (SS) scheme was first proposed in 1979 [4], and Naor and Shamir
extended it to secret image sharing (SIS) [5]. In a (k, n) threshold SIS, a dealer encrypts
a secret image into n shadows and sends them to n participants. In the recovery phase,
the secret image can be reconstructed with k or more shadows, and nothing of secret
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information is leaked with less than k shadows. SIS can not only protect secret images
like image encryption and information hiding but also has additional features such as
loss tolerance and permission control. These advantages enable SIS to be applied in
identity authentication [6,7], key transmission [8,9], block chain [10] and other multimedia
safety fields.

SIS can be divided into visual cryptography (VC) [11–13], polynomial-based SIS
(PSIS) [14–16] and Chinese remainder theorem-based SIS (CRTSIS) [17–19]. These three
kinds of sharing schemes share secret images according to the human vision system,
polynomial sharing principle and Chinese remainder theorem, respectively.

In the traditional SIS, the shadows are noise-like images [20–23]. The secret information
cannot be extracted from noise-like images, which effectively protects information security.
However, noise-like shadows bring some problems. For example, all noise-like images
look similar, which brings difficulties in shadow management. In addition, the noise-like
shadows easily arouse the suspicion of attackers during transmission, which increases the
probability of being intercepted.

Meaningful SIS (MSIS) schemes are proposed to generate meaningful shadows that
are similar to natural images rather than noise-like images [24]. Currently, there are three
categories of methods to generate meaningful shadows. The first method uses VC to gener-
ate meaningful shadows, but this only works with binary secret images. Although some
schemes have no pixel expansion, the visual quality of binary images is not satisfied [25–27].
The second kind of methods combines SIS with information hiding technique. Researchers
embed the noise-like shadows into the natural cover image using steganography algo-
rithms [28–32]. These methods can be used to share grayscale and color secret images,
though they usually include pixel expansion and the process of encryption and decryp-
tion is complicated. Researchers focus on reducing the size of shadows and increasing
the embedding capacity. However, excessively small shadow images will bring security
problems.

To solve pixel expansion and improve the visual quality of shadows, some methods
add some constraints during the sharing process to ensure the shadow pixel value remains
close to the pixel value of the corresponding natural cover image, making the shadows
similar to the cover images [33–35]. These schemes are first designed to share binary images,
which can obtain meaningful shadows and lossless recovery. Cheng et al. proposed an MSIS
scheme with saliency detection to improve the visual quality of the shadow image [33].
A saliency detection method that ascertains salient regions with global-based contrast
(the so-called LC algorithm) [36] is exploited in their scheme. When saliency regions of
cover images are ascertained, more identical bits will be allocated to the saliency regions of
corresponding shadows. By this means, the saliency regions is more clear with better visual
quality. However, the image quality between different shadows in Cheng et al.’s scheme
is not uniform. Furthermore, the cross-interference between shadows may be noticed if
cover images are extremely unnatural images. Shadows without uniform quality and
cross-interference between different shadows may arouse the suspicion of attackers.

The motivation of this paper is to propose an MSIS with uniform image quality and
decrease the cross-interference between different shadows. We improve the allocation
scheme and set a threshold to ascertain whether a pixel is in an absolute saliency region. In
the sharing phase, pixels in the absolute saliency regions are allocated with more identical
bits. On the contrary, identical bits are allocated randomly if the pixels are not in the
absolute saliency regions. The new allocation strategy makes the shadow quality more
uniform, and the cross-interference between different shares can hardly be noticed in our
proposed scheme.

The rest of this paper is organized as follows: the polynomial-based SIS and the MSIS
scheme of Cheng et al. are presented in Section 2. Section 3 introduces the proposed scheme.
Section 4 is devoted to experimental results and comparisons with relative schemes. The
paper is concluded in Section 5.
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2. Preliminaries
2.1. Polynomial-Based SIS

The well-known polynomial-based SIS with a (k,n) threshold can be described as follows.
Step 1. Denote the secret pixel value s = a0. To encrypt s into n shadow pixel values,

we construct the following (k − 1)-degree polynomial. In the polynomial, coefficients
a1, a2, . . . , ak−1 are randomly selected in [0, P), and P is a prime number usually equal
to 251.

f (x) = (a0 + a1x + · · ·+ ak−1xk−1) mod P (1)

Step 2. Calculate the shadow pixel value SCi = f (xi), and send the n pairs (xi, SCi) to
n participants.

SC1 = f (x1), SC2 = f (x2), . . . , SCn = f (xn) (2)

If k or more pairs are obtained, the (k− 1)-degree polynomial can be reconstructed
with Lagrange interpolation, and f (0) is the recovered secret pixel value. In the proposed
scheme, PSIS is used to share secret images, because PSIS can obtain high-quality shadows
and achieve lossless recovery.

2.2. Saliency Detection and LC Algorithm

People’s attention is usually attracted by salient regions in an image because salient
regions have different colors, textures and luminance compared with other regions. The
human visual system is more sensitive to the salient regions than those non-salient re-
gions [37]. Enhancing the quality of salient regions can effectively improve the overall
visual quality. Saliency detection is exploited to determine the saliency regions in an image.

At present, there are many methods for saliency detection. Most of them are designed
for color images. In this section, we introduce the LC algorithm [36] used in Cheng et al.’s
scheme. The LC algorithm is a pixel-level saliency detection algorithm, and the saliency
map for an image is calculated with the color statistics of images. As shown in Equation (3),
the saliency value for pixel Pk in a saliency map is defined as the sum of Euclidean distances
between the pixel value of Pk and all the other pixels of image I. Larger saliency values for
a pixel indicate that the pixel is in a more salient region. Moreover, the histogram can be
used to optimize the computation of saliency values, which need a O(N) time order [36].

Sal(Pk) = ∑
∀Pi∈I
‖Pk − Pi‖ (3)

2.3. MSIS Proposed by Cheng et al.
2.3.1. Identical Bit Allocation Strategy

For grayscale images, a pixel is represented by 8-bit binary values, in which the higher
bits have a more significant impact on the pixel value than the lower bits. For example,
when the highest bit changes, the pixel value changes by 128, while when the lowest bit
changes, the pixel value only changes by 1. Therefore, if the corresponding pixels of two
images keep more higher bits identical, the two images will be more similar. However, in
the sharing phase of PSIS, the total number of identical bits allocated to different shadows is
limited [33]. In the sharing phase, if a shadow obtains more identical bits, its visual quality
will be better. Conversely, other shadows will obtain fewer identical bits, which brings
poorer visual quality. How to allocate these limited identical bits among the shadows is
crucial to improving the shadows’ visual quality. Different identical bit allocation strategies
result in different visual quality for shadows. The identical bit allocation strategy in
Cheng et al.’s MSIS scheme aims to improve the visual quality of salient regions in the
shadows. In our proposed scheme, a new identical bit allocation strategy is designed to
obtain shadows with uniform visual quality.
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2.3.2. Cheng et al.’s MSIS Scheme

In the scheme proposed by Cheng et al., the salient values of cover image pixels are
firstly calculated by the LC algorithm [36]; then, the shadow pixels are allocated with the
identical bits according to the saliency values of the corresponding cover image pixels.
Shadow pixels with larger saliency values are allocated with more identical bits and thus
obtain better visual quality. The main idea of Cheng et al.’s MSIS scheme is illustrated
in Figure 1.

Figure 1. The main idea of Cheng et al.’s scheme.

MSIS with saliency detection in the scheme of Cheng et al. can be described by the
following steps [33]:

Step 1. Calculate the saliency value of each pixel of n cover images with the LC algorithm.
Step 2. Compare the saliency values at the same pixel position among n covers.
Step 3. Allocate the limited identical bits to n corresponding shadow pixels according
to the saliency values.
Step 4. Take the result of Step 3 as the screening condition in PSIS to screen the
generated shadow pixel values.
Step 5. Repeat Steps 2–4 until all secret pixels are shared.
Step 6. Output n meaningful shadows.

The above descriptions of the algorithm of Cheng et al. show that the allocation of the
identical bits in the sharing phase is only based on the saliency values of n cover images.
Shadows with larger saliency values are allocated more identical bits, and smaller ones
are allocated less. This allocation strategy can obtain shadows with good visual quality
when the difference between saliency values is obviously large. If the difference is slight,
the effect of saliency detection is amplified. If the cover images are extremely unnatural
images, the identical bits may be concentrated in one shadow. In this condition, Cheng et
al.’s scheme generates shadows without uniform quality, and cross-interference between
different shadows can be noticed.

In the proposed scheme, we improve Cheng et al.’s scheme to obtain shadows with
uniform quality and mitigate the cross-interference between shadows. The LC algorithm
is also used in our scheme to calculate the saliency values. However, We set a threshold t
to identify the absolute salient regions. Identical bits are allocated according to saliency
values only in the absolute regions.

3. The Proposed Scheme
3.1. The Main Idea

Our scheme aims to generate meaningful shadows with uniform image quality without
degrading the shadow quality. Shadows with uniform image quality make the shadow
visual quality more homogeneous, thus enhancing the transmission security. In Cheng’s
scheme, the identical bits are allocated according to the saliency values. Although the
salient regions can achieve better quality, the image quality is not homogeneous between
different shadows because the identical bits are allocated only according to the saliency
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value. Furthermore, the cross-interference between the shadows may exist in Cheng’s
scheme when the cover images are extreme images, but it is hardly noticed in our scheme.

Figure 2 describes the main idea of our proposed scheme, and we improved Cheng et
al.’s scheme to obtain meaningful shadows with uniform image quality. We set a threshold
t to judge whether a pixel is in the absolute salient region. The saliency values of the same
position Pm in n covers are denoted as Salm

1 , Salm
2 , . . . , Salm

n . If pixel Pm
i in cover Ci has

the largest saliency value Salm
i , we calculate the the difference ∆Sal between Salm

i and the
saliency values of other cover image pixels. If ∆Sal ≥ t, we regard that the pixel Pm

i is in an
absolute saliency region. The absolute saliency region has a greater influence on the visual
quality of the whole image. Then, the identical bits are allocated according to the saliency
values, and the pixel with a larger saliency value obtains more identical bits.

Figure 2. The main idea of the proposed scheme.

On the contrary, if the difference of saliency values is less than the threshold t, then
we consider that the saliency detection is not so effective in improving the image quality.
If we allocate the identical bits according to saliency values as the absolute regions, the
image quality between different shadows is not uniform since one or two shadow always
obtain more identical bits, and cross-interference between different shadows can be noticed
if the cover images are extremely unnatural images with black and white blocks. To avoid
cross-interference and obtain uniform image quality, we allocate the identical bits randomly
between different shadows when we judge that the pixels are not in the absolute regions.
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3.2. Our Scheme

Algorithm 1 describes the sharing phase of our scheme in details. Some remarks are
given as follows.

Algorithm 1: The Sharing Phase of Our Proposed Scheme
Input: a grayscale secret image S; n grayscale cover images Ci; the threshold of saliency

value t.
Output: n meaningful shadows SC1, SC2,· · · , SCn.
Step 1: Calculate the saliency values for each pixel in cover Ci with LC algorithm.

Remark the saliency values as Sal1
i , Sal2

i ,· · · , SalW×H
i .

Step 2: Note Salm
1 , Salm

2 ,. . . , Salm
n as the saliency values of the same pixel position Pm of

n covers. Calculate the difference ∆Sal between the maximum saliency value
and the second largest saliency value of Salm

1 , Salm
2 ,· · · , Salm

n .
Step 3: If ∆Sal ≥ t, allocate the identical bits according to the saliency values; if not,

allocate the identical bits randomly between n shadows.
Step 4: Specify P equals 257 and select the coefficient a1, a2, · · · , ak−1 randomly in [0, P).

Construct the polynomial as shown in Equation (1).
Step 5: Calculate the shadow pixel values according to Equation (2).
Step 6: Screen the shadow pixel values with the constraints in Step 3.
Step 7: Output n meaningful grayscale shadow images SC1, SC2, · · · , SCn.

1. The pixel value of a grayscale image is 8 bits, and higher bits have more influence
than the lower bits. If the highest bit changes, the variation in pixel value is 128, but
if the lowest bit changes, the variation in pixel value is 1. Therefore, the two images
are more similar when we keep more higher bits identical between the corresponding
pixels in the cover image and the secret image.

2. In the sharing phase, the sum of the identical bits for all shadows is fixed [33], and the
identical bit allocation strategy between shadows will affect the image quality.

3. In Cheng’s scheme, identical bits are allocated only according to the saliency values
of cover image pixels. The shadow pixels with larger saliency values obtain more
identical bits. If the difference between the saliency values is slight, the identical
bit allocation is still based on the saliency values. It may result in the identical bits
being allocated to one cover intensively, even though its saliency values are only
slightly larger than other covers. If the covers are extreme images with black and
white blocks, the identical bits may be centrally allocated to one shadow, which may
result in cross-interference between different shadows.

4. In our proposed scheme, ∆Sal is calculated to judge whether a pixel is in an absolute
saliency region. If ∆Sal ≥ t, the pixel is regarded as in an absolute saliency region.
Pixels in an absolute saliency region are much more important than pixels in other
covers. Then, the identical bits are allocated according to the saliency values, and the
pixels in absolute regions will obtain better quality.

5. If ∆Sal ≤ t, we consider that the difference between saliency values of different
covers is slight, and the identical bits are allocated randomly between n shadows.
This random allocation strategy effectively avoids the concentration of the identical
bits in one shadow and obtains uniform shadow quality. Furthermore, our scheme
eliminates the cross-interference between different shadows that exists in Cheng’s
scheme when the covers are extreme images.

6. The threshold t is used to judge whether a pixel is in an absolute saliency region. In
our experiment, we demonstrate the influence of different t values on the shadow
image quality and the cross-interference between shadows.

7. The LC algorithm is also used to calculate the saliency values in our scheme since the
LC algorithm is effective for grayscale cover images and performs well in accuracy
and running time.
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8. PSIS is exploited to share the secret image, and the prime number P in our scheme is
257 to achieve lossless recovery. In the recovery phase, Lagrange interpolation is used
to recover the secret image.

4. Experiments and Discussion

Experimental results and comparisons with relative methods are displayed to prove
the effectiveness of our scheme in this section.

4.1. Image Illustration

Figure 3 illustrates the (2, 3) threshold of our scheme with different t values, Figure 3a–d
are the original secret image and three grayscale cover images. Figure 3e–p are meaningful
shadows with t = 40, 130, 220 and the corresponding recovered secret images, respectively.
From Figure 3, we can infer that meaningful shadows can be generated in our proposed
scheme with different t values, and the original secret image can be reconstructed losslessly.

(a) S (b) C1 (c) C2 (d) C2

(e) S′(t = 40) (f) SC1(t = 40) (g) SC2(t = 40) (h) SC3(t = 40)

(i) S′(t = 130) (j) SC1(t = 130) (k) SC2(t = 130) (l) SC3(t = 130)

Figure 3. Cont.
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(m) S′(t = 220) (n) SC1(t = 220) (o) SC2(t = 220) (p) SC3(t = 220)

Figure 3. (2, 3) threshold experimental results with t = 40, 130 and 220; (a) grayscale secret image;
(b–d) three grayscale cover images; (e–h) three meaningful shadows and recovered secret image
with t = 40; (i–l) three meaningful shadows and recovered secret image with t = 130; (m–p) three
meaningful shadows and recovered secret image with t = 220.

4.2. Comparisons with Relative Methods
4.2.1. Illustration Comparison

Here, we compare the proposed scheme with preexisting meaningful MSIS methods.
Yan et al. [34] proposed an MSIS with CRTSIS. In their scheme, a grayscale secret is shared
with binary cover images. In the recovery phase, the secret image is recovered losslessly
with a modular operation. The MSIS scheme proposed by Liu et al. [35] is realized with
a sharing map and a sharing pool. In the above two schemes, the screening operation
means the shadow pixel values are close to the corresponding cover pixel values in the
sharing phase.

Figure 4 displays the (2, 2) threshold experimental results of different MSIS schemes
with the same secret image and cover images. Figure 4a shows the secret image. Figure 4b–e
is the grayscale and binary cover images. Figure 4f,g shows the results of Yan’s method.
Liu’s results are illustrated in Figure 4h,i. Figure 4j,k displays Cheng’s results. Figure 4l–o
depicts the experimental results of our proposed scheme with t = 85 and 175. From
Figure 4, we can infer that the shadows in Cheng’s and the proposed schemes are of
better image quality than the shadows in Yan’s and Liu’s scheme since the cover images
in Cheng’s and the proposed schemes are grayscale images that have better visual quality
than the binary cover images used in Yan’s and Liu’s schemes. Shadows in the proposed
scheme have approximate visual quality to the shadows in Cheng’s scheme. The datails in
the shadows can also be identified both in Cheng’s scheme and the proposed method.

(a) S (b) C1 (c) C2 (d) C′1 (e) C′2

(f) SC1(Yan) (g) SC2(Yan) (h) SC1(Liu) (i) SC2(Liu) (j) SC1(Cheng)

Figure 4. Cont.
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(k) SC2(Cheng) (l) SC1(t = 85) (m) SC2(t = 85) (n) SC1(t = 175) (o) SC2(t = 175)

Figure 4. (2, 2) threshold experimental results with relative methods; (a) grayscale secret image;
(b–e) grayscale and binary cover images; (f,g) meaningful shadows in Yan’s scheme; (h,i) meaningful
shadows in Liu’s scheme; (j,k) meaningful shadows in Cheng’s scheme; (l–o) meaningful shadows in
the proposed scheme with t = 85 and t = 175.

4.2.2. Cross-Interference between Different Shadows

According to the human visual system, the attention of human eyes will be attracted
by the salient regions, so the salient regions are considered more important than the non-
salient regions. In Cheng’s scheme, the LC algorithm is utilized as the saliency detection
method to identify the salient regions. Identical bits are allocated according to the saliency
values, and the shadow pixels with larger saliency values will obtain more identical bits. By
this means, the salient regions have much better visual quality than the non-salient regions,
and the shadows obtain better visual quality.

However, in Cheng’s scheme, the identical bits are still allocated according to the
saliency values when the difference between saliency values is slight. In this condition,
the identical bits may be concentrated in one shadow, and cross-interference may exist
when the covers are some extreme images. Figures 5 and 6 show the (2,2) and (2,3)
threshold experimental results of Cheng’s scheme with unnatural extreme cover images,
respectively. Figure 5a,b are the results of Cheng’s scheme and the results of the proposed
scheme illustrated in Figure 5c,d. In Figure 6a–c display Cheng’s results, and the results
in the proposed scheme are shown in Figure 6d–f. As the red box parts in Figures 5 and 6
illustrated, cross-interference between different shadows exists in Cheng’s scheme; however,
it is hardly noticed in our proposed scheme.

The threshold t is used to adjust the randomness in the allocation strategy of the
identical bits to avoid too many identical bits being allocated to one shadow. A pixel is
considered to be in the absolute salient region when the saliency value difference between it
and other cover pixels is larger than t. Then, the identical bits are allocated according to the
saliency values, and the shadow pixel with a larger saliency value obtains more identical
bits. On the contrary, it indicates that the influence of saliency values is slight between
different covers if the difference of saliency values is less than t. Then, the identical bits
are randomly allocated between different shadows, and cross-interference is avoided in
Figures 5 and 6.

(a) SC1(Cheng) (b) SC2(Cheng) (c) SC1(t = 40) (d) SC2(t = 40)

Figure 5. (2,2) threshold experimental comparison results of Cheng et al. and the proposed scheme;
(a,b) results of Cheng’s scheme; (c,d) results of the proposed scheme with t = 40.
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(a) SC1(Cheng) (b) SC2(Cheng) (c) SC3(Cheng)

(d) SC1(t = 40) (e) SC2(t = 40) (f) SC3(t = 40)

Figure 6. (2,2) threshold experimental comparison results of Cheng et al. and the proposed scheme;
(a–c) results of Cheng’s scheme; (d–f) results of the proposed scheme with t = 40.

4.3. Analyses and Discussion

In this section, we discuss the influence of different t values on the shadows’ quality.
When t = 1, our scheme is equal to that of Cheng et al.’s [33], and the identical bits are
allocated according to the saliency value. PSIS is used in the sharing phase in our scheme,
and the coefficients a1, a2 and ak−1 are randomly selected in [0, P). Although the screening
operation is carried out during the sharing process, the generated shadow pixel values are
also of randomness to some degree.

To mitigate the influence of randomness on image quality, we conducted 20 groups
of experiments with different cover images. Structural similarity (SSIM), peak signal-to-
noise-ratio (PSNR), and universal quality index (UQI) are widely used metrics to evaluate
the image quality in SIS. We calculate the average and variance of these three metrics
when t is1, 40, 85, 130, 175 and 220. The (2,2) and (2,3) threshold evaluation metric results
are illustrated in the Figures 7 and 8, respectively. When t = 40, 85, 130, 175 and 220,
the average of the three metrics all decrease slightly compared with those of t = 1. This
demonstrates that the visual quality of the proposed scheme is similar to Cheng’s scheme,
which is also confirmed in Figures 3 and 4. However, variance in the proposed scheme
decreases significantly with different t values, which indicates that our proposed scheme
generates shadows with uniform image quality.

The threshold t is used to regulate the randomness in the identical bits allocation
between n shadows. A larger t value means that the allocation is more random, and
the generated shadows are of more uniform image quality. This trend is reflected in
Figures 7 and 8. However, in Figure 8, when t is larger than 175, the variance increases with
the increase in t. The reason is that when t is large enough, the influence of randomness in
the sharing process outweighs that of t, but the overall trend of variance does not change.
When t = 220, the variance between the shadows is still significantly smaller than Cheng’s
scheme and generates more uniform shadows.
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(a) Average of PSNR (b) Variance of PSNR

(c) Average of UQI (d) Variance of UQI

(e) Average of SSIM (f) Variance of SSIM

Figure 7. Metric results with different t values for (2,3) threshold; (a,b) average and variance of PSNR
with different t values; (c,d) average and variance of UQI with different t values; (e,f) average and
variance of SSIM with different t values.



Mathematics 2022, 10, 3241 12 of 14

(a) Average of PSNR (b) Variance of PSNR

(c) Average of UQI (d) Variance of UQI

(e) Average of SSIM (f) Variance of SSIM

Figure 8. Metric results with different t values for (2,2) threshold; (a,b) average and variance of PSNR
with different t values; (c,d) average and variance of UQI with different t values; (e,f) average and
variance of SSIM with different t values.

5. Conclusions

In this paper, an MSIS with uniform image quality is proposed. We set a threshold t
to identify whether a shadow pixel is in an absolute region. If a shadow pixel is in an
absolution region, then it will be allocated more identical bits according to saliency values
and obtain better image quality. If the pixel is not in an absolute region, we ignore the
influence of saliency detection on the allocation strategy and randomly allocate the identical
bits between n shadows. Experimental results show that the proposed scheme generates
meaningful shadows with more uniform image quality, and when the cover images are
unnatural extreme images, our scheme effectively eliminates the cross influence from
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different shadows and improves the shadow visual quality. Our future work will focus on
extending the proposed scheme to sharing color images.
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