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Abstract: This paper proposes a drone-assisted NOMA communication system equipped with a
reconfigurable intelligent surface (RIS). Given the Line-of-Sight nature of the Air-to-Ground link,
a more realistic Rician fading environment is chosen for the study of system performance. The
user’s outage performance and secrecy outage probability of the RIS-UAV-assisted NOMA downlink
communication under the Rician channels are investigated. Jointly considering the Line-of-Sight and
Non-Line-of-Sight links, the closed-form expressions of each user’s outage probability are derived by
approximating the composite channels as Rician distributions to characterize the channel coefficients
of the system’s links. Considering the physical layer security in the presence of the eavesdropper,
the secrecy outage probability of two users is further studied. The relationship between the system
outage performance and the Rician factor of the channel, the number of RIS elements, and other
factors are analyzed. The results of this study show that compared with Rayleigh fading, the Rician
fading is more practical with the actual Air-to-Ground links; the user’s outage probability and the
secrecy outage probability are lower over the Rician channels. The number of RIS elements and
the power allocation factor by the base station for the users are inversely proportional to the user’s
outage probability, and RIS element number, path loss index, and distance factor also have a greater
impact on the outage probability. Compared with OMA, NOMA has a certain enhancement to the
system performance.

Keywords: unmanned aerial vehicle; reconfigurable intelligent surface; non-orthogonal multiple
access; outage probability; physical layer security; Rician fading

1. Introduction

In 2021, the Ministry of Industry and Information Technology of China issued the “14th
Five-Year Plan” for the Development of the Information and Communication Technology
(ICT) Industry, proposing to promote the 6th Generation (6G) Wireless Systems mobile
communication core technology research and development and to build an integration
network of space, air, earth, and sea. The 6G network is an effective integration of the 5G
network, satellite communication network, and deep-sea ocean network [1–3]. The satellite
communication network covers various fields such as communication, navigation, remote
sensing, and telemetry and realizes integrated global connectivity between space, air, earth,
and sea. The space–air–earth–sea integration network will optimize the infrastructure
in all spatial areas and achieve full coverage of elements. As shown in Figure 1, an
information integration network of space–air–earth–sea mentioned above is given. When
the ground communication infrastructure is damaged or unavailable, the UAV can serve as
an aerial relay to provide a connection with the terminals, constituting an Air-to-Ground
communication link [4–6].
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Figure 1. The space–air–earth–sea integration network. 

Unmanned Aerial Vehicle (UAV) mobile communication technology is a key 
technology for the construction of space, air, earth, and sea integration networks and has 
become emerging hot research in wireless communication with its advantages of 
deployment flexibility, Line-of-Sight (LoS) transmission, low cost, and wide coverage. Its 
inherent mobility and flexibility can be deployed on-demand in a timely manner and 
provide higher wireless capacity, higher reliability, and higher coverage for the systems, 
which have extremely high potential application value [7]. Reconfigurable Intelligent 
Surface (RIS) has become a promising research direction for future auxiliary wireless 
communications due to its small number of active or passive device design concepts, low 
cost, low power consumption, low complexity, and accessibility of deployment [8,9]. RIS 
only reflects the wireless propagation signals intelligently, which requires less energy and, 
at the same time, improves the wireless propagation channel environment, reduces the 
loss of wireless spectrum, and thus improves the spectral efficiency and energy efficiency. 
As an energy-constrained system, there exists a shortage of UAV communication in extent. 
Therefore, we can consider the wireless communication system that deploys RIS on the 
UAV, which is able to enhance the performance of the communication system by 
optimizing the phase shift of RIS at the same time and flexibly deploying the location of 
the UAV. As a promising technology in 5G, Non-Orthogonal Multiple Access (NOMA) 
can increase the capacity of the wireless communication system, allowing multiple users 
to share the same resources, and has the advantages of large-scale connectivity, low 
latency, high spectral efficiency, etc. NOMA can, therefore, also integrate with other 
technologies to obtain better spectrum efficiency, such as large-scale Multiple-Input 
Multiple-Output (MIMO), low latency, and high spectrum efficiency, millimeter wave, 
Simultaneous Wireless Information and Power Transfer (SWIPT), and UAV 
communication. Due to the strong compatibility of RIS, NOMA technology can be applied 
to the RIS-UAV communication network to further improve the performance of the 
communication system. 

In order to facilitate the analysis, most of the existing related researches focus on the 
Rayleigh fading channels of Non-Line-of-Sight (NLoS) links, but according to the design 
of the RIS principle and the Air-to-Ground links of UAV-assisted communication, it is 
verified that it can be better applied to the Rician fading environment of LoS links, so it 
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Unmanned Aerial Vehicle (UAV) mobile communication technology is a key technol-
ogy for the construction of space, air, earth, and sea integration networks and has become
emerging hot research in wireless communication with its advantages of deployment flexi-
bility, Line-of-Sight (LoS) transmission, low cost, and wide coverage. Its inherent mobility
and flexibility can be deployed on-demand in a timely manner and provide higher wireless
capacity, higher reliability, and higher coverage for the systems, which have extremely
high potential application value [7]. Reconfigurable Intelligent Surface (RIS) has become a
promising research direction for future auxiliary wireless communications due to its small
number of active or passive device design concepts, low cost, low power consumption, low
complexity, and accessibility of deployment [8,9]. RIS only reflects the wireless propaga-
tion signals intelligently, which requires less energy and, at the same time, improves the
wireless propagation channel environment, reduces the loss of wireless spectrum, and thus
improves the spectral efficiency and energy efficiency. As an energy-constrained system,
there exists a shortage of UAV communication in extent. Therefore, we can consider the
wireless communication system that deploys RIS on the UAV, which is able to enhance
the performance of the communication system by optimizing the phase shift of RIS at the
same time and flexibly deploying the location of the UAV. As a promising technology in
5G, Non-Orthogonal Multiple Access (NOMA) can increase the capacity of the wireless
communication system, allowing multiple users to share the same resources, and has the
advantages of large-scale connectivity, low latency, high spectral efficiency, etc. NOMA can,
therefore, also integrate with other technologies to obtain better spectrum efficiency, such
as large-scale Multiple-Input Multiple-Output (MIMO), low latency, and high spectrum ef-
ficiency, millimeter wave, Simultaneous Wireless Information and Power Transfer (SWIPT),
and UAV communication. Due to the strong compatibility of RIS, NOMA technology can
be applied to the RIS-UAV communication network to further improve the performance of
the communication system.

In order to facilitate the analysis, most of the existing related researches focus on the
Rayleigh fading channels of Non-Line-of-Sight (NLoS) links, but according to the design
of the RIS principle and the Air-to-Ground links of UAV-assisted communication, it is
verified that it can be better applied to the Rician fading environment of LoS links, so it
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can be more in line with the practical application to explore the auxiliary effect of RIS-UAV
communication systems over the Rician channel. Ref. [10] investigated the safety outage
problem of UAV as an auxiliary relay under the Rician fading channel and jointly designed
the beamforming and UAV’s flight trajectory to improve the system’s security. Ref. [11]
investigated the time-varying beamforming and power allocation of the full-duplex UAV
relay under Rician fading channels to improve the system performance. Refs. [12,13]
explored the spectral efficiency and outage performance of RIS systems with continuous
phase shifts by analyzing the Rayleigh channel distribution of the communication system.
Refs. [14,15] analyzed the outage probability, secrecy outage probability, and traversal
security rate under Rayleigh channels for RIS-assisted communication systems with security
constraints; ref. [16] analyzed the outage probability and traversal security rate under
the presence of eavesdroppers, analyzed the channel distribution characteristics of the
eavesdropping channel by using the central limit theorem, and explored the relationship
between the traversal security rate and the number of RIS reflection elements when it
approaches infinity. Some researchers have also investigated the outage probability and
traversal rate of the system model under the Rician fading channels [17,18], ref. [19]
analyzed the mean square value of the composite channel by splitting the LoS component
in the Rician channel, and ref. [20] obtained the corresponding variance to the composite
channel when the RIS component approached infinity by dissolving the real and imaginary
parts of the Rayleigh composite channel.

The high spectrum efficiency of NOMA has received much attention. Due to the
broadcast nature of signal propagation and the vulnerability of eavesdropping attacks by
illegal users, there have been many studies on NOMA technology and its application in
Physical Layer Secure (PLS) communications [21,22]. Ref. [23] evaluated the confidentiality
performance of a large-scale NOMA downlink system in the presence of eavesdroppers;
ref. [24] proposed a millimeter-wave based on the NOMA confidential beamforming
scheme and gave the corresponding closed-form expressions for the confidential outage
probability of paired users. Ref. [25] considered internal and external eavesdropping
scenarios as well as imperfect successive interference cancellation and perfect interference
cancellation, respectively, to provide a secure communication solution for the RIS-assisted
NOMA system, which verifies that NOMA has better confidentiality performance for
system security than OMA and that the number of RIS elements is proportional to the
security of the system to a certain degree. Ref. [26] considered the scenario where the
direct and reflective links of the BTS users and the BTS-RIS users exist simultaneously by
designing the RIS to increase the signal reception strength of the NOMA near users and
further deduce the closed-form expression for the system outage probability and traversal
capacity. The interference noise method is proposed to improve the system security and
confidentiality, and the security outage probability of the system is deduced in the presence
of eavesdroppers in [27].

To satisfy the Air-to-Ground LoS link that is more in line with the actual situation and
to improve the overall communication performance of the system, this paper considers
exploring the RIS-UAV-assisted NOMA communication system under the Rician fading
channel environment, and the main work is as follows:

• Different from other studies, on the basis of researching the influence of RIS on the com-
munication system under the circumstance of Rician fading, this paper, combined with
the development of space–air–earth–sea integration information network, introduced
NOMA technology to further improve the system performance in the Air-to-Ground
LoS link scenario of the UAV cooperative communication and considered the user’s
communication security performance under the presence of the eavesdropper.

• For the NOMA downlink communication system assisted by RIS-UAV over Rician
fading channels, this paper systematically analyzes the distribution model and obtains
the corresponding channel cumulative distribution function.
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• Explore the outage performance of two users in the NOMA downlink communication
systems, and the user’s information transmission secrecy outage probability has been
studied in the presence of the illegal eavesdropper based on Wiener’s eavesdropping theory.

• Through numerical simulation, then explore the effect of the Rician factor, the num-
ber of RIS elements, etc., on the outage performance of the system, and compared
with the OMA system, the effect of NOMA technology on the performance of the
communication system is verified.

2. System Model

As an energy-constrained system of UAV communication, RIS can be deployed on
UAV to improve the performance of the communication system. In practical applications,
when there is a large barrier between the base station and the target user that affects the com-
munication, a RIS-UAV can be considered and deployed at a certain location for auxiliary
communication. Thus, considering a dedicated UAV carrying uniform rectangular array
(URA) RIS-assisted NOMA downlink communication system in Figure 2, which includes
a base station (BS), a RIS-UAV, legitimate users U1 and U2, and an illegal eavesdropping
user Ue (User Eve), and all the nodes are equipped with a single antenna and communicate
in half-duplex mode. Firstly, the base station transmits the superimposed NOMA signal
to the legitimate users. Since there exist obstacles between the base station and the users,
only the links from the base station to the RIS-UAV and from the RIS-UAV to the users
are considered. The signal is reflected to the legitimate users on the ground through the
RIS-UAV, which is equipped with a reconfigurable intelligent surface. RIS reflects the signal
and transmits it to two legitimate users, respectively. The user decodes the signal through
the NOMA communication principle and SIC process to obtain the required information.
At the same time, an illegal user Ue eavesdrops on the information transmitted between
the base station and users to destroy the communication security.
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Figure 2. System model of RIS-UAV-assisted NOMA downlink communication networks.

For the convenience of research, it is assumed that the UAV is at a certain location
and the coordinates of the base station, the UAV, the users, and the eavesdropper are
wB(xB, yB, 0), wR(xR, yR, h), wk(xk, yk, 0), respectively, where ∀k ∈ {1, 2, e}. Supposing that
each channel in the communication system considered in this paper has statistical Channel
State Information (CSI), the RIS is equipped with M elements, respectively. The diagonal
matrix Φ = diag{φ1, φ2, · · · φM} and φm = arejθm is the diagonal matrix constituent of RIS,
where ar is the amplitude reflection coefficient, θm is the phase shift reflection coefficient.
In general, in the conventional passive RIS of this paper, the ar = 1. There are Line-of-Sight
links between the base station to the RIS-UAV and the RIS-UAV to the user, so each channel
is modeled as a Rician channel.
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The channel between the BS and the RIS-UAV is denoted by hb,r ∈ CM×1 and the
channel between the RIS-UAV and the user is denoted by gk ∈ CM×1. Each channel is
modeled as follows:

hb,r =
√

db,r
−α · h0(

√
R1

R1 + 1
hb,r

LOS +

√
1

R1 + 1
hb,r

NLOS) (1)

gk =
√

dr,k
−β · h0(

√
R2

R2 + 1
gk

LOS +

√
1

R2 + 1
gk

NLOS) (2)

where db,r and dr,k are the distances from the base station to the RIS-UAV center and from
the RIS-UAV center to the user, respectively. α is the path loss index from the base station
to the RIS-UAV; β is the path loss index of the RIS-UAV to the user. h0 is the path loss
exponent per unit of distance, R1 and R2 are the Rician channel factors of the two links,
respectively. hb,r

LOS and gk
LOS are the LoS components, hb,r

NLOS and gk
NLOS are the NLoS

components that obey a complex Gaussian distribution with mean 0 and variance 1, i.e.,
hb,r

NLOS ∼ CN(0, 1), gk
NLOS ∼ CN(0, 1).

According to the NOMA transmission power domain mode and successive interfer-
ence cancellation (SIC) process, the signal at the transmitter and receiver ends expressions
are established. Therefore, the base station transmits the superimposed signal of two users
by using appropriate power coefficients based on the channel conditions:

s =
√

α1Ps1 +
√

α2Ps2 (3)

where P is the transmitting power of the base station, α1 + α2 = 1 based on the power
allocation principle of the power domain NOMA.

For the receiving end, the signal received by user 1, user 2, and the eavesdropper is as
follows:

yk = gH
k Φhb,rs + nk (4)

where nk ∼ CN(0, σk
2) is the additive white Gaussian noise (AWGN). For the convenience,

the equivalent noise power, i.e., σ2
1 = σ2

2 = σ2
k = σ2

0 are used in this paper.
Since the NOMA system, the information rate of each user after the SIC process is

considered. Due to the closer distance of U1, it is assumed that the channel condition of U1
is better than that of U2. Then, according to the SIC decoding order, it is to demodulate in
the order of which the channel gain increases. For U2, the information of U1 is treated as
noise to decode its own information directly. For U1, because of the larger channel gain,
when decoding the information, it needs to decode U2’s information first, then decode its
own signal after removing U2’s information. Therefore, for the decoded information at the
two legitimate users, the SINR (Signal-to-Noise Ratio) is as follows:

γ1→1 =

∣∣gH
1 Φhb,r

∣∣2 × α1P
σ02 (5)

γ2→2 =

∣∣gH
2 Φhb,r

∣∣2 × α2P∣∣gH
2 Φhb,r

∣∣2 × α1P + σ02
(6)

γ1→2 =

∣∣gH
1 Φhb,r

∣∣2 × α2P∣∣gH
1 Φhb,r

∣∣2 × α1P + σ02
(7)

Therefore, the information decoding rates for the two users are as follows:

Ru1 = R1,1 = log2(1 +

∣∣gH
1 Φhb,r

∣∣2 × α1P
σ02 ) (8)

Ru2 = min(R1,2, R2,2) (9)
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where

R1,2 = log2(1 +

∣∣gH
1 Φhb,r

∣∣2 × α2P∣∣gH
1 Φhb,r

∣∣2 × α1P + σ02
) (10)

R2,2 = log2(1 +

∣∣gH
2 Φhb,r

∣∣2 × α2P∣∣gH
2 Φhb,r

∣∣2 × α1P + σ02
) (11)

To ensure the SIC, let R1,2 ≥ R2,2, therefore:

Ru1 = log2(1 +

∣∣gH
1 Φhb,r

∣∣2 × α1P
σ02 ) (12)

Ru2 = log2(1 +

∣∣gH
2 Φhb,r

∣∣2 × α2P∣∣gH
2 Φhb,r

∣∣2 × α1P + σ02
) (13)

When the system transmits information in OMA mode, the information rate of the
two users are as follows:

Roma
u1 = η log2(1 +

∣∣gH
1 Φhb,r

∣∣2 × α1P
ησ02 ) (14)

Roma
u2 = (1 − η) log2(1 +

∣∣gH
2 Φhb,r

∣∣2 × α2P
(1 − η)σ02 ) (15)

In the NOMA system, the two users can use 1 Hz bandwidth simultaneously; in
the OMA system, user 1 uses η Hz bandwidth and user 2 uses (1 − η) Hz bandwidth.
For convenience of subsequent calculation, it is assumed that the two users use the same
bandwidth, that is η = 1

2 . The subsequent research and analysis are still dominated
by NOMA.

For the eavesdropper user Ue, considering the worst case that the eavesdropper can
perform complete interference cancellation for both users’ messages [28–30]. Based on the
SIC and the RIS reflected incident signal, the eavesdropper’s SINR can be derived:

γe→1 =

∣∣gH
e Φhb,r

∣∣2 × α1P
σ2

0
(16)

γe→2 =

∣∣gH
e Φhb,r

∣∣2 × α2P
σ2

0
(17)

Thus, the rate of information eavesdropping at the eavesdropper for U1 and U2
are, respectively:

Re1 = log2(1 +

∣∣gH
e Φhb,r

∣∣2 × α1P
σ2

0
) (18)

Re2 = log2(1 +

∣∣gH
e Φhb,r

∣∣2 × α2P
σ2

0
) (19)

According to Wyner’s eavesdropping theory, the eavesdropper’s secrecy rate for the
two users can be expressed, respectively:{

Rs1 = (R1 − Re1)
+

Rs2 = (R2 − Re2)
+ (20)

3. Problem Formulation and Performance Analysis
3.1. Problem Formulation

This section addresses the outage performance of the RIS-UAV-assisted NOMA down-
link system with statistical CSI for the system under Rician fading. Since the per-element
distance of the RIS is small compared with the distance between the base station, the RIS,
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and users that can be described as far-field communication, the impact of the orientation
and size of the RIS on the path loss model can be neglected. However, since the small
wavelength, the distance from different elements of the RIS to the base station and the user
cannot be neglected. Then, the channels from the base station to the m − th element of
the RIS and from the m − th element of the RIS to the user under the Rician channel are
modeled as:

hb,r(m) =
√

db,r
−α · h0(

√
R1

R1 + 1
hb,r(m)

LOS +

√
1

R1 + 1
hb,r(m)

NLOS) (21)

gk(m) =
√

dr,k
−β · h0(

√
R2,k

R2,k + 1
gk(m)

LOS +

√
1

R2,k + 1
gk(m)

NLOS) (22)

where R2,k indicates the Rician factor of the channel between the RIS-UAV and the user,

where k ∈ (1, 2, e). hb,r(m)
LOS = e−j 2π

λ am , gk(m)
LOS = e−j 2π

λ bm , am and bm are the distances
from the base station to the m − th RIS element and from the m − th RIS element to the
users, respectively.

When the reachable rate is lower than the target rate, we consider an interruption to
be occurred. For U1, the outage probability is as follows:

Pout1 = Pr
{

log2(1 + γ1) <
∼
R1

}
= Pr{log2(1 +

∣∣gH
1 Φhb,r

∣∣2 × α1P
σ2

0
) <

∼
R1}

= Pr{

∣∣∣∑M
m=1 g1(m)ejθm hb,r(m)

∣∣∣2 × α1P

σ2
0

< γth1}= Pr{|
M
∑

m=1
g1(m)ejθm hb,r(m)|2 <

γth1
α1ρ

}

= Pr{|H1|2 <
γth1
α1ρ

}

(23)

where
∼
R1 denotes the target rate of U1, γth1 = 2

∼
R1 − 1. ρ = P

σ2
0

denotes the base station

transmitting Signal-to-Noise Ratio(SNR). H1 =
M
∑

m=1
g1(m)ejθm hb,r(m) denotes the equivalent

channel of which the signal arrives at user 1 from the base station through the RIS.
Similarly, for U2, its outage probability is as follows:

Pout2 = Pr
{

log2(1 + γ2) <
∼
R2

}
= Pr{log2(1 +

∣∣∣gH
2(m)Φhb,r(m)

∣∣∣2 × α2P∣∣∣gH
2(m)

Φhb,r(m)

∣∣∣2 × α1P + σ2
0

) <
∼
R2}

= Pr


∣∣∣∑M

m=1 g2(m)ejθm hb,r(m)

∣∣∣2 × α2P∣∣∣∑M
m=1 g2(m)ejθm hb,r(m)

∣∣∣2 × α1P + σ2
0

< γth2


= Pr


∣∣∣∑M

m=1 g2(m)ejθm hb,r(m)

∣∣∣2 × α2ρ∣∣∣∑M
m=1 g2(m)ejθm hb,r(m)

∣∣∣2 × α1ρ + 1
< γth2


= Pr

{∣∣∣∑M
m=1 g2(m)ejθm hb,r(m)

∣∣∣2 × α2ρ < γth2×
∣∣∣∑M

m=1 g2(m)ejθm hb,r(m)

∣∣∣2 × α1ρ+γth2

}
= Pr

{∣∣∣∑M
m=1 g2(m)ejθm hb,r(m)

∣∣∣2 × (α2ρ − γth2 × α1ρ) < γth2

}
= Pr

{∣∣∣∣∑M
m=1 g2(m)ejθm hb,r(m)

∣∣∣2 <
γth2

(α2ρ − γth2 × α1ρ)

}
= Pr

{
|H2|2 <

γth2
(α2ρ − γth2 × α1ρ)

}

(24)
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where
∼
R2 denotes the target rate of U2, γth2 = 2

∼
R2 − 1. H2 =

M
∑

m=1
g2(m)ejθm hb,r(m) denotes

the equivalent channel of which the signal arrives at user 2 from the base station through
the RIS.

3.2. Outage Performance Analysis

To derive the outage probability for each user and the information secrecy outage
probability in the next part, the channels’ distribution and the distribution of signal-to-noise
ratios for the two users and the eavesdropper need to be calculated. Here, the channel
distribution of user 1 and its SNR distribution as well as the eavesdropper’s information
secrecy outage probability for user 1, are analyzed in detail.

Since the channel consists of LoS and NLoS parts:

H1 =
M

∑
m=1

g1(m)e
jθm hb,r(m) = HLoS

1 + HNLoS
1 (25)

According to hb,r(m) and g1(m), we can obtain:

HLoS
1 = h0

√
d−α

b,r × d−β
r,1

√
R1 × R2,1

(R1 + 1)(R2,1 + 1)

M

∑
m=1

e
j(θm_

2π

λ
(am+bm))

(26)

HNLoS
1 =

M
∑

m=1
ejθm h0

√
d−α

b,r × d−β
r,1

{√
R1

(R1 + 1)(R2,1 + 1)
hLoS

b,r(m)
gNLoS

1(m)
+√

R2

(R1 + 1)(R2,1 + 1)
gLoS

1(m)
hNLoS

b,r(m)
+

√
1

(R1 + 1)(R2,1 + 1)
hNLoS

b,r(m)
gNLoS

1(m)

} (27)

Since hNLoS
b,r(m)

and gNLoS
1(m)

follow the complex Gaussian distribution with mean 0 and

variance 1, it can be approximated as a complex Gaussian distribution for the whole HNLoS
1 :

HNLoS
1 ∼ CN(0,

M × h2
0 × d−α

b,r × d−β
r,1 (R1 + R2,1 + 1)

(R1 + 1)(R2,1 + 1)
) (28)

For convenience, note δ2
nl1 =

M×h2
0×d−α

b,r ×d−β
r,1 (R1+R2,1+1)

(R1+1)(R2,1+1) .
The channel H1 can be viewed as a composite channel consisting of a LoS portion

and an NLoS portion, thus approximating it as a Rician distribution, where the main
signal is HLoS

1 and the HNLoS
1 is NLoS signal. The sum of power gains on all paths is

considered to be 1. The Rician random variable X can be viewed as the arithmetic square
root of two mutually independent zero-mean Gaussian random variables, then the random
variable |X|2 obeys a non-central chi-square distribution with 2 degrees of freedom, and its
corresponding probability density function (PDF) and cumulative distribution function
(CDF) are as follows:

f|X|2(x) = (R + 1) exp[−(R + (R + 1)x)]I0(2
√

xR(R + 1)) (29)

F|X|2(x) = P
{∣∣∣X∣∣∣2 ≤ x

}
= 1 − Q1(

√
2R,

√
2(1 + R)x) (30)

The Rician distribution is usually described by the Rician factor, i.e., R = v2

2σ2 , which
represents the ratio of the direct signal component power and the scattered signal compo-
nent power. v denotes the peak amplitude of the LoS signal, σ2 denotes the signal power;

Q1(a, b) =
∫ ∞

b x exp(− x2 + a2

2
)I0(ax)dx is the first-order Marcum-Q function, and I0(·) is

the first-type zero-order modified Bessel function.



Drones 2024, 8, 659 9 of 17

For the channel H1 in this paper, v denotes the LoS signal, δ2
nl1 is the power of the

scattered component, thus:

v = |HLoS
1 | = h0

√
d−α

b,r × d−β
r,1

√
R1 × R2,1

(R1 + 1)(R2,1 + 1)
|

M

∑
m=1

e
j(θm_

2π

λ
(am+bm))

|

For |H1|2, the corresponding CDF is: F|H1|2(x) = 1 − Q1(
√

2
δ2

nl
|HLoS

1 |,
√

2
δ2

nl
x).

Therefore, the outage probability for U1 is as follows:

Pout1 = 1 − Q1(

√
2

δ2
nl1

|HLoS
1 |,

√
2

δ2
nl1

×
√

γth1
α1ρ

) (31)

Similarly, the outage probability for U2 can be obtained as:

Pout2 = 1 − Q1(

√
2

δ2
nl2

|HLoS
2 |,

√
2

δ2
nl2

×
√

γth2
α2ρ − γth2 × α1ρ

) (32)

where δ2
nl2 =

M×h2
0×d−α

b,r ×d−β
r,2 (R1+R2,2+1)

(R1+1)(R2,2+1) , |HLoS
2 | = h0

√
d−α

b,r × d−β
r,2

√
R1 × R2,2

(R1 + 1)(R2,2 + 1)∣∣∣∣∣∣ M
∑

m=1
e

j(θm_
2π

λ
(am+bm))

∣∣∣∣∣∣.
3.3. User’s Secrecy Outage Performance Analysis

According to Wyner’s eavesdropping theory, the eavesdropper eavesdrops on the
information of two users, and the rate of information security for each user is as follows:{

Rs1 = (R1 − Re1)
+ = [log2(1 + γ1→1)− log2(1 + γe→1)]

+

Rs2 = (R2 − Re2)
+ = [log2(1 + γ2→2)− log2(1 + γe→2)]

+ (33)

Therefore, the information secrecy outage probability (SOP) for user 1 is as follows:

Ps1
out = Pr

{
Rs1 <

∼
Rs1

}
= Pr

{
log2(1 + γ1→1)− log2(1 + γe→1) <

∼
Rs1

}
= Pr

{
γ1→1 < 2

∼
Rs1(1 + γe→1)− 1

}
=
∫ ∞

0 fγe→1(x)Fγ1→1 [2
∼

Rs1(1 + x)− 1]dx

=
∫ ∞

0 f|He |2(x)F|H1|2(
2

∼
RS1(1 + α1ρ ∗ x)− 1

α1ρ
)dx

(34)

Similarly, the information secrecy outage probability for user 2 can be obtained:

Ps2
out = Pr

{
Rs2 <

∼
Rs2

}
= Pr

{
log2(1 + γ2→2)− log2(1 + γe→2) <

∼
Rs2

}

= Pr


1 +

∣∣H2
∣∣2α2ρ

|H2|2α1ρ + 1
1+|He2|2α2ρ

< 2
∼
Rs2


= Pr

{
|H2|2ρ(α1 + α2) + 1 < 2

∼
RS2(1 + |He|2α2ρ)(1 + |H2|2α1ρ)

}
= Pr

|H2|2 <
2
∼
RS2(1 + |He|2α2ρ)− 1

ρ(α1 + α2)− 2
∼
RS2(1 + |He|2α2ρ)α1ρ


=
∫ ∞

0 f |He |2(x)F|H2|2(
2
∼
RS2(1 + α2ρx)− 1

ρ(α1 + α2)− 2
∼
RS2(1 + α2ρx)α1ρ

)dx

(35)
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According to Equations (34) and (35), the SOP at the eavesdropper for two NOMA
users’ information security can be obtained as, respectively:

Pout
s1 =

∫ ∞
0 f|He |2(x)F|H1|2(

2
∼

RS1(1 + α1ρ ∗ x)− 1
α1ρ

)dx

=
∫ ∞

0

(∣∣HLoS
e
∣∣2

δ2
nle

+ 1

)
exp

[
−
(∣∣HLoS

e
∣∣2

δ2
nle

+

(∣∣HLoS
e
∣∣2

δ2
nle

+ 1

)
x

)]
∗

I0

2

√√√√x ∗
∣∣HLoS

e
∣∣2

δ2
nle

(∣∣HLoS
e
∣∣2

δ2
nle

+ 1

)∗1 − Q1


√√√√2

∣∣HLoS
1

∣∣2
δ2

nl1
,

√√√√2(1 +

∣∣HLoS
1

∣∣2
δ2

nl1
) ∗

√√√√2
∼
Rs1(1 + α1ρx)− 1

α1ρ


dx

(36)

Pout
s2 =

∫ ∞
0 f |He |2(x)F|H2|2(

2
∼
RS2(1 + α2ρx)− 1

ρ(α1 + α2)− 2
∼
RS2(1 + α2ρx)α1ρ

)dx

=
∫ ∞

0

(∣∣HLoS
e
∣∣2

δ2
nle

+ 1

)
exp

[
−
(∣∣HLoS

e
∣∣2

δ2
nle

+

(∣∣HLoS
e
∣∣2

δ2
nle

+ 1

)
x

)]
∗

I0

2

√√√√x ∗
∣∣HLoS

e
∣∣2

δ2
nle

(∣∣HLoS
e
∣∣2

δ2
nle

+ 1

)∗1 − Q1


√√√√2

∣∣HLoS
2

∣∣2
δ2

nl2
,

√√√√2(1 +

∣∣HLoS
2

∣∣2
δ2

nl2
) ∗

√√√√ 2
∼
Rs2(1 + α2ρx)− 1

(α1 + α2)ρ − 2
∼
Rs2(1 + α2ρx)α1ρ


dx

(37)

where δ2
nle =

M×h2
0×d−α

b,r ×d−β
r,e (R1+R2,e+1)

(R1+1)(R2,e+1) .

4. Numerical Simulation
4.1. Simulation Parameter Setting

In this section, the user’s outage probability and secrecy outage probability are verified
and analyzed through MATLAB simulation, and the effects of several important parameters,
such as the channels’ Rician factor, the number of RIS elements, the pass loss index, the
distance, etc., on the performance of the communication system are investigated. The
performance enhancement capability of NOMA on the RIS-UAV-assisted communication
system is explored by using OMA as a baseline scenario. The simulation is based on
the Rician fading environment, considering the small-scale fading and path loss in signal
transmission, and the specific simulation parameters are set in Table 1:

Table 1. System Simulation Parameter Setting.

Parameter Parameter Value

Path loss index from the base station to the RIS-UAV α 2
Path loss index from RIS-UAV to users β 3

Path loss per unit distance h0 −20 db
User target transmission rate 1 bps/HZ
User power allocation factor α1 = 0.4 α2 = 0.6

Distance from BS to RIS-UAV center db,r 15 m
RIS-UAV to user 1 distance dr,1 20 m
RIS-UAV to User 2 distance dr,2 25 m

RIS-UAV to eavesdropper distance dr,e 50 m
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4.2. Analysis of Numerical Simulation Results

Figure 3a,b give the effects of different Rician factors on the outage probability of two
users under different transmitting SNRs when the RIS element is 300, U1 power allocation
α1 = 0.4, and U2 power allocation α2 = 0.6. Overall, since the UAV equipped with RIS is
far away from the base station as well as the users, the power is not enough to support
the normal information transmission of the communication system before the transmitting
SNR reaches a certain threshold, and at this time, the users’ outage probability is 1. After
arriving at the threshold, the user’s outage probability decreases with the increase in the
transmitting SNR. From the impact of Rician factor on the outage probability, since the size
of Rician factor represents the component share of the LoS link in information transmission,
the larger the Rician factor, the smaller its outage probability; when the Rician factor is
0, the channel is degraded from a Rician fading environment to a Rayleigh fading, and
the numerical simulation shows that the outage probability of the Rician channel is lower
compared with that of the Rayleigh channel. For two users, it can be seen that U1 is a near
user with better channel conditions and U2 is a far user with poorer channel conditions, so
in the longitudinal comparison, the outage probability of U1 is smaller than that of U2 in
the case of the same transmitting SNR.
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Figure 4a,b reveal the outage probability of the NOMA users under different path
loss indices. It can be seen that the greater the path loss index, the greater the outage
probability of the user. When the transmit SNR reaches a certain threshold, the degree
of influence of the path loss is weakened. Figure 5a,b show the influence of the distance
db,r, dr,1, dr,2 on the user’s outage probability. When the transmitting SNR is less than a
certain threshold, the user outage probability increases with the increase in the distance.
When the transmitting SNR reaches a certain threshold, the user’s outage probability is
related to the size of the two distance parameters. When the RIS-UAV is closer to the base
station, the outage probability is smaller. Therefore, in practical applications, the position
of the RIS-UAV can be considered closer to the base station.
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Figure 5. (a) Outage probability of user 1 under different distances; (b) Outage probability of user 2
under different distances.

Figure 6 explores the effect of the number of RIS elements and the NOMA power
allocation factor on the user’s outage probability. The numerical results show that the
increase in the number of RIS elements can effectively reduce the outage probability, and
the user’s outage probability also decreases with the increase in the allocated power. In
addition, it is found that the effect of the RIS elements on the outage probability is more
pronounced than the size of the power allocation, which is reflected in curves 4 and 5 in
Figure 6, where the outage probability of the user is lower than that of the case of M = 300
and α1 = 0.4, when M = 400 and α1 = 0.2. Figure 7 gives the outage probability of
two users in OMA and NOMA modes when α1 = 0.15 and α2 = 0.85, and numerically
verifies that the outage probability of the user will be lower in the NOMA mechanism.
In this case, the outage probability of user 2 is lower because more power is allocated to
user 2.
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Figure 8 gives the security outage probability when the target security rate of user 1 is
0.04. It is numerically verified that the number of RIS elements and the power allocation
factor of the user are negatively correlated with its security outage probability. The secure
communication performance of the user improves with the increase in the number of
RIS elements and the power allocation, which is manifested by the decrease in its outage
probability. When the transmitting SNR reaches a certain level, the allocation of a larger
power can make up for the insufficiency of the number of RIS elements, which is manifested
by the fact that the outage probability of the number of RIS elements of 1000 and the power
allocation factor of 0.4 is higher than that of when the SNR reaches 25, the outage probability
of RIS elements of 1000 with a power allocation factor of 0.4 is smaller than that of RIS
elements of 800 with a power allocation factor of 0.2. This finding provides a basis for
thinking about the next step of the joint optimization of the power allocation and the
RIS settings.
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of the user 1.

Figures 9 and 10 give the effect of different Rician factors on the user’s security outage
probability as well as the user’s information transmission SOP in NOMA transmission
mode and OMA mode, respectively. For U1, it is also verified that the Rician channel as
well as the NOMA transmission mode are effective in acting on the communication security
of the system. Figure 9 shows that when the Rician factor is 0, the channel is degraded from
Rician fading to Rayleigh fading channel, and the numerical simulation verifies that the
user’s security outage probability is higher when the channel from the base station to the
RIS-UAV is a Rayleigh channel. Secondly, as the Rician factor increases, the user’s SOP is
greater, which is due to the enhancement of the signal of the direct link, and the legitimate
user receives a better signal, but due to the distance of the legitimate user is farther away,
so the eavesdropping effect will be worse in comparison. Figure 10 then shows that NOMA
demonstrates a lower probability of security disruption for user 1’s secure transmission
compared to the OMA transmission mode.



Drones 2024, 8, 659 15 of 17
Drones 2024, 8, 659 17 of 19 
 

 
Figure 9. Effect of the Rician factor on the secrecy outage probability of the user 1. 

 
Figure 10. Comparison of the secrecy outage probability of user 1 in NOMA and OMA modes. 

5. Conclusions 
Due to the ground obstacles and limited onboard battery power, while UAV-assisted 

aerial communication has advantages such as flexible deployment and wide coverage, 
energy issues need to be considered. Given the high energy efficiency advantages of 
reconfigurable intelligent surfaces in improving wireless channel propagation 
environments, a RIS-UAV-assisted NOMA downlink communication system is proposed 
in this paper, and in view of the LoS environment of the Air-to-Ground link, the Rician 

Figure 9. Effect of the Rician factor on the secrecy outage probability of the user 1.

Drones 2024, 8, 659 17 of 19 
 

 
Figure 9. Effect of the Rician factor on the secrecy outage probability of the user 1. 

 
Figure 10. Comparison of the secrecy outage probability of user 1 in NOMA and OMA modes. 

5. Conclusions 
Due to the ground obstacles and limited onboard battery power, while UAV-assisted 

aerial communication has advantages such as flexible deployment and wide coverage, 
energy issues need to be considered. Given the high energy efficiency advantages of 
reconfigurable intelligent surfaces in improving wireless channel propagation 
environments, a RIS-UAV-assisted NOMA downlink communication system is proposed 
in this paper, and in view of the LoS environment of the Air-to-Ground link, the Rician 

Figure 10. Comparison of the secrecy outage probability of user 1 in NOMA and OMA modes.

5. Conclusions

Due to the ground obstacles and limited onboard battery power, while UAV-assisted
aerial communication has advantages such as flexible deployment and wide coverage,
energy issues need to be considered. Given the high energy efficiency advantages of re-
configurable intelligent surfaces in improving wireless channel propagation environments,
a RIS-UAV-assisted NOMA downlink communication system is proposed in this paper,
and in view of the LoS environment of the Air-to-Ground link, the Rician fading scenario,
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which is more relevant to the actual channel, is chosen for the study. The outage probability
of the system’s NOMA users is investigated by approximating the composite channel as an
overall Rician distribution, and the user’s secrecy outage probability is further investigated
by considering the physical layer security in the presence of the eavesdropper. Numerical
simulation results verify that, compared with the Rayleigh fading scenario, Rician fading
can provide a better link environment for signal transmission due to the presence of LoS
links, and the user’s outage probability is lower; increasing the number of RIS elements
can effectively reduce the system’s outage probability; and the application of the NOMA
technique can likewise improve the system’s communication performance.

Since UAV communication faces problems such as energy limitation and safety in
assisting disaster response and combat scenarios, RIS mounted on UAVs can effectively
improve the performance and safety of the communication system. Considering the
Rician channels fading environment, which is more practical with the actual links, the
NOMA system proposed in this paper has been verified to have better communication
performance than Rayleigh channels and can perform active power allocation and RIS
element number arrangement according to the information receiving requirements of
legitimate users. In practical applications, the introduction of RIS attached to the UAV for
auxiliary communication can effectively improve the onboard energy-limited problem and
significantly improve the performance of the NOMA communication system by intelligently
adjusting the wireless signal propagation path to achieve more efficient spectrum utilization
and better signal coverage. In addition, the reconfigurability of RIS provides a more flexible
and efficient communication environment for UAV communication, improving the auxiliary
communication capability and the application development of NOMA technology in the
field of secure communication. In future work, we will also consider popular research
directions such as multi-function drones, conformal RIS, terahertz (THz) channels, joint
optimization, and so on to explore more efficient and available methods for 6G development
and UAV applications.
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