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1. Introduction

Research on unmanned aerial vehicles, also known as drones or by the acronym
UAVs, has been increasing in recent years. These devices have specific characteristics
that make them useful for working in a multi-task manner [1,2] and for a multitude of
applications, meaning they can be employed in agriculture [3,4], in the fallout of emergency
and disaster events [5,6], in addressing coverage issues [7], in healthcare [8], in human
and environmental monitoring [9,10], in internet of things (IoT)-aided surveillance [11], in
UAV-supported vehicular ad hoc network (VANET) applications [12], and in many other
fields [13,14]. Using UAVs in conjunction with IoT devices [15,16] is fundamental in helping
different human activities and facilitating various value-added services. However, the joint
application of these devices opens up to many integration issues, prompting researchers to
study and propose new and specific solutions at various protocol stack levels.

In addition, of particular interest is the use of new paradigms, such as software-defined
networking (SDN) [17], in UAV networks to unveil new aspects of research concerning the
advantages of virtualization and artificial intelligence (AI) techniques [18].

Hence, this Special Issue focuses on applications, platforms, and services where UAVs
can play an important role in stimulating the continuous efforts being made to study and
analyze the intrinsic issues of FANET environments.

2. The Present Special Issue

This Special Issue features seven papers, six of which are articles presenting novel
research and approaches to resolve issues in UAV environments, while the remaining one
is a review that discusses the design aspects of UAVs and IOT devices and opportuni-
ties for age-aware UAV-aided data collection for sensor networks and internet of things
applications. Each of these seven papers is concisely summarized below.

In the first contribution, Dawei Wang et al. present an AoI-inspired strategy for
ensuring secure transmission from a maritime wireless sensor network to an onshore base
station using a UAV and reconfigurable intelligent surface (RIS), addressing eavesdroppers
near the base station (BS). The scheme divides transmission into data collection and upload
periods, optimizing AoI with two scheduling schemes and heuristic algorithms, particle
swarm optimization algorithm (PSO) and genetic algorithm (GA). An iterative optimization
algorithm enhances RIS reflection during the upload period. Simulation results show that
the scheme reduces average AoI by about 10 s compared to current methods.

In the second contribution, Huan Lai et al. discuss the use of UAVs and the security
challenges inherent in wireless communications due to eavesdropping and interference. To
address such challenges, combining full-duplex (FD) UAVs with reconfigurable intelligent
surfaces (RISs) can enhance security by improving spectral efficiency and signal reflection.
This paper explores secure communication in urban areas using an FD UAV and RIS. The
UAV receives sensitive information and sends jamming signals to eavesdroppers. The
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authors propose an approach for optimizing user scheduling, transmission power, UAV
jamming power, RIS phase shift, and UAV trajectory to maximize the worst-case secrecy
rate. In this study, despite the central problem’s non-convexity, they used alternating
optimization (AO), slack variable techniques, successive convex approximation (SCA),
and semi-definite relaxation (SDR) to develop an effective suboptimal solution. Simula-
tion results show that the algorithm significantly improves the secrecy rate compared to
benchmark methods.

In the third contribution, Janiele Custodio and Hernan Abeledo propose a location–
allocation model for environmental emergency response using a drone network. In the
proposed approach, drones verify emergencies and gather data to aid response efforts. The
model, operated by first responders, seeks to minimize costs while meeting operational
goals. Through conducting a case study in Ji-Parana in the Brazilian Amazon, the authors
used data from a whistleblower app and satellite imagery to test the model’s effectiveness
under various demand and capacity scenarios. A set of experiments were performed to
evaluate the effectiveness and feasibility of the proposed model.

In the fourth contribution, Bongjae Kim et al. propose a dynamic checkpoint interval
decision algorithm for drone recovery, enhancing reliability and stability in large-scale
monitoring. Drones often face mission interruptions due to network errors, low battery
capacities, or physical defects. Checkpointing periodically saves the system’s state, en-
abling mission restoration. The proposed algorithm minimizes energy consumption while
increasing checkpoint operations, consuming only 3.51% more energy but performing
25.97% more checkpoints than the Fixed Interval Checkpointing (FIC) scheme. This ap-
proach boosts checkpoint availability and quickly resumes missions, improving the overall
efficiency of drone-based services.

In the fifth contribution, Fan Li et al. [5] show how with the rise of IoT in remote
and complex areas, UAV-based edge computing addresses challenges where base stations
are impractical. Their paper proposes a multi-UAV-assisted MEC system to optimize
energy consumption and resource allocation. A joint deployment and task scheduling
algorithm is developed, showing improved energy efficiency and task handling compared
to benchmark algorithms.

In the sixth contribution, Oluwatosin Ahmed Amodu et al. discuss the use of UAVs
to assist in data transmission from sensor nodes (SNs) in WSNs or IoT networks to base
stations (BSs) in order to overcome the limitations of sensor devices. UAVs are effective in
time-sensitive applications like disaster response tasks but face challenges in timely data
delivery due to flight control and scheduling issues. The Age of Information (AoI) metric,
measuring data freshness, has driven research in optimizing UAV-assisted data gathering.
This paper reviews the literature on AoI minimization, identifying key design aspects such
as energy management, flight trajectory, and UAV/SN scheduling. It also explores related
issues and future considerations, like traffic prioritization and system optimization.

Finally, in the seventh and last contribution, Salih Safa Bacanli et al. analyze the role
of UAVs in opportunistic wireless networks, especially in areas without infrastructure
or with overloaded networks. However, their short battery life and need for frequent
charging limit their utility. This paper addresses optimal charging station placement in
UAV-aided networks using K-means, DBSCAN, and random clustering. These approaches
were tested with routing protocols, namely Epidemic, Spray and Wait, and State-Based
Campus Routing (SCR). Simulations showed that K-means clustering with three clusters
results in a reduction in message delay and higher success rates compared to random or
DBSCAN placement, regardless of the routing strategy adopted.

3. Future Perspectives

In the coming years, UAVs are expected to continue to attract attention among re-
searchers and be applied in an expanding array of tasks across various sectors. This
introduces numerous challenges in terms of system design and navigation, necessitating ex-
tensive integration efforts, diverse test environments, deployment findings, and innovative
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protocols. To support these systems, communications are crucial, with software-defined
radio/networks, virtualized networks, heterogeneous networks, and channel modeling
emerging as pivotal elements. This is particularly pertinent given the rise of bandwidth-
intensive applications like real-time video streaming for monitoring purposes. Additionally,
addressing issues related to UAV security remains paramount, especially in tasks related to
aerial surveillance and civil security.
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